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|. Introduction

1. This document summarizes the CFATF Secretadaigdysis of the actions the country states itthksn

to overcome the shortcomings identified in the Nilitdvaluation Report (MER) discussed in the Plenary
of May 2009 and adopted in August of the same yd&duis is the seventh follow-up report, and it &séd

on the information submitted by Venezuela on Augk8f, 2013 (see matrix of progress annexed).
Venezuela is in the process of regular-expeditédvieup.

2. Venezuela’s ratings were PC or NC with respediet (10) of the (sixteen) 16 Core and Key FATF
Recommendations, three (3) were classified as hatempliant (LC) and three (3) and Compliant (&9,
can be seen in the following table:

Core and Key Recommendations

Rec. 1| 3| 4| 5 10132326 |35[36[40[ I [l [N JIV |V

Rating LC|PC| C| PCl PQ PC PC PC € LC £ PRC PC NC |PC |LC

3. Overall, the country’s ratings were PC or NCthirty one (31) of the FATF Recommendations as
reflected in the table below

Partially Compliant (PC) Non-Compliant (NC)

3. Confiscation and provisional measurg$. Politically exposed persons

5. Customer Due Diligence 7. Correspondent banking

8. New technologies and non-face-to-fag®. Third parties and introducers

business

10. Record keeping 12. DNFBP - R.5, 6, 8-11

13. Suspicious transaction reporting 16. DNFBP — R.13-15 & 21

14. Protection and no tipping-off 20. Other NFBP and secure transaction
techniques

21. Special attention for high-risk countrie®4. DNFBP - regulation, supervision and
monitoring.

22. Foreign branches and subsidiaries | 30. Resources, integrity and training

23. Regulation, supervision and monitoringd2.  Statistics

26. The FIU 33. Legal persons — beneficial owners

27. Law enforcement authorities SR.Ill Freeze and confiscate terrorist assets

34. Legal arrangements — beneficial SR VIl Wire transfer rules

owners

38. MLA on confiscation and freezing SR.VIII Non-profit organisations

SR | International conventions SR.IX — Cross-border declaration and
disclosure

SR.Il Criminalise FT

SR.IV FT suspicious transaction reporting

SR VI Alternative money transfer
services

4. In October 2010, the FATF included Venezuelthangroup of countries under ICRG continuous follow
up. Following Venezuela's progress in implementimg Action Plan in October 2012 the FATF Plenary
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decided, on the recommendation of the ICRG, to dgleean onsite visit in January 2013 to verify the
implementation of the Action Plan items fulfilleyy Menezuela and which was carried out, resulting in
favourable view on the progress made as it refamteompliance with several Recommendations, whose
deficiencies were addressed, such as Recommen@&tj@md Special Recommendation II.

5. The following is the information supplied by \éauela as a summary of the scope of its finang&ibm
and its international interdependence.

Data as of September 30, 2013 Banks ng;flr* MSatfkc‘; Insurance | TOTAL
Number of Regulated Entities 35 12
Assets uss$ 198.845.214.285,71
Total: US$ 143.350.668.571,00 N/A
Deposits o ;
Non res:’dents. uss$ N/D N/D
%)
International Foreign-owned: 2.561.212.540,00 NO
Links Subsidiaries abroad: N/D N/D

(*) Exchange Houses.

Scope of this report

6. Based on the decision of the November 2012 Plendember countries on Regular and Expedited

Follow-up, must meet all of the Core and Recommtaods, and make substantial progress on other
outstanding Recommendations, towards the next Blanaeting, in November 2013Since the Fifth
Follow-up Report, after the May 2012 Plenary, ama $ixth Follow-up Report, of February 2013, both
approved by the Round Robin process, Venezueladrasued to remedy the deficiencies found in its
AML/CFT regime. In the fifth follow-up report, it #s noted that the deficiencies identified in
Recommendations 5, 6, 7, 8, 9, 10, 14, 21, 23,188 3, had been corrected. At the same time,
according to the information provided in the sikthow-up report, through the reform of the Organic
Law Against Organized Crime (hereinafter LOCDOFT itsyacronym in Spanish), Resolutions 122,
158, among other advances presented, the defieemcicompliance with Recommendations 3, 13, 20,
22, 26, 38; Special Recommendations |, Il, Il &ddwvere substantially corrected. Progress was also
made in the implementation of Recommendations 6224, VI, IlI, VIII and IX. In accordance with
the foregoing, this Report will focus on the FATBr€ and Key Recommendations, which were rated
as PC, NC or LC, whose deficiencies are still toreetified and related to the recent advances
presented.

It is important to note, that on August 30, 2018 CFATF Secretariat received a communiqué from
the Bolivarian Republic of Venezuela, in accordamdth paragraphs 67 and 68 of the document
entitled "CFATF Mutual Evaluation Program: Procesard Procedures", in which it is established that
if a member country indicates that it has compiith the criteria established for exclusion frone th

regular follow-up process, in order to go forwarithvbiennial updates, the country must make a fbrma
request, present a full report together with laswgulations and other necessary information in rot@e

evaluate the effectiveness of compliance with tlmeeCand Key Recommendations. The Secretariat

1 See CFATF ICRG Co-chairs Report (gafic_plen_xxg@i12-9-ann-1 (1)), which was adopted by the Plenatie
November 2012 Plenary, in the Virgin Islands. Reother information, see the section on "Reviewhef CFATF
Follow-up reports”, page 8
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took note of the request and it expects to rectigeTechnical Report from the country, soon, for
consideration at the next Plenary Meeting of M&4,£2

M. Summary of progress achieved by Venezuela

8. The main advances indicated by the authoritieghigrperiod can be summarized as follows:

The Bolivarian Republic of Venezuela was excludemf the list of countries with strategic
AML / CFT deficiencies or the so-called grey lissuied by the Financial Action Task Force
(FATF) in February 2013, as also recognized asgfdtie Plenary of the Caribbean Financial
Action Task Force (FATF).

The Organic Law against Organised Crime and Fimanof Terrorism (LOCDOFT) came into
force on 30 April 2012, and continues to have atpesimpact on several Recommendations.
Strengthening the supervision conducted by the 1Sigmey Bodies or Organs in different
sectors of the national economy: financial and mamicial

The country continues to strengthen its capalslitiboth at the UNIF, as well as law
enforcement authorities and supervisory authoripagticularly in the Securities Sector.
Additionally, in terms of effectiveness, the Authi@s presented a substantial number of
statistics in relation to convictions, investigaticsentencing, and seizures as a result of the
offence of money laundering, as well as statistisst relates to inspections and supervision
visits both for the financial and non-financial ®ec Finally, information was presented as it
relates to mutual legal assistance offered.

With regard to cases involving the crime of monayndering , it was reported that as of
August 2013 , there were one hundred eighty sel@n)(cases , of which twenty-one ( 21 ) are
on trial and in thirty (30) , conviction was obtaéh In this same vein, in cases involving the
crime of Terrorism, nine (9) cases were detectéayloch two (2) were on trial and one (1)
case received sentence. At the close of Septemhel@®L3 seized was a total of Three
Thousand Nine Hundred Eighty Two Million Three Hued Forty- Four Thousand Eighteen
and Forty Cents Bolivars (Bs. 3.982.318.044, 4@)aéd¢o Six Hundred and Thirty Thousand
Two Hundred Thirteen Million Nine Hundred Seventid-Dollars of the United States of
America with Thirty cents (U.S. $ 632,113,975.30)ade up mainly of aerial and ground
vehicles, boats and real estate, estates, corpasatimong others.

As for inspections, the authorities reported that2D13, the Superintendent of Insurance
Activity conducted one hundred and one made (1@di)sy the National Superintendency of
Securities made thirty-two (32) and in Banking 8efifty-nine (59) on-Site visits were made
and ninety-one (91) official visits. Regarding Bingnd Casino eleven (11) visits were made.

Details on Key and Core Recommendations

9. The following is an analysis of the actions whibk authorities have taken and set out in the mafrix
advances regarding Core and Key Recommendatiozd IPAE, NC or LC.

Recommendation 1

10. Compliance with this Recommendation, originallyethis LC, remained practically rectified, by virtue
that in criminalizing money laundering it substalyi complies with the Vienna and Palermo
Conventions requirements. With respect to the rasfgerecedent offences included, piracy, insider
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trading and market manipulation are not found, jpinaicy and counterfeiting of goods. The Authorities
noted that in spite of the foregoing, the progmsimvestigations and convictions, continues (sduet
below), however, given the importance of includsugh offences in an autonomous manner, such as
predicate offenses, compliance with Recommendatjds pending.

PREDICATE OFFENCE NUMBER OF CASES
MONEY LAUNDERING 115
DRUGS 37
FRAUD 15
ILLEGAL EXCHANGE 5
BINGOS 4
CORRUPTION 4
FINANCIAL CRIMES 3
EXTORTION 2

UTILIZATION OF CASES 1
DERIVED FROM OFFENCES
THEFT AND EXTRACTION OF 1
GOLD AND DIAMONDS
TOTAL 187

Recommendation 36, and Special Recommendation V.

11. These Recommendations were rated LC. Accordingdaacttions taken by the authorities, as reported
in previous follow up reports and for this reporteael of performance equivalent to C, has been
achieved. The deficiencies noted by the Examingewack of clarity in order to follow up on orders
for the confiscation or seizure of goods, partidylahose received within the framework of a resjue
for mutual legal assistance. It was noted that lHek of automation of Records (e.g. Vehicle
registration, property registration), makes idecdiion difficult. In addition, the importance of
establishing an effective mechanism for the fregzh financial accounts was discussed. Finally, a
review of the regulation that prevents the extraditof nationals or foreigners likely to receive a
sentence of more than 30 years was required, anddtablishment of a data management system to
have statistics showing the work done with regarthternational cooperation. As for the variousn®i
requested, the country took the following actionsummary:

* In accordance with the third follow-up report, aojpct was initiated to computerize the
information of different Records, and it was repdrthat the automation of the notaries, would
begin in 2011. In subsequent reports, it was repiditat the project was moving ahead and the
Autonomous Service of Registries and Notaries (SKREeveloped a System that has
provided improvements in registry services and anp@ntation of technology mechanisms that
enable centralized control and monitoring actigiti€he National Institute of Land Transport,
on the other hand, has a technology platform tnatediately allows for the ownership of any
vehicle in public or private use.

» With regard to the mechanism for the freezing official accounts, it was reported that the
legislation provides that in the event that, withhre framework of an investigation, the
existence of property used in the Commission ofaffience is determined, even if it is only
founded on suspicion of criminal origin, they Wik secured preventatively and confiscation of
same will be ordered when there is a definitivenficonviction. Likewise, that through the
SUDEBAN, there is a freezing mechanism, and everPiiblic Prosecutor’s Office may apply
directly to financial or banking institutions thecsiring and freezing of the accounts. In
addition, the Ministry of National Power of the dnibr and Justice, through the National Anti-
drug Office (ONA its acronym in Spanish), created National Administration and Disposal
of Secured or Forfeited, Confiscated and Seizedt&8s&SNB) Service, which has statistical
records of the actions effected. Here are soméneffigures presented in terms of accounts
(financial instruments) subject to blocking or frig:
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Number of Cases | Year of Measure Amount of Accounts
1 2006 15
5 2008 187
1 2009 37
3 2010 26
3 2011 63
3 2012 22
Total: 16 cases 346

* In terms of the need to revise the regulations winiakes it impossible, to extradite nationals
or foreigners likely to receive a sentence of mben 30 years in prison, was explained in the
context of other related Recommendations, thatnipediment to extradite in cases where the
requesting State exceeds the 30 year convictiogiven by fundamental principles in legal
matters of the country; the Constitution providest imprisonment sentences, shall not exceed
that period. The authorities reported that a modiion is not foreseen in the near future, in the
next, however the evaluator's recommendation mfeto the single possibility to consider
reviewing this provision.

* Finally, with regards to the establishment of afedive system for the management of
information on international cooperation, this gomas addressed by the statistics that the
National Financial Intelligence Unit (UNIF its aoigm in Spanish) itself has. The Authorities
indicated that responses to requests for informdtiom other countries are given on average
within a week. It was reported that for the firsiflof 2013, there were 28 requests related to
Money Laundering and Terrorism Financing Offenoésyhich only 2 were passive, the others
active. Additionally, there are 44 requests fooinfation exchange.

Other actions,

12. The following paragraphs summarise the actions rntaky Venezuela in relation to FATF
Recommendations, other than the core and key étiesition is focussed on those rated PC, NC or LC
on which the country has submitted relevant infaroma(additional information can be found in the
attached matrix).

Recommendation 2

13. Regarding compliance of this Recommendation, rayethe Evaluator as LC, tHdER indicated, that
despite the amount of research, sufficient staistin sentences have not been provided to verify
criminal or sanctioning effectiveness. This aspeas overcome, with the presentation of statistiosf
previous reports and on this occasion (see paragnagiating to compliance with Recommendation 1).
On the other hand, there was no information preskeon convictions of Legal Persons. Taking into
account this last factor, coupled with the lackcdminalization of certain offences as precedemt fo
Money laundering (also discussed in the paragraplased to Recommendation 1), compliance with
this Recommendation, is outstanding. In spite efftregoing, it should be noted that articles 3d 3
of the LOCDOFT, refer to the administrative, cidhd criminal liability of legal persons, for
punishable acts related to organized crime anditla@cing of terrorism, by acts committed by them,
their managers or representatives. Possible sasctinclude the closure of the establishment
concerned, and fines among other things
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Recommendation 11

14. At the time of Venezuela’s Third Mutual Evaluatidhis Recommendation was originally rated as LC,
as the effectiveness of the obligation to monitansactions was not able to be ascertained, of the
different reporting entities. In this regard, that@orities pointed out that according to the stiags
presented, the reporting entities in effect compbyticularly with the reporting obligations, asesult
of paying special attention to transactions tha esmplex, unusual or without apparent economic
justification or legal appearance. Therefore, theficiencies found in compliance with this
Recommendation, were rectified and the level of geance is equivalent to a.C

Recommendations 12, 16, y 24

15. The LOCDOFT defines the AML/CFT reporting entiti@s;luding all DNFBP categories as defined by
the FATF in the Methodology glossary; it also img#g the various measures relating to customer due
diligence of client, PEPs, Record Keeping, amorttexst, with which they must comply. The only
matter outstanding was that the preventive measias are not included in the LOCDOFT, be
incorporated in the various regulations for the [BRE (except casinos and notaries and registrars who
already have said regulations set out by theireespe supervisory bodies), in order to overconte al
the deficiencies identified in thelER regarding these Recommendations. These regulati@nstill
outstanding, as such full compliance with theseoReunendations, is also outstandirf(g..)".It is
relevant to quote the following passage from tiéhdollow up report: “(...) 47. According to thbave
it would be pending that the preventive measureg #re not included in the LOCDOFT are
incorporated in the different regulations for DNF8Rexcept casinos and notaries and registries who
already have such legislation by their respectiupesvisory and control bodies), in order to fully
overcome the deficiencies identified in the MERh@ise Recommendations. (...) ".

Recommendation 15

16. The deficiencies noted for this Recommendationedahs LC, are substantially corrected. The
aforementioned, considering that the Examiner natethe only deficiencies: that the legislatiorthia
securities sector was less developed, and that#t mot possible to prove the effectiveness of the
measures in the securities sector, as no meetiggheda with the private sector. In several previous
follow-up reports, regulatory development for thecuwrities sector is noted. The National
Superintendence of Securities has the Regulatianli@, issued in 2011, in terms of AML/CFT and
based on the risk management approach, accordingfficials. It includes measures for the
management and control of risks related to thenoH#e of laundering of capital and the financing of
terrorism. Additionally, the realization of sevef@h-site Inspection Visits was reported, mainly to
validate compliance with said regulations. Dur@il1, 76 visits were made, during 2012, 19 and 29
reviews of records or audits (off site). 31 Inspetivisits were scheduled for the first half of 301
which were 100% (in fact 32 visits were conducted).

Recommendation 17

17. Compliance with Recommendation 17, initially ratexdLC, it can be said that the country has resolved
the only outstanding deficiency. Through the LOCOQER specific regime for the AML/CFT system
was created. The law defines the crime of monegdating (laundering according to Venezuelan law)
and the financing of terrorism, establishing tmatase of breach by the reporting entities, masager
employees who because of recklessness, incompeteagigence, encourage or contribute to the
commission of money-laundering and financing ofaasm, without having taken part in the crime
will be punished by imprisonment from three to gixars. Additionally, in terms of the range of
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administrative penalties for noncompliance with ¢gpecific AML / CFT regulations, in 2010 and 2011,
a series of resolutions were issued (Resolution146.10, Ruling No. 514, Order No. 110, Ruling No.
011), applicable to the Banking, Insurance, Seesrisector, and on Casinos, Bingo Halls and Slot
Machines. On the other hand, supervisory bodigkef/arious sectors, have in article 7, the paaer
apply administrative sanctions to the reportingtiestthat do not comply with AML/CFT regulations.
The authorities reported that have been imposednasinative sanctions; revoked the operating lieens
for three (3) Border Exchange Operators, fines timaen imposed in the banking, insurance sector, and
finally, that in the case of Bingos, Casinos amat shachines, most casinos and bingo halls, after

reviewing its operational and legal functions, thegve been closed (though for being allegedly
involved in tax offenses

Recommendation 25

18. As discussed in the section on compliance with Reaendation 15, and advances in the response to
Recommendation 12, 16 and 24, above, this Recomatiend(initially described as LC) has been
largely addressed. In the MER, it was recommenderkgulate Sector obligations of DNFBPs and
ensure compliance in this regard. The country haslemsubstantial progress, however, as was
explained, specifically in the context of Recommetimhs 12, 16 and 24, are classified as DNFBPs
activities, still to be regulated, and therefork dompliance with this recommendation is pending

Recommendation 27

19. This Recommendation was originally rated as PC laasl been raised to the level of compliance
equivalent to LC. The main deficiency found durihg Mutual Evaluation Process, was the need to
improve the procedure and tools granted to theoaititss or to law enforcement. In this regard, no
specific progress on allocation of resources wasrted, particularly to the Anti-Money Laundering
Division, however, the authorities shared informatiegarding the research conducted, which included
115 cases of money laundering. Similarly it wasrega the creation of various entities instrumeintal
the combat and prevention of money laundering ardorist financing, among others, that the
Bolivarian Intelligence Service, has a Director@eneral for Research focused on these crimes.
Authorities said they would subsequently providditohal data and statistics.

Recommendation 2.
20. See information provided for Recommendation 17.
Recommendations 30, 31 and 32

21. With regard to compliance with these Recommendafioated as NC, LC and NC, respectively, the
country has shown substantial progress, althoulyjledmpliance remains outstanding. As noted, in the
case of Recommendation 30, it was necessary thaotimtry improve its ability to perform inspecton
and supervision of the reporting entities. Equatlyyas necessary to allocate greater resourcesrty
out the work of the UNIF, together with the workingpection of the reporting entities. In that meja
the UNIF informed (some data had already beennedeio in previous follow up reports), that hired
Inspection Coordination Officials, numbering toelédrty two (42) persons in total, responsibletfar
different functions. The Insurance Sector, forgest, has the Prevention and Supervision of Money
Laundering Directorate, with seventeen (17) offgifrom different areas and the Stock Market Secto
has within its structure, a Prevention, Supervisaad Control Office and Money Laundering and
Financing of Terrorism Supervision Office, with sav(7) staff members. As for Registrars and
Notaries, they also have a Prevention, Supervigi@hControl of Money Laundering Office, with five
(5) officials, a number that is planned to graduadicrease. In Bingos and Casinos Sector, operating
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with a total of three (3) officers and in the cadeCustoms and Internal Revenue, it has thirte@&) (1
officers

In accordance with th®IER, Recommendation 31 was practically complied wétkgept for the fact
that the legal mechanisms for cooperation, accgrtiinwhat was stated then, had not been applied
properly and therefore the best way as to how theakl be developed should be analysed. Authorities
said subsequently additional information would blersitted.

Finally, regarding Recommendation 32, it was siat the country must generate comprehensive
statistics in all organizations in the AML/CFT sst, as the only deficiency. In particular, it was
explained that there were only complete statistiifferent from those of the UNIF; that the
information on investigations, convictions, etcasmnot complete and as it relates to international
cooperation, there was little or no statisticabmfation. According to information provided in piays
reports and for this report, the generation ofidtas has improved, substantially, so that it chesp
with this Recommendation, at a level equivalentto

Recommendation 37

24.

There is practically full compliance with this Reamendation, considering Venezuela’'s fundamental
principles and its particular regime, which it eadpbk in the face of the deficiency: Venezuela canno
extradite nationals or foreigners when the sentemgexceed 30 years in prison However, the country
could review the possibility to modify the ordeBee related paragraph for compliance with
Recommendation 36.

Special Recommendations VI, VII, VIl and IX

25.

26.

27.

With regards to compliance with these recommendafidhe situation has not changed since the
previous report, as such full compliance with thesscommendations, except for Special
Recommendation VIII, is still pending. In the casfethe Special Recommendations VI and VII, the
Evaluator's recommendations refer to opportunifiesimprovement in the information presented in
transfers and the threshold to identify the custoineaddition to not receiving remittance RTS. @pk
Recommendation VIII, requires the scheme, registiadind management of non-profit organizations,
which the evaluation team could not check at theetof the evaluation, but now have. Also, Special
Recommendation IX, with the absence of a declaratigstem or other obligations contained in the
Recommendation.

The authorities have reported progressive advanoesious reports and for this report, with reggec
Special Recommendation VIII, the authorities repdrthat the banking, securities, and insurance
sectors consider foundations, associations and othre-profit organizations as high-risk customers,
and take due diligence measures that correspahdtsegment of customer.

. Conclusion

In accordance with the progress presented, theimgpgommitment of the Venezuelan Authorities to
overcome the identified deficiencies in tMER can be appreciated. According to the information
provided specifically in the context of the preseeport, the deficiencies identified in Essential
Recommendation 36 y Special Recommendation V (whiye been classified as LC), as well as
Recommendations 11, 15, 17, 29, 32 and SpeciarRaendation VIII). Similarly, advance continue

to be made in Recommendations 12, 16, 24, and &geecommendations VI, VII, and IX. In terms of

effectiveness, Venezuela continues to show evidehpeogress with respect to training, the numider o
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reports, complaints, sanctions and forfeitures,estipion, as well as the acquisition of human,
technical and technological resources.

28. As a result of the above, it is recommended thateZaela, continue to work on improving the différen
aspects required, towards the Fourth Round of Muiualuations, and present a Technical Report on
Compliance with the Core and Key Recommendatianserms of what was stated in paragraphs 67
and 68 of the CFATF Mutual Evaluation Proceduresnéke biennial reports, as formally requested of
this Secretariat, last 8®f August 2013. This Report must be submitteaast, two (2) months before
the Plenary, which will examine the possibility.erhext follow-up report should be replaced by the
mentioned Technical Report, and will be presentédeaMay 2014 Plenary.

29. Such report shall be submitted at least two (2) theprior to the Plenary, which will examine this
possibility. The next progress report shall be aeptl by the aforementioned Technical Report, and
presented at the Plenary of May 2014.

CFATF Secretariat,
October 2013
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Matrix of Progress. Il Round of Mutual Evaluations
Including changes since the last progress repoNpvember 2011, are bold red.

FATF 40 Rec. | Rating Factors underlying rating Recommended Actions Actions Informed by Country
1. ML offence ML | It does not cover some prior crimes. - Itis necessary to cover all categories of | In all the Face to Face meetings held with the FAit€rnational Cooperation Review
« Problems as far as the effectiveness| of predicate offenses defined by the FATF. | Group (FATF ICRG), Venezuela submitted the necgsstatistics that support the
the norm goes, reflected in lack of « The Venezuelan state has the necessary | effectiveness of the existing legislation concegrtime crime of money laundering. In
convictions legislation for the prevention and correctignaddition, the current legal framework covers ategaries of precedent crimes defined by
of ML and FL offences; however, it requirgsthe FATF. Moreover, this point was rectified wittetnew Organic Law against Organizg
that it be properly implemented by the Crime and the Financing of Terrorism of April 2012
responsible institutions in accordance with
the spirit in which it was created. The Public Prosecutor’s Office provided updatetigttes regarding convictions for the
offense of money laundering, from July 2G&®012. See attached.
2. ML offense— MC « Despite the number of investigations,» Same as R.1. The prosecution provided updated statistics reggrdonvictions for the offense of mone
mental element sufficient statistics have not been laundering, from July 201® 2012. See attached.
and corporate provided on convictions to verify the
liability effectiveness of criminal procedures and
penalties.
e There have been no reports pf
convictions of Legal Persons
3. Confiscation PC * The lack of case law makes it impossibles Train staff The Ministry of Popular Power for the Interior and Justice, through the National
and provisional to verify the effectiveness of « Improve tracing and detection of property toAnti-drug Office (ONA its acronym in Spanish) creaed the National Management
measures precautionary measures and confiscatibn be confiscated. and Expropriation of Secured or Seized, Confiscatedand Forfeited Assets Service

Data in records are not computeriz

which makes it difficult to trace the

assets.

The lack of specific statistics on seizurj
and precautionary measures in cases
LA make it impossible to assess t
effectiveness of the measures.

ed

D

es

ne

of

(SNB its acronym in Spanish). This service is noegal in nature and is dependent on
the National Anti-drug Office; in order to ensure the efficient management, disposal
and expropriation of assets assigned by the crimih@ourts of the country. The SNB
is the Body responsible for the planning, organizén, operation, management,
disposal, liquidation, expropriation, custody, insgction, monitoring, procedures and
control in and out of the country, on personal progrty and real estate, money, ships
and aircrafts, motor vehicles, works of art and jevellery, livestock, assets and banking
assets, shares and rights assigned by the Criminalourts of the country, in

accordance with the law governing drugs, without pejudice to other assets, rights
and actions that are attributed by the authorities.

The structure can be found below::

12
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Servicio Nacional de Administracion y Enajenacion de Bienes SNB

Asegurados o Incautados, Confiscados y Decomisados
Estructura Organizativa

Consejo Directivo
Director General el estatigko

Oficina Asesoria Juridica

!

Oficina de Sistemas Oficina de Planificacién,
Presupuesto y Desarrollo

Tecnologia de la
Organizacional

Informacion

Oficina de Administracion Oficina de Recursos
y Finanzas Humanos

el ceapons

i

| [
Direcitn de Incatacin, - Direccién Gestidn Direccidn de
Patrimonial Financiera Enajenacion
0 Bolvariano | ., er

ezuela P

It must be highlighted that this Service has allowe the Venezuelan State, to maintain|
updated statistics and figures related to seizedesured and forfeited goods as a result
of the crime of money laundering. The figures aret®wn below;

INCAUTACIONESREALIZADASPOR EL SNB
CLASIFICADAS POR TIPO DE BIEN

@ ARO 2000 - 2012

TIPO N® BIENES TOTAL MONTO APROXIMADO EN BsF

BIENES INMUEBLES Bs 1.0263&7€27.0G0

BIENES MUEBLES 3932 Bs 244272477900

MONEDA NACIONAL 1272 Bs. < 065070 G0

MONEDA EXTRANJERA 384 Bs. 32.875.565.50

SOCIEDADES ¥ Bs. 457148 302,00

TOTAL Bs. 3.981.211.448,50

Meanwhile the Public Prosecutor's Office, has an formation system called
"Comprehensive Tracking System of Money LaunderingCrime Cases, Financing of

13
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Terrorism and Other Financial and Economic Crimes", in which the cases reported
by Representatives of the Prosecutor associated tvithis area are recorded, it consistg
of an application designed to have constant and peianent monitoring of the same by
the Anti-Money Laundering, Financial and Economic Gimes and General against
Organized Crime Directorates of the Public Prosecur’s Office, having considered
the standards contained in the 40 FATF Recommendaths, in order to generate
statistics that reflect the internal legal proceedigs relating to assets, with the seizure,
forfeiture and confiscation measures. It was becaesof this that a specific line was
established which provides the necessary and detad information concerning the
assets which are subject to precautionary and comsigation measures, product of

type of securing measures, date of same, personpessible during the process, final
target, value (in Bs), quantity, physical locationthis information is stored insofar as it

becomes available according to each stage of theopess, being currently in the areg|
of statistics during the probing stage, which willallow that up to the month of

December, the date scheduled for consolidation dfi¢ entire System, that the relevant
adjustments be made to optimize the benefits of sh@ System.
Additionally there is a module where the corresponihg phases of the process will be
recorded, segmented into "research”, "intermediate" and "sentencing”, which will
allow one to know the procedural status in which garticular case is at.

4. Secrecy laws
consistent with
the
Recommendatio
ns

Clarify access to information on branches
countries with strict secrecy laws.

inWith respect to the Banking Secrecy in Resolutid9-10 several measures tending

banking secrecy lack of international treaties on the matter wigteoduced; likewise,
reduced or inexistent taxesikewise, the Banking and Other Financial Instius

and maintain operations with banks or financialtitngon with a banking and/ol
investment license granted in countries, stategupsdictions with low-tax regimes
without monetary, banking or financial supervisiam,with strict protection of banking
secrecy.

5. Customer due
diligence

PC

ML and FT prevention legislation in th
securities sector is poorly developed.
Need to improve certain aspects
identification and knowledge 0
customers and verification of dal
submitted by them, as well as updati
of this information.

Adequate segmentation of customg
including enhanced due diligence f
higher-risk  activities, profiles o
categories.

The evaluation team was not able
verify the effectiveness in the applicatig
of the existing regulation in the securiti
sector, since no interviews  wit
representatives of the private securit
sector or any regulated entity were he
despite repeated requests

of
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There is no certainty of adequal

te

Improve prevention system in securiti
sector.

Improve system for discovering benefici
owner for some legal persons

Establish ML and FT prevention rules f
PEPs, Correspondent Banking and rem|
banking

edt is important to note that this Recommendation wa reviewed by the FATF ICRG,
during the onsite visit effected on 18 and 16" January 2013, no observations werg
halissued with regard to this revision, we advise thillowing:

prFinancial Sector

oté Resolution No.119-10 of ®@ March 2010, Official Gazette No. 39,494 of the #4
August 2010, the Superintendency of Banks (SUDEBAN#dopted a risk based
approach. The Resolution N° 119-10 dated"9March, 2010, which sets out the “Rules
for Management and Control of Risks related to ML/FT for Institutions regulated by
the Superintendency of Banks of the Banking Sector”

This Resolution contains aspects relating to Custoen Due Diligence (CDD) policy,
and in Article 34 it states that reporting entitiesmust, in accordance with the at-risk
nature of their financial dealings, implement theirown internal procedures, measures
and controls for adequate and ongoing applicationfathe CDD Policy of Know Your
Client.

The CDD Policy must be applied in a variable mannerin accordance with the

sensitivity and level of ML/FT risk determined by each reporting entity in accordance

14

definite conviction. This information includes datasuch as: type of assets, description,

Superintendence issued Resolution 312.12 whichilptstreporting entities to carry oyt

to

consider as high risk clients, legal persons omgghand established in countries, states or
jurisdiction that have a differentiated fiscal gyatbetween residents and nationals, sfrict
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identification and knowledge of the fina

or beneficial owner of:
- Trusts and usufructs
- Legal persons
complex share structures

with

* No risk-based approach (RBA) has been

developed

with its own risk evaluation procedures, and takingaccount of circumstances and risk
factors. A high risk level requires enhanced CDD, anoderate risk level enhanced
CDD, and a low risk level standard CDD.

In addition the reporting entities must implement gpropriate measures and controls
to reduce the potential ML/FT risk of those customes who have been classified a
high risk. Such measures and controls may include:
a. Improved ML/FT risk awareness training for the staff of the
reporting entities and of its customers.
b. Increased monitoring of transactions.
c. Raising level of continuous controls and frequencyf review of the
business relationship (monitoring).
d. Raising know- your- customer levels through custuoer visits.
e. Senior management level approval for opening of amccount or a
business relationship.

With regards to segmentation of customers, includig enhanced due diligence fo
those types, activities, profiles or segments of emter risk, Resolution No.119-10
Article 8, states that the scope of application ahternal policies, procedures, controls
and mitigation measures that each reporting entitydecides to set up in its overall
ML/FT risk management system shall be subject to thir ML/FT risk level, classified
as High, Moderate and Low in all areas of businessaking into account the different
ML/FT risk factors relating to their employees, cusomers, geographical areas, the
distribution channels used, the products or serviceand size of the entity, and which
will be mandatory and strict compliance.

Trusts

With regard to the operations of trusts, mandatescommissions and other trust-type
operations, the Superintendency of Institutions inthe Banking Sector authorises by
means of the All-purpose Banks Act to carry out tts type of operation, which are
regulated in Articles 73, 74, 75, 76 of the Decregith Rank, Value and Force of the
Partial Reform Act of the Institutions of the Banking Sector Act, published in the
Bolivarian Republic of Venezuela Official Gazette .39, 627 dated ® March 2011.
Decree No.8, 079 — 01 of March 2011.

In addition, Article 65 of Resolution N0.119-10 regires integrated ML/FT risk
management for trust operations. In this regard, r@orting entities licensed as trust
institutions must consider this type of product ashigh risk and ensure that there is
adequate, precise and timely information on the trats they manage, including
information on the trustor, and the final beneficiary. They are also required to design
mitigation measures suitable to this level of riskand the type of product involved.

Stock Market

In Bolivarian Republic of Venezuela’s Official Gazdéte N0.39691 of 8 June 2011 the
stock market passed a Resolution setting out mininhacontinuous and permanent
policies, rules and procedures to be adopted and ptemented by the reporting
entities to prevent the crime of money laundering ®d financing of terrorism. This

Resolution is based on an integral risk managemertpproach and its purpose is to
prevent the above mentioned crimes, by means of mmaes to prevent criminals from

using the reporting entities as a mechanism for comission of their offences. In that
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regard, the reporting entities, in accordance withtheir nature and the complexity of
their business, products, services and volume of egations, geographic region where
the operations take place, the technological resoces at their disposal and in keeping
with their risk levels, must adopt an Integrated MU/FT Risk Management System.
This system must include appropriate and adequateleffective measures and sucl
that they can evaluate and apply measures to minimé the occurrence of these crime
within the stock market.

Compliance with this Resolution is mandatory for the reporting entities, which must
establish the prevention and control policies, praadures and mechanisms. Likewise
they can implement additional measures on the pririples of good faith and due
diligence, trust, transparency, auto regulation andon site control. Reporting entities
must make the necessary adjustments with regard tihe weighting of their own risks
in order to develop adequate and efficient risk maagement.

It must be mentioned that the stock market sectorprior to the promulgation of

Resolution No0.110, had a legal framework in the aeeof prevention and control of
money laundering as Providencia No.178.05 was infeft. However, certain aspects of
the know-your-customer policy were improved, the cse being that the reporting
entities, in view of the nature of their businessmust implement internal procedures,
measures and controls for the development of an ageate and ongoing due diligence
policy for the accurate identification of the invesor. For this reason they must
determine their level of risk.

With regard to compliance with the know-your-custoner policy, the reporting entities
must implement their own internal procedures, meastes and controls to develop an
adequate and ongoing due diligence policy for thenvestor's knowledge. Each
reporting entity must evaluate, on the basis on itewn criteria, whether a particular

investor poses a greater risk of money launderingral terrorist financing, and if there

are others who pose lower risk.

The Reporting Entities must put into practice apprgriate measures and controls to
mitigate potential money laundering and terrorist financing risks; these measureg
shall include, for example, greater awareness raisg about ML/FT risks geared
towards the staff of the reporting entities and inestors; increased monitoring of
transactions with the aim of measuring the levels fothe assets or the volume of
operations effected, frequency of review, and great knowledge about the investor
through visits, additional documentation , contactwith or visit to the customer,
telephone communication, independent verification fothe identity of the investor
through comparison of information supplied by him with the information obtained by

a credit or investigation agency, in a public databse or source, among others, ma
also be included. Checking of references with otheregulated entities, banks or
institutions, and obtaining of financial statementsetc. may also be included.

These aspects will assist in defining the financigbrofile of investors, so that they
facilitate the identification of unusual or suspicous operations, and this will assist in
determining the range at which the normal operatios of each investor is carried out.

Regarding the effectiveness of existing regulatioris may be mentioned that the body
responsible for inspecting the stock market sectoin the area of ML/FT prevention

and control is the National Superintendency of Secities, which has a Money
Laundering Prevention and Control Unit. In this regard the National

Superintendency of Securities has incorporated wiih its Inspections Plan for
Institutions subject to stock market regulation, anendments to the basic aspects g
application of Resolution No.110 of 19 May 2011, for example the origin and

b

destination of funds, know- your-customer and knowyour-employee policies,
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appointment of Compliance Officer, Money Laundering Prevention and Control

committee, Code of Ethics, good corporate governaacetc.

In 2010 the National Superintendency of Securitiesarried out a total of one hundred

and fifty seven (157) Inspection Visits and up to 3" August 2011 a total of seventy
(70) visits, which represents 70.2% of the plannetbtal of ninety six (96) inspection
visits for 2011.

It must be highlighted that the onsite visit in@sd among the elements evaluated,
review of records to certify the proper implemeiatatof the- know your investor polic
(individual investor registration card), throughcampliance matrix or check list thg
addresses these issues.

The off-site supervision includes the review ofamels that are held in the Nation
Securities Superintendence, in which the analysewe each document submitted by t
reporting entity, in that way verifying the propenplementation of the- know you
investor policy, in turn we rely on the externatiaars’ reports where the observations
same can be verified.

Inspection Visits

Year On site audits / filles
2011 76 0
2012 19 29

It is important to note that failure to comply with some of the mandatory
requirements in resolution No. 110-2011 by the ingtor, the reporting entity will not
be able to link the investor, be it natural persoror legal entity since failure to comply
with the same results in administrative sanctions..

The inspection visits have shown up shortcomings icompliance with the regulations
on the part of reporting entities, including: structure of the Integrated Risk
Management system, duties of the ML Prevention an@€ontrol committee, minimum
required staff for the ML Prevention and Control Unit, design of the annual
operational plan.

Concerning the CFATF recommendation on the establisnent of rules for PEPs,
Correspondent Banking and remote banking for ML/FT prevention, see the progress
reported by the Bolivarian Republic of Venezuela uder Recommendations 6 and 7.

the
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6. Politically
exposed persons

NC

« With regard to PEPs there is no legd

obligation and no regulations have be
developed for this, since th
Superintendency of Banks is in th
process of revising Resolution 185-
“Standards for Prevention, Control a

Prosecution of Money Launderin
Operations  Applicable to Entitie
Regulated by the Superintendency

Banks and Other Financial Institutions
to adapt it to international standards.

ale Establish ML and FT prevention rules f
en PEPs

=gy
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prOrganic Law against Organised Crime

The new LOCDO Act at paragraph 19 of article 4 dbss a Politically Exposed Person
a natural person who is or has been a seniorgadlfigure in a position of trust or similar
position, or his closest family relations or hiswediate circle of collaborators, and whos
functions are those of an official or senior offiodf an executive, legislative, judicial or
military body of a national or foreign governmeslgcted or not,, a high level member of]
national or foreign political party or high levelezutive of a corporation, which belongs
a foreign government. Close family includes paresitsings, spouses, children or in-law:
of the politically exposed person. This categoppahcludes any legal person, such as
corporation, firm or other entity created by thils#ficial for his benefit.
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Additionally article 18 requires reporting entitieader the supervision of the controlling

body to design, establish and enforce due diliggaroeedures when the have busingss
relationships with customers who are, have beemonid be considered to fall within the
description of politically exposed person. Theg also required to establish adequate fisk
management systems, with senior management, oé tregsorting entities, having tp
approve at all times theses clients joining thestitution.

Financial sector
Article 124 of Resolution 119-10, published in Baliian Republic of Venezuela’'s Officigl
Gazette No. 39,494 of 24 August 2010, defines gigally exposed person as an
individual who is or has been a senior politiégglife, or his close associates and
immediate associates. A senior political figiram important official of an executive,
legislative, judicial or military organ of a forgiggovernment, a senior member of a
foreign political party or a senior executive af@poration belonging to a foreign
government. The definition of close relations untds parents, siblings, spouses, childre
or relations by marriage. A close associate oER B a public person widely known for
his association with the PEP, and includes thoseavh in a position to carry out financig
transactions on behalf of PEPs. It also liststioetrules governing PEPs. Article 32 set:
out the factors and categories to be considerdibagisk, and these include PEPs,
Furthermore, Article 61 of the Resolution requiRegulated Persons to take reasonable
steps to mitigate the risk of deliberate or invédum participation in the concealment or
transfer of proceeds of corruption by foreign seplitical figures and their associates. |
view of the variable nature of risks posed by PHdRsytification, monitoring and design g
controls for such customers and movements in #egiounts must be based on their leve
of risk.
In accordance with the level of risk, due diligepcecedures must ensure, at a minimum,
the following;
a. Identification of account holder and beneficiary
b.  Obtaining information directly from the individuabncerning his status
as a PEP.
c. Determination of the country of residence of thecanit holder.
d. Obtaining information on the origin of the funds,
e. Checking of references to determine whether thiwithahl is or was a
PEP.
f.  Obtaining approval of senior management for esthbient of business
relations with such customers.
g. Obtaining information on persons having signatights in the account.
h.  Reasonable efforts to review public informationrses.
Stock.Market
Resolution 110 of 19 May 2011, Official Gazette 188,691 of 8 June 2011, containing
the Regulations Concerning Management and Supanvisf Risk Related to Money
Laundering and Financing of Terrorism Applicable Itestitutions Regulated by th
Superintendency of Securities, specifically inckidREPS, their immediate relations
close associates among factors and categories toohsidered as high risk, witho
prejudice to such others as may be included oedish accordance with the rig
determination procedures appropriate to each Regllastitution, or as may be order¢
by an authority competent in the matter, or in adance with international best practice|i
prevention and control of money laundering andrfaiiag of terrorism.
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No regulations have been developed

for Establish ML and FT prevention rules f

prWith regard to the actions taken by the Superirgeng of Banks (SUDEBAN),
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Correspondent correspondent banking since the Correspondent Banking Resolution No0.199-10, Official Gazette N0.39,4942df August 2010, set out measurgs
banking Superintendency of Banks is in the process for regulating correspondent banking with regardidFT. Article 32 of the Resolution
of revising Resolution 185-01 specifies the factors or categories which must dresidered to be high risk, and these
“Standards for Prevention, Control and include the following high risk products and/or\8ees: a) Private and corporate bankihg
Prosecution of Money Laundering b) Correspondent banking and/or correspondentigalat) Wire transfers d) Safe depogit
Operations  Applicable to Entities boxes e) Money exchange and money trading busiméskeans guaranteed by deposits|in
Regulated by the Superintendency |of foreign banks g) Trusts and asset management esrfip Payable through accounts| i)
Banks and Other Financial Institutions”, Accounts of stock market traders, brokers or inmesit agents or persons acting on behalf
to adapt it to international standards. of third parties.
Nor is there any regulation for the
remainder of the financial sectors. It also stipulates in Article 62 that regulatedtitagions having correspondent relationships,
in addition to implementing due diligence proceduraust apply the following controls:
a).- Gather sufficient information on a represerfbedncial institution to enableg
full understanding of the nature of its businesspider to determine, on the
basis of the collected information, the reputatmithe institution and the
quality of its supervision, including whether it shdbeen the subject gf
investigation or intervention for ML/FT by the cooiting authority,.
b).- Evaluate existing controls for ML/FT prevemtjgaking account of the fagt
that there are foreign financial institutions imet jurisdictions which are nqt
subject to the same regulations applied in the ¥eslan banking system, ard
may therefore represent greater ML/FT risk.
c).- Adopt a policy of upper level management apardor new correspondert
relations.
Additionally, regulated entities which provide aespondent services to foreign banks and
use third parties to carry out know-your-customee diligence (that is to say, collectign
of public information on the bank in order to urstand the character of its business and
determine its reputation, as well as evaluatind/itéFT controls and determining whether
it requires upper management level controls on ektablishment of correspondent
relationships) must take into account that the oesibility for identifying and verifying
the identify of the customer falls upon the regedainstitution.
Any financial institution that contracts third pag must obtain the information relating fo
the CDD elements that is collected.
8. New NC |« No regulations have been developed for Improve system for discovering beneficiplResolution N0.199-10 laid down measures to prewdhtFT in internet banking. It
technologies & remote banking, since the owner for some legal persons. specified that the regulated institutions must ppgcial attention to any ML/FT risk that
non face-to-face Superintendency of Banks is in thee Establish ML and FT prevention rules formay arise from the use of new or developing teatgies which render verification of the
business process of revising Resolution 185-01, remote banking. identity of the customer difficult, and adopt measuto prevent their use for illegal
“Standards for Prevention, Control and purposes; for this purpose they must institute gedi and procedures to address any
prosecution of Money Laundering far specific risk associated with business relationspmrations that do not entail the physical
Institutions Regulated by the presence of the parties.
Superintendency of Banks and other They must also have monitoring systems to enaleie o carry out ongoing due diligeng¢e
Financial Institutions”, to adjust it t over the business relationship and examine thesaaions performed during this
international standards. Nor are there relationship, in order to ensure that these traise are in keeping with the knowledge
any regulations for the other financial that the institution possesses about the custortiees, businesses and their ML/FT rigk
sectors. profiles. These systems must be capable of detgttinsactions performed electronically,
and therefore must be alert to any anomaly appgé@rithe account. Warning signals may
include the frequency of deposit of funds to theoanit or, in the case of automatic tellefs,
the number of cards associated with the accoumk®Bavhich use internet banking to
perform transactions must have reliable and effeatiethods of checking the identity of

19



Post-Plenary Final

customers when accounts are opened or operatiorierrped on line, as well a
guaranteeing the integrity, availability, confidaility and non-deniability of the
information. Regulated institutions must also impasher controls such as limits on tl
amounts transacted.

Here it is important to stress that the initial Beecwith Force of Law partially amendin
the Banking Act requires adoption of additional meas regarding new technologies g
non face-to-face business, stipulating specificdifjt the Superintendency of Banks, on
binding authority of the Venezuelan Central Bankystndesign prudential regulatior

mobile banking, non-bank correspondence, broademihglistribution channels an
reduction of lags in the network of offices of thenking institutions.

Banks may not lend nor offer through internet bagkproducts or services other th
those covered in the Act, or those authorised bySihperintendency of Banks.

9. Third parties
and introducers

NC

« There is no specific prohibition of this in « Establish regulations for (third parties a
the law, and no development of introducers) in keeping with internation

regulation in keeping with international standards.
standards.

ndEinancial Sector
alResolution Mo.119-10 sets out the measures to beted by regulated institutions to
comply with international standards for use ofdiparty intermediaries. They must use
various methods for identification of and checkihg data supplied by potential or new
customers. For higher risk levels they must agpigter or more detailed methods, whi
may include requesting additional information, emttwith or visits to the customer,
telephone communication, and independent verificatirough comparison of customer-
supplied information with information from a creditinvestigation agency or a public
data base or other source. Institutions must asfyrthe quality of the information relate:
to capture of data from the Customer Identificafidle and its subsequent updates, on t
basis of principles of integrity, availability, diagtentiality and non-deniability. Likewise,
regulated institutions must include in their “ML/Riisk Management Policy and
Procedures Manual” their rules and proceduresHecking data supplied by customers,
keeping with the risk level assigned to each tyfpeustomer. These procedures must
include, at least:
a) General instructions for interview at the openifigro account
b) Specification of cases in which further identitycdments, such as membersh
cards in business or social organisations, dripegnit, etc., must be requeste
c) How to check names, age and other personal dateebys of ID card or other
identity documents.
d) When telephone numbers, home addresses, workl&cenust be checked by
telephone.
e) Cases in which residential address or legal presmfe firm must be checked

directories or telephone company information systevisits to home or
business premises, certification of place of msie issued by relevant civil
authority, condominium management board or comtywauncil.
f)  When bank, business or personal references probigléte customer must be
checked by telephone or other means.
g) Cases requiring submission of Income Tax Declamatio
Regulated institutions must check the identityhaf tustomer prior to or during the proce
of setting up a business relationship or undertakiansactions for occasional custome

institutions may complete the verification as sagrit may be reasonably feasible after

by means of water, electricity or fixed or cellulelephone receipts, telephone

ne
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governing the provision of banking services, coragmation of processes, remote banking,
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In cases where it is essential not to interrupt ibemal course of business, regulated

he

establishment of the relationship. Accounts of gubl State agencies, State enterprig
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foundations and associations of a public naturd,tha payroll accounts of workers, both
those belonging to the above State bodies and mgeand those of private enterprises,
always provided that the data has been officiallgpdied by the respective employers, are
exempt. In addition, accounts of retired personsnep by order of the competent State
body which provides the pension, shall be exemptedh the verification of the
information.

Financial institutions which delegate to intermeidis the responsibility for identification
of customers and checking their identity, obtairiimfigrmation on the purpose or nature |of
the business relationship, or to attract new bgsinmust take adequate measures to ernsure
that copies of the identification data and othertipent documentation are handed
immediately to them by the third parties upon resue

Article 124 of Resolution N0.119-10 defines thenteintermediary as the activity tha
brings together demanders and suppliers of finhasiets. Intermediaries are often usec
obtain customers, for private banking, insuranceganies and stock market firms.

(=3
—

(0]

Insurance sector

Providencia No. 514 of ¥8February 2011, Official Gazette N0.39,694 of IBne 2011,
containing the Rules for Prevention, Control andsBcution of Money Laundering an
Financing of Terrorism in the Insurance Businesmukated that intermediaries mu
assume the responsibility to fully identify polioiters, beneficiaries or contractin
parties, using necessary mechanisms that applyroestidentification due diligenc
policies. Information for identification of the dosner shall begin with that provided in th
respective applications.

DT T o

Furthermore, insurance intermediaries shall ngpdrenitted to sign the declaration of the
origin of the funds and applications containing adand information relating t
policyholders, or beneficiaries or contracting jgsto prepaid medical care plans, nor the
abovementioned instruments, and violation of thisvizion by insurance intermediarig
shall be sanctioned in accordance with the Ins@raot.

4]

10. Record PC « No verification of compliance with this | « Ensure compliance with record keeping |ifOrganic Law against Organised Crime (LOCDO)
keeping « Recommendation in the securities sector all sectors.
was possible, since no private entity |in The LOCDO Act sets out in article 10 that the repoting entities should keep, in
this market was visited. physical and electronic form, for a period of at last five (05) years, documentation
. and records supporting operations and business refians of customers or users, ag
« With respect to obtaining information well as the identification documents required uporestablishment of business relations
registered in those registries, the with the institution. The stated period shall incude:

information would be useful only i

provided in a timely manner and by 4 1. For documents relating to identification of customes or users (copy of

the corresponding regulated entitigs. official identification documents, such as passportidentification card,
However, there is no administrative driving permit or similar items) from the day of conclusion of the
control that can give any assurance that relationship;
this is the case. 2. For those documents which support an operation, fnm the start of the
R operation
- Threshold of $10,000 for record-keeping 3. For suspicious transaction reports, from their subnssion;

4. For business relations, after having terminated thdusiness relation
Non-compliance with these rules entails a fine byne regulatory body of the reporting
entity of a fine of between three hundred (300) andive hundred (500) Tax Units
(TUs)

on wire transfers.
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Commercial code

Article 142 of the Venezuelan Commercial Code, &xtdinary Official Gazette No. 47
of 218 December 1955, requires retention of businessrdents for a period of ten (10
years.

OT

~

Banking sector
Circular No. SIB-DSB-UNIF-07942 of 31March 2011 ratifying Article 172 Paragraph 18
of the Decree with Force of Law partially amendihg Banking Act, in concordance wit
Article 78 of Resolution N0.199.10 of'®arch 2010, imposes on institutions regulated| by
the Superintendency of Banks the duty to retairomdx of operations and customger
identification data, including transactions perfedmfor amounts under ten thousand
United States dollars (US$ 10,000). In additiorythee required to comply with customer
due diligence (CDD) rules set out in the above meetd Resolution N0.199.10, in
accordance with policies established by the inttituon the basis of the customers’ risk
level.

=g

In addition, under Article 6 of the Decree with €erof Law partially amending the
Banking Act, the Superintendency of Banks is thenay that regulates the banking sector.

The Act defines prudential rules issued by the S8ofmmdency as_“all _mandatory
directives and instructions of a technical accoumtiegal and technological nature issuyed
by general Resolutions and Circulars sent to theiralor legal persons under its
supervision”.
Therefore all Resolutions and Circulars issued tig Regulatory Agency are strictly
mandatory prudential regulations under the abovéioreed Special Act. Thus the Circular
issued by SUDEBAN on the basis of Article No.78&Rasolution N0.119.10 is a Prudential
Regulation, the purpose of which is to broadersttape of application of the Resolution fin
question.

Stock Market

Article 43 of the Regulations for Management ancht@d of Risks related to Mone
Laundering and Financing of Terrorism applicable institutions supervised by the
National Superintendency of Securities, Officialz&de No. 39,691 of '8 June 2011,
stipulates that regulated institutions shall refairfive (05) years documents or records jon
the performance of business operations and refatiéth investors; as well as documents
required for identification of investors performisgch operations. The period in question
shall run as follows: a).- for documents concerndwntification of the investor, from the
day on which the relationship is concluded. b)r- documents supporting an operatign,
from the execution of the operation c).- for sugpis transaction reports, from the moment
of their submission.

In none of these cases is a threshold specified.

Insurance sector

Article 46 of the Regulations for Prevention, Cohtand Prosecution of Mone
Laundering and Financing of Terrorism in the Insee Business, Official Gazette N
39,694 of 18 June 2011, specifically stipulates that regulatetitutions must retain for
period of at least five (05) years from the mom&ntonclusion of business relations wi
the customers, all documentation relating to sudtamner, contained in the customer filg.

o<
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Bingo and Casino Sector

Article 30 of the Regulations for Prevention, Cohtand Prosecution of Mone
Laundering and Financing of Terrorism in casinasgb halls and slot machines, Offici
Gazette No. 39,654 of £2April 2011, stipulates that regulated instituticare required ta
hold individual information on each of their custn® on physical, electronic or magne
supports, and that these must be retained foriadpef at least ten (10) years.
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11. Unusual ML « The effectiveness of actions in this arpas Implement in a more effective way tHeThe sectors most likely to be used for the commissif the crime of money launderin
transactions could not be completely quantified, since existing  regulations  for  regulatedand terrorist financing (banking, securities, imswe, registries and notaries and bingos
the processes were only recently put|in institutions in order to comply with the and casinos) have effectively implemented anti-rgoteindering and anti-terrorism
place. laws, regulations and rules against monelggislation, which can be evidenced through the T Atatistics provided in due course.
laundering.
Resolution 119-10 demands that Enforced Subjectst implement informatics systen
that facilitate the detection of unusual operati@ee Article 90
Enforced Subjects must design annually a stratplgin that must be approved by t
Board of Directors in order to prevent and mitighte/FT risks, which shall be name
POA, PCML/FT which may include in accordance witie theeds, and as minimun
acquisition, implementation or legalization of cartgrized systems for the detection
unusual and suspicious operations, training progrmmworkers, supervision and auditi
programs, legalization of mechanisms for internahtml, protection of computerize
programs to increase efficiency and efficacy ik rms@nagement, See Article 22
12. DNFBP- NC * An effective AML/CFT system off « Issue regulations for the DNFBP sector an€asinos and Bingo Halls
R.5, 6, 8-11 control for casinos could not be verifigd ensure compliance.

due to the lack of interviews with any
the expected supervisors a
representatives of the sector

For the rest of the DNFBPs, regulato
development of prevention obligations
money laundering still does not exist

f
nd

ry
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One of the measures put into effect by VenezuekRvavidencia No.011, Official Gazet
No0.39,654 of 12 April 2011, containing regulations for PreventioGontrol and
Prosecution of Money Laundering and Financing afdresm in casinos and bingo halls.

This purpose of this Providencia is to establist anify policies, rules and procedurg
designed on the basis of risk level, to be followgdcasinos and bingo halls, as regula
entities, in order to avoid being used as instrusér money laundering and financing
terrorism.

Businesses with licences to operate casinos, biradis and slot machines, and relat
firms, also fall under this Providencia; they aherefore required to put into effect 3
integrated money laundering and terrorist financipig@vention and control systen
comprising efficient and effective measures desigte avoid being used for ML/F
during their operations.

Supervision of the Casinos, Bingo Halls and SlotMae sector is the responsibility of t
National Commission for Casinos, Bingo Halls andt $81achines, part of the Ministry g
Internal Relations and Justice.

In 2011 the Directorate for Prevention, Control gubervision of Money Launderin
carried out a total of thirty-six (36) inspectioisits to various licence-holders, detecti
instances of non-compliance with existing rulegaBé see annex with statistics.

Regqistry and Notarial sector
Among the measures put into effect by VenezueReisolution No.150, Official Gazett

o

[}

f

N0.39,697 of 18 June 2011, containing rules for Prevention Cordral Prosecution 0|
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Money Laundering and Financing or Terrorism appliedo Registry and Notarial Offices.
It should be noted that to date the DirectorateFi@vention, Control and Supervision pf
Money Laundering of the SAREN is working togetheéthwthe ONA to adapt the law tp
the new FATF Recommendations approved in Februat .2

The purpose of this resolution is to lay down ammbus and permanent rules aphd
procedures that must be implemented by the vari®egistry and Notarial Offices as
regulated entities, in order to avoid legalisaterauthentication by their offices of legal
acts or agreements designed to launder the proweedi illegal activities set out in the
Organic Law against Organised Crime.

Furthermore, Notarial and Registry Offices beloggito the Autonomous Service of
Registration and Notarial Offices (SAREN) are regdito comply with internal rules,
procedures and mechanisms for Money LaunderingeRtmn and Control covered by th
Resolution in question.

0]

Customs and Tax sector

At the present time the National Integrated Custams Taxation Administration Servig
(SENIAT) is refining the draft of the Providenciantaining Rules for Prevention, Contr
and Prosecution of Money Laundering and FinanciriBeororism in the customs sector
adapt it to the work of the latter agency, for sigmion to the Ministry of Planning an|
Finance for due approval and subsequent publicatithe Official Gazette. It should b
noted that at present the Directorate for Prevanti@ontrol and Supervision of Moneg
Laundering of the SENIAT is working together witietONA to adapt the law to the ne|
FATF Recommendations approved in February 2012.

s<oog oo

Other Sectors: Dealers in Precious Stones and $/dthmispitality Services, Natural ard
Legal Persons engaged in Real Estate Activities.

At the present time the National Anti-Narcotics iG#f (ONA) is liaising with
representatives of this sector with a view to thsué by the National Committee fp
Professional Conduct of Graduates in Collegial Mgnaent (CONAPROLAC), of a draft
from the Inter-Professional Association Commissi¢Braduates in Management
Economists and Public Accountants) which will regel operations of th€omisario
Mercantil (Trade Commissioner) in the area of Money Laundeand Terrorist Financin
Prevention and Control.

=

Sector of Management Professionals, Economist#\anduntants

At the present time the National Narcotics Offi@NA) is working with representatives @
this sector to enable the National Committee fasfédsional Standards for Collegiate
Management Graduates (CONAPROLAC) to issue a drafn the Inter-Associatior]
Commission (Collegiate Management Graduates, ,Eomte and Public Accountants) 1
govern the operations of tHéomisario Mercantil(Trade Commissioner) in AML/CF1
matters.

=

o

D

What was previously reported is now confirmed. Aiddally relevant statistics are
attached on the subject matter.

13. Suspicious

NC

¢ - The law establishes an obligation

toe Eliminate from the Law the obligation t|

Organic Law against Organised Crime (LOCDO).
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transaction
reporting

inform the FIU jointly with another
entity that has not been establish¢
which could affect its implementation g
the legislation remains unclear.

- The regulations are clear and applical
to the institutions under th
responsibility of the

Superintendency of Banks, but they
not cover securities and insurang
among others.

"
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send STRs to the “decentralized agency’
addition to the UNIF. Although this orga
does not exist, it could cause futu
problems.

Reduce the time allowed to file an STR
Require by law that STRs should
presented for all operations that ¢
suspected of financing of terrorism (at t
moment the law only requires STRs relat
to funds of illicit origin).

in
N The fact that this observation was rectified was adirmed by the publication in the
reOfficial Gazette No. 39.912 of April 30, 2012 of #1 Organized Law Against Organized
Crime and the Financing of Terrorism by indicating that the reporting entities must
pay particular attention to any transaction or group of transactions regardless of
petheir amounts and nature, when it is suspected thahe funds, money or assets com
rérom or are linked, or they could be used to commitcrimes of money laundering,
haerrorist act or financing of terrorism or any other crime of organized crime. They
edust also pay special attention to such activitiesven when they come from a lawful
source.

In the above cases the reporting entities shall egditiously inform the National

Financial Intelligence Unit through suspicious actiity reports, The Unit will analyze

them and if necessary will forward it to the Attorney General's Office, so that this
office may evaluate the relevance of the starting he appropriate criminal

investigation.

The Suspicious Activity Report is not a criminal cenplaint and does not require this
manner of formalities and requirements in order to proceed, nor does it entall
criminal, civil or administrative liability against the reporting entities and its
employees, or signatories.

Non-compliance of the obligation to report suspicios activity by the reporting entity,
shall be punished by the supervisory body or entitywith a fine of between five
hundred (500 T.U) and one thousand tax units (1,000.T.).

The LOCDO confirms the requirement for regulated ertities to report directly to the
UNIF; so that duplication of the submission of SARs thereby completely rectified.
Moreover it will be required that suspicious activiies related to financing terrorism
are reported, even if the funds come from lawful aivities. In addition, it is noted that
the submission of the SARs must be done expeditidys

Einancial sector

Resolution N0.199.10, Official Gazette N0.39,494 a#" August 2010, stipulates that
when reporting entities decide to report cases ofuspected activities relating to
ML/FT, the Compliance Officer must submit a correspnding “Suspicious Activity
Report” (SAR) to the UNIF, both electronically andin writing, within a period of time
not exceeding forty eight (48) hours after the ML/F CPC determines the need for
reporting the operation as suspicious. In order toeffect this report, the reporting
entity does not need to be certain that the actiwtis criminal, or that the resources
concerned are proceeds of criminal activity. It isonly necessary for the reporting
entity to consider that the activities are suspicias, on the basis of their experience
and the analysis they have carried out.

Casinos, Bingo Halls and Slot Machine Sector

In the Casinos, Bingo Halls or Slot Machines sectpthrough the promulgation in the

Official Gazette of the Bolivarian Republic of Veneuela No. 39654 on April 12, 2011
in which were published the Regulations for the Preention, Supervision and Control
of the Crime of Money Laundering and the Financingof Terrorism in the Casinos,

Bingo Halls and Slot machines, by means of Provideia No. 011 dated April 06, 2011
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which expressly sets forth in its article 46 thathe reporting entities must send within
two (02) business days following the date on whicthe players carried out the
operation considered suspicious, suspicious actids reports with all the
documentation that supports it, directly to the Natonal Financial Intelligence Unit
(UNIF its acronym in Spanish).

Likewise, article 45 also stipulates that reportingentities must not only report when
they suspect that an operation is linked to moneyalndering and financing of
terrorism crimes or that the resources are the proeeds of these crimes; they mus
therefore base them on the precepts developed bypexience.

Reaqistry and Notarial

Through the Official Gazette of the Bolivarian Repwlic of Venezuela No. 39.697
dated July 16, 2007 the Registry and Notarial Offies attached to the Independent
Service of Registries and Notaries (SAREN its acrgm in Spanish) published the
Regulations for the Prevention, Supervision and Cdrol of the Money laundering and

the Financing of Terrorism Transactions, which areapplicable to these Offices. In
this regard it expressly established in article 21hat it is not necessary that there be
certainty that an operation is an activity relatedto organized crime or the financing of
terrorism, or that the resources come from these fes of criminal activities in order

to be reported. Likewise, it establishes that Susgious Activities Reports RAS) must
be sent directly to the National Financial Intelliggnce Unit (UNIF its acronym in

Spanish) complying with the specifications that itdecides, Within a period not
exceeding five (05) continuous working days.

National Integrated Customs and Tax AdministrationService (SENIAT).

The SENIAT Office for Prevention of Money Laundering has now been created, ang
as a result this agency is in the process of revigi the draft Regulations for the sector
in question. However, the representative of the Offe has held meetings with the
National Financial Intelligence Unit in order to refine the procedures to be applied for
the submission of Suspicious Activity Reports (SARsdirectly to the UNIF. In this
regard, we advise that since its creation this Offe has already submitted a total of
four (04) SARs to the UNIF.

Stock Market

Through the publication of, in the Official Gazette of the Bolivarian Republic of
Venezuela No.39,691 of'8June 2011 of Resolution No.110 of f9vay 2011, in which
the Regulations for Management and Control of Riskselated to Money Laundering
and Financing of Terrorism for Institutions supervised by the National
Superintendency of Securities were published, it veaexpressly stipulated in Article 66
that reporting entities must pay particular attention to operations and/or activities,
regardless of their amount, nature or the charactestics of the persons effecting them
whether or not it is suspected that they are the mrceeds of unlawful activities or that
they may give rise to the suspicion that they areeftated to money laundering and
financing of terrorism.

On the other hand it is expressly stated that thehdigation of the reporting entities to
send the corresponding information to the NationalFinancial Intelligence Unit
(UNIF) information pertaining to the operations of suspicious activities, within a
period not exceeding thirty (30) consecutive day®flowing the date of completion of
the transaction.
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Insurance Sector

Through the publication in the Official Gazette of the Bolivarian Republic of
Venezuela No. 39.694 of June 13, 2011, of the Pdemce No. 514 dated February 18,
2011, in which the Regulations on Prevention, Supeésion and Control of Money
Laundering and the Financing of Terrorism Crimes asit relates to Insurance, it was
stated that the Reporting Entities should pay parttular attention to any operation
that may give rise to the consideration that it ismoney laundering or financing of
terrorism-related activities, regardless of the amant or the lawful or unlawful origin
of the source of funding; as well as any other feates that are unrelated to the client's
profile.

On the other hand the obligation of the reporting etities to send the information of
those transactions that are deemed as suspiciousnked or not to offences of
organized crime or the financing of terrorism to the National Financial Intelligence
Unit, within a period not exceeding thirty (30) corsecutive days following the date of
completion of the transaction

14. Protection &
no tipping-off

PC

« It is not clear that there is provision f
protection from criminal and civi
liability of financial institutions,
directors, officers and employees f
suspicious operation reports sent to
FIU.

* There are no rules expressly forbiddir|
directors, officers and employee
temporary or permanent, of a financi
institution to disclose that a SOR h
been made.

pr

g,
5
a
AS

he

To afford legal protection to regulateg
institutions that comply with this obligatiol
in good faith.

To raise to the rank of Law, the prohibitig
to reveal an STR or information related
investigations of the UNIF (currently th
prohibition is only contained in
Resolution) and establish the possibility
administrative and penal sanctions for
breach.

Require by a legal or regulatory manner t
the personal names and details of those
carry out a STR remain safe.

dOrganic Law Against Organised Crime (LOCDO)
h

The LOCDO states expressly that a suspicious actieport is not a criminal complaint,
nand does not entail the procedures and requirernéatsomplaint, nor does it entail
tecriminal, civil or administrative liability on theart of the regulated entity, its employees
e or the signatory.

h It also indicates that non-compliance of the oltiayato report suspicious activity by the
lofeporting entity, shall be punished by the superyi®ody or entity, with a fine of betwee
itéive hundred (500 U.T.) and one thousand tax y@&iB00 U.T.

Moreover it notes that reporting entities and tleenployees, shall not disclose to the
hagustomer, user, nor to any third party, that infation has been reported to the National
vHonancial Intelligence Unit or other competent awities, neither that any suspicious
transaction linked to this information is beingiesved. They may neither reveal that the
have provided information to other competent attiest
Failure to comply with the above shall be punisbgdhe supervisory body or entity of th
reporting entity, with a fine of between one thaws4l,000 U.T.) and three thousand tax
units (3,000 U.T.). In case of repeat the fine éldoubled.

Financial sector

Article 86 of Resolution N0.119.10, Official Gazet0.39,494 of 28 August 2010, layg
down specifically that a Suspicious Transaction d®ep(STR) is not a criminal
denunciation and does not entail the formalitiesl arquirements of this type d
proceeding, nor does it entail criminal or civilbility on the part of the regulate

of confidentiality or secrecy in force to assertilcor criminal liability on the part off
employees of the regulated institution for disctesof any information, provided sug
information supports well-founded suspicion of dried activities on the part of th
competent authorities, even if the supposedly ex@inact or irregular activity has not take
place.

Casinos, Bingo Halls and Slot Machines
The Rules for Prevention, Control and ProsecutioManey Laundering and Financing

institution and its employees, or for the persamisig it. Customers may not invoke rule

h
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Terrorism in Casinos, Bingo Halls and Slot Machjnpablished in Official Gazette

No0.39,654 of 12 April 2011, stipulates that reports of suspiciaasivities (STRs) mus
not be considered as criminal denunciations, nortliey entail the formalities of
requirements of this type of proceeding, and thay ttherefore do not entail criminal
civil liability on the part of the regulated institons or their employees responsible
signing and despatching the report.

Registry and Notarial
Rules for Prevention, Control and Prosecution ofniio Laundering and Financing

Terrorism applicable to Registry and Notarial C#Bcbelonging to the Autonomol
Registry and Notarial Service (SAREN), Official @z N0.39,697 of 6July 2007,
expressly stipulates that reporting of suspicioasviiies shall not be considered as
criminal denunciation, and therefore entails nonamal, civil or administrative liability on|
the part of regulated institutions, or their empley responsible for signing a
despatching the report. In addition, it stipulathat all officials or employees of th
regulated institution must refrain from disclositwythe user or to third parties that t
competent authorities have been informed of a@#itvhich may appear to be linked
money laundering and financing of terrorism.

National Integrated Customs and Tax Administragenvice (SENIAT)

The SENIAT Office for Prevention of Money Laundeyihas now been created, and a
result this agency is in the process of revising thaft Regulations for the sector

question. However, the representative of the Offias held meetings with the Financ
Intelligence Unit in order to refine the procedures be applied for submission ¢
Suspicious Transaction Reports directly to the UNIF

Stock Market

The Rules for Management and Control of Risks eelato Money Laundering an
Financing of Terrorism for institutions regulateg the National Superintendency
Securities, Official Gazette No.39,691 df 8une 2011, stipulated that employees of
regulated institution may not warn investors thatfications have been carried out or th
authorities have been notified of operations andftivities suspected of being linked
money laundering and financing of terrorism.

Insurance Sector

The Regulation for Prevention, Control and Prosenutf Money Laundering an
Financing of Terrorism in the insurance busined§icial Gazette No.39,694 of ¥3June
2011, specified that suspicious transaction repontsst not be considered as crimir
denunciations and do not entail the formalities egiirements of this type of this type
proceeding; rather than report of a crime an STanisdministrative notice arising out
analysis of operations, precepts based on experidimancial analysis of policyholder
members of pre-paid medical service plans, prenfinemce businesses or insurance
operatives.

It specifies in addition that employees of the tatpd entities under the supervision of t
Superintendency of Insurance may not warn poliayéd, beneficiaries, members of pi
paid medical plans, insurance co-operatives, premitinance businesses, th
investigations have taken place or that authoritiesre been notified that theg
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investigations may suggest links to money laundggeoinfinancing of terrorism.
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15. Internal
controls,
compliance &
audit

ML

« The legislation in the securities sector
less developed.

ise Improve system in securities sector.

* The effectiveness of measures in the
securities sector could not be assessed,
since no meeting with the private sector

was held.

The National Securities Superintendence, has trgulR#ons No. 110 on anti-money

laundering and anti-terrorism and based on the celngmsive risk management approach

from 2011. This regulation was published in theicdf Gazette of the Bolivaria

Republic of Venezuela No. 39,691 dated June 081 20 this establishes the Regulatians

relating to the Administration and Control of theslk& Related to the offences of mon
laundering and the financing of terrorism applieatsd the Institutions Regulated by t
National Securities Superintendence

The approach outlined above is set out in Chapt€dmprehensive Risk Management
Money Laundering and Financing of Terrorism".

Additionally, it should be noted that the Supenmtent carried out onsite inspection a
off-site inspection visits of Reporting entities set out in Article 2 of the Resolutiof
which are primarily intended to verify compliancéttwRegulations No. 110 which i
evidenced in the following statistics, showing tloerect implementation of said rules.

It must be highlighted that the onsite visit in@sd among the elements evaluated,
review of records to certify the proper implemeiatatof the- know your investor polic

(individual investor registration card), throughcampliance matrix or check list that

addresses these issues.

The off-site supervision includes the review ofamels that are held in the Nation
Securities Superintendence, in which the analysewe each document submitted by t
reporting entity, in that way verifying the propenplementation of the- know you
investor policy, in turn we rely on the externatiaars’ reports where the observations
same can be verified.

Inspection Visits

Year On site audits / filles
2011 76 0
2012 19 29

It is important to note that failure to comply wiseme of the mandatory requirements
resolution No. 110-2011 by the investor, the rapgrentity will not be able to link the

investor, be it natural person or legal entity sif&ilure to comply with the same resultsi|i

administrative sanctions.

16. DNFBP—
R.13-15 & 21

NC

* No evidence of an effective AML/CT
system created for the DNFBP sector.

« Issue regulations for the DNFBP sector g
ensure compliance

nd

The fact is confirmed that within the Designated nNinancial Businesses ar
Professions, the Sectors comprising of : Registamt Notaries, Customs and Intern
Taxes, Independent Professionals (Economists, Ataats and Administrators) an
Bingos and Casinos; that there are anti-money kaimgland counterterrorism regulatior
additionally there are Supervisory Bodies or Eetitthat regulate the players in eq
sector; carrying out effective supervision and fagion through the implementation ¢
onsite and off-site visits, with the aim of verifyg strict compliance with the previous
mentioned regulations.

Supplement this response with the information giwvenesponse to recommendations
13, 14, 15, 16, 24 and 25.
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Casinos and Bingo Halls

One of the measures put into effect by VenezuelRvavidencia No.011, Official Gazette
No0.39,654 of 12 April 2011, containing regulations for PreventioGontrol and
Prosecution of Money Laundering and Financing afdrésm in casinos and bingo halls.

This purpose of this Providencia is to establist anify policies, rules and procedures,
designed on the basis of risk level, to be followgdcasinos and bingo halls, as regulated
entities, in order to avoid being used as instrusér money laundering and financing pf
terrorism.

Businesses with licences to operate casinos, biradis and slot machines, and related
firms, also fall under this Providencia; they aherefore required to put into effect an
integrated money laundering and terrorist financiprgvention and control system,
comprising efficient and effective measures desigte avoid being used for ML/FT
during their operations.

Supervision of the Casinos, Bingo Halls and SlotMae sector is the responsibility of the
National Commission for Casinos, Bingo Halls andt 81achines, part of the Ministry of
Internal Relations and Justice.

It is also important to stress that the regulatestitutions are required to design ahd
implement an integral system of prevention androbimcluding appropriate and adequate
measures to avoid being used in their operationssaisiments for concealment, disguis
manipulation or investment or use in any mannenofey that is the proceeds of criminal
or illicit activities. This system must include icts for mitigating ML/FT risks as well as
the risk of other crimes that may involve or tengmhployees, clients, directors and
shareholders of the regulated institution to coote in any way to such crimes.

o

Reqistry and Notarial
Among measures put into effect by Venezuela is Résa No.150 containing Rules for
Prevention, Control and Prosecution of Money Lauingeand Terrorist Financing fo
Registry and Notarial Offices, Official Gazette 89,697 of 18 June 2011.

The purpose of this Resolution is to lay down ammius and permanent rules apd
procedures for implementation by the various Regiahd Notarial Offices, as regulated
institutions, to prevent their offices being used legalisation or authentication of legpl
acts or agreements intended for laundering of tbegeds of illegal activities described jn
the Organic Law against Organised Crime.

In addition Notarial and Registry Offices belongitg the autonomous Registry and
Notarial Service (SAREN) must comply with intermales, procedures and mechanisms
for Prevention and Control of Money Laundering ld@vn by the Resolution in question

It should be highlighted that the Independent Reg&and Notarial Services (SAREN i
acronym in Spanish) informs in its anti-money lagninly and anti-terrorism regulatiory
the establishment of the Comprehensive Systemefetion and Control made up of :
the Minister of Popular Power for the Interior ahgstice, b.-Director (a) General of th
Independent Registries and Notarial Services (SARENDirector (a) from Preventior,

DL 0On
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Supervision and Control of Money laundering of SARE d-Coordinator (a) of
Prevention, e. -Coordinator (a) of Supervision &antrol, f-Coordinators State, g
Responsible for Compliance.

Customs and Tax Sector

At the present time the National Integrated Custams Taxation Administration Servig
(SENIAT) is refining the draft of the Providenciantaining Rules for Prevention, Contr
and Prosecution of Money Laundering and FinanciriBeororism in the customs sector
adapt it to the work of the latter agency, for sigmion to the Ministry of Planning an|
Finance for due approval and subsequent publicatitime Official Gazette.

Other Sectors: Dealers in Precious Stones and $/dtmispitality Services, Natural an
Legal Persons engaged in Real Estate activities.

At the present moment the National Anti-Narcoticéfic® (ONA) is liaising with
representatives of these sectors to enable themddpt to FATF Recommendations, a|
also develop ML/FT prevention and control regulagito govern all their activities.

Sector of Management Professionals, Economist®anduntants

At the present time the National Narcotics Offi@NA) is working with representatives g
this sector to enable the National Committee favfédsional Standards for Collegial
Management Graduates (CONAPROLAC) to issue a drafh the Inter-Associatior
Commission (Collegiate Management Graduates, ,Eo@mt® and Public Accountants) 1
govern the operations of tH@omisario Mercantil(Trade Commissioner) in AML/CFT
matters.
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17. Sanctions

ML

« A specific chapter devoted mainly {

ML/FT
« prevention, and applicable
regulated entities, is necessary.

to

o

all

With the new Organic Law Against Organized Crimel &inancing of Terrorism, th¢
sanctions for the crimes of money laundering amtist financing are totally set out, a
indicated below:

Avrticle 35

Money Laundering

Who by himself or through another person is the ewpossessor or holder of mong
goods, funds, assets or profits, knowing that tbeme directly or indirectly from a
unlawful activity, shall be punished or imprisonfat ten to fifteen years and a fin
equivalent to the value of the money that was allgobtained.

The same penalty shall apply to anyone who by Hfrosehrough another person carri
out the following activities:

1. - The conversion, transfer or transmission by mreans of assets, money, profits
surpluses for the purpose of concealing or disggithe illicit origin of same or assist a
person involved in the commission of such offentsesvade the legal consequences|
their actions.

2. - Concealment, cover-up or simulation of theurgt origin, location, disposition
destination, movement or ownership of or rightsebé

3. - The acquisition, possession or use of procekdsme.

4. - The receipt, investment, processing, custadynanagement of property or mong

7]
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derived from illegal activities.

The capital, property or assets subject of thensffeof money laundering shall be seized
confiscated.

Avrticle 36

Breach by reporting entities

The managers or directors, employees of the remprentities, who because
recklessness, incompetence, neglect, foster or teelpommit the offense of mone
laundering and terrorist financing, without takimgart in it, shall be punished b
imprisonment of three to six years.

In relation to terrorism financing offense pleasgen

Avrticle 52

Terrorism

The individual terrorist or those associated witlergorist organization, perform or attem
to perform one or more terrorist acts, shall beighed with imprisonment of twenty-fiv
to thirty years.

Article 53

Financing of terrorism
Whoever provides, facilitates, protects, manageleats or solicits funds by any mear
directly or indirectly, for the purpose of samerweused in its entirety or in part by g
individual terrorist or a terrorist organizatiorr, to commit one or several terrorist ac
shall be punished with imprisonment from fifteentt@nty-five years, even if the fund
have not been actually used or the act or aceradrtsm have not been carried out..
The penalty indicated shall apply whether the fumasused by an individual terrorist ol
terrorist organization operating in a foreign temy or irrespective of the country whe
the act or acts of terrorism is carried out.

The offense of financing terrorism cannot be jietif under any circumstances,
considerations of a political, philosophical, idegital, religious, racial or similar nature.

Moreover all Supervisory Entities or Bodies listadArticle 7 of the Organic Law Againg
Crime and Terrorist Financing, have the authoitypply administrative sanctions to t
reporting entities that do not comply with anti-ragnlaundering and anti-terroris
regulations existing in the: Banking, Insurance;Bities, Registries and Notaries, Bing
and Casinos Sectors.

18. Shell banks

19. Other forms

of reporting

20. Other NFPB « No examination of the enforcement pf e Study feasibility of extending AML/CFT It is important to advise that there are sectoest tire low risk within our Economi
& secure controls in other sectors was possible. controls to high risk sectors other tharFinancial System, to date there is a Plan for tbaitaring of these sectors, the case bej
transaction DNFBPs that the National Office Against Organized Crimed aferrorist Financing (ONDO it
techniques acronym in Spanish) and the National Anti-Drug €Hfi(ONA its acronym in Spanish

have had technical working groups with the follogvactors:

1. - People's Ministry of Petroleum and Mining, wiidl be responsible for overseein
AML/CFT as it relates to Dealers in Precious Metals Stones.

or
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2. - Ministry of Light Industries and Commerce, whill be responsible for overseeing

AML / CFT as it relates to auto dealers and digtdlbs of (mobile) telephones.

3. - People's Ministry of Housing, who will be resgible for overseeing AML / CFT as
relates to construction companies.

it

21. Special
attention for
higher risk
countries

NC

« No evidence of procedures and policiess Verify the effectiveness of recently issu

for prevention and control within the
supervised institutions which ensufe
compliance with this obligation unde
the Venezuelan regulations.

=

regulations with respect to monitorin
relations with countries that do not comp
with the FATF recommendations.

sdOrganic Law against Organised Crime (LOCDO)

gThe LOCDO amendment expressly requires regulatétiesrto pay particular attention tq,

lyand create internal prevention and control meadorgbusiness dealings and operationg of

their customers or users, with natural or legaspes located in countries or territories

whose legislation facilitates banking secrecy, rés@crecy and business secrecy, or which

do not apply, or insufficiently apply AML/CFT regatlons similar to those in force in the
Bolivarian Republic of Venezuela.

Likewise for those situated in places where thetax haven banking, or free zones, or
whose geographic location is close illegal drugsconption, production or transit centreq
and other offences criminalized in this Act.

The same attention must be paid to business dsaliiily areas or territories that are
frequently mentioned in suspicious activities régahose likely to be used, even withou
their knowledge or consent, as a transit pointrige in the drug-trafficking routes of the
national territory from drug-producing areas temgtional or regional drug-consuming
areas.

Whenever such transactions have no apparent Ipufpbse, they must be subjected to
meticulous scrutiny, and if in the judgment of teporting entity they are classified as
suspicious activity, said findings shall be subeditto the UNIF.

Non-compliance with this rule shall be sanctionéithwa fine of between three thousand
(3,000) and five thousand (5,000) Tax Units (TU).

The supervisory bodies will advise the reportingitess under their supervision of the

countries, territories and areas in question.

In addition, it has been noted that the reportingties must ensure that the provisio
relating to the prevention and control of moneynidering and the financing of terroris
referred to in this Law, are applied to branches subsidiaries located abroad.

When the laws that are in force or those applicalztkrseas do not permit instrumentati
and application of prevention and control measutb® respective branches a
subsidiaries must inform the reporting entity’'s He@ffice, in order to establish

computer system that will allow for the proper kiag of the movements of mone
requiring the overseas branch offices and subgdigo apply the highest standards,
indicated above.

Foreign representatives of Banks or Financiers mestubject to the provisions laid do
in this Law.

Financial Sector

Resolution N0.119.10, Official Gazette No.39,4924f August 2010, established ML/F
risk management concerning relations with natural Egal persons situated in regio
with strict legislation governing banking, regiswmy commercial secrecy. Therefore, ri
prevention, control and mitigation rules and prazed for business relations and custor
transactions with natural and legal persons situéatethe regions, zones or territori¢

whose legislation is strict regarding, banking,isgg or commercial secrecy, or which d
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not apply anti-ML/FT regulations similar to thoge Venezuela, must contain at least {
following:

1. All necessary procedures for correct identifaaiof customers seeking the services
the institution for transfer of money or propemystuch zones or regions, by cable, wire
any other means, by demanding identification docume

2. A requirement to record the name and addresiseobeneficiary of the transaction,
well as the account number in cases where thisfio@ary is a customer of the ban
receiving the transfer abroad.

3. Internal audit mechanisms for verifying comptia with controls and procedures on {
part of staff, branches, agencies and offices.

Insurance sector

Providencia No.514 of 18 February 2011, Official Gazette No0.39,694 of"1Rune
2011,containing the Regulations for Prevention, t@bnand Prosecution of Mone
Laundering and Financing of Terrorism in the insgm business, laid down th
requirement for regulated institutions to pay mattr attention to business relations g
transactions with natural or legal persons in cdesmtwhich do not apply regulatior|
similar to those laid down in the abovementionedviiencia. For this purpose th
Superintendency of Insurance shall use the listsed by international and nation
organisations of those territories or States witfctsbanking, registry and commerci
secrecy, or which are characterised by a weak wexistent system of taxation for natur
or legal persons engaged in banking, insuranceranercial activity in their jurisdiction.

Stock Market

Resolution No.110 of #9May 2011, Official Gazette N0.39,691 of" 8lune 2011,
containing Regulations for Management and Contr®isks related to Money Launderin
and Financing of Terrorism for institutions regefatby the National Superintendency
Securities, stipulated that regulated institutiomsst pay particular attention to and cre
internal procedures and rules for prevention, @brand mitigation of risk, applied t
business relations and transactions of their bovesvith natural and legal persons situa
in regions, zones or territories with strict barmkirregistry or commercial secreg
legislation, or which do not apply anti-ML/FT regtibns similar to those in force i
Venezuela, or where such regulations are insufficie

Bingos and Casinos
Providencia No.011 of "6 April 2011, Official Gazette N0.39,654 of ".2April 2011

containing Regulations for Prevention, Control &rdsecution of Money Laundering a
Financing of Terrorism in Casinos, Bingo Halls aBtbt Machines, stipulates th
regulated institutions shall pay particular attemtto business relations and transacti
with natural or legal persons in countries whicmabapply regulations similar to those g
out in the Providencia in question. It also stipedathat the National Commission f
Casinos, Bingo Halls and Slot Machines shall ugetliés purpose the lists issued F
national or international organisations of thogseitt@ies or States with strict banking
commercial registry laws, or which are characterisg limited or nonexistent taxation ¢
natural or legal persons.
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22. Foreign
branches &
subsidiaries

PC

* The legislation is very general.
mandates the maintenance of control g
communication systems enabling ca

t « For foreign branches, no mention is made
nd requirement to apply highest standards,
sh to apply coherent CDD measures at grg
es level.

movements to be monitored, but it mak

ofhis recommendation was completely complied witotlgh the publication in the Official
ndsazette No. 39.912 on April 30, 2012 of the Orgdwsiwv against Organized Crime and tl
upinancing of Terrorism, since it instructs in itides that the reporting entities shall pay|

0]

nd

special attention and they shall develop procedamelsinternal standards of prevention g
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no specific mention of any requireme,
to apply the highest standard, nor
enforce consistent CDD measures at
group level.

It is necessary to determine wh
efficient and effective measures a
implemented by the entities to comp|
with established standards.

Poorly developed legislation for thi
securities sector.
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control over the business relations and transastiétheir customers or users with natur.
and legal persons located in countries or teratowhose legislation facilitates Banking
secrecy , record secrecy and business secrecyamdahot apply regulations against
money laundering and the financing terrorism smio those in force in the Bolivarian
Republic of Venezuela or that same are insufficient

Likewise for those situated in places where thetax haven banking, or free zones, or
whose geographic location is close illegal drugsconption, production or transit centreq
and other offences criminalized in this Act.

The same attention must be paid to business dsaliiily areas or territories that are
frequently mentioned in suspicious activities régahose likely to be used, even withou
their knowledge or consent, as a transit pointrinige in the drug-trafficking routes of the
national territory from drug-producing areas te@mttional or regional drug-consuming
areas.

Whenever such transactions have no apparent Ipufpbse, they must be subjected to
meticulous scrutiny, and if in the judgment of teporting entity they are classified as
suspicious activity, said findings shall be subeditto the UNIF.

Non-compliance with this rule shall be sanctionéitha fine of between three thousand
(3,000) and five thousand (5,000) Tax Units (TU).

The supervisory bodies will advise the reportingiters under their supervision of th
countries, territories and areas in question.

In addition, it has been noted that the reportingties must ensure that the provisio
relating to the prevention and control of moneyniering and the financing of terroris
referred to in this Law, are applied to branches subsidiaries located abroad.

When the laws that are in force or those applicalzterseas do not permit instrumentati
and application of prevention and control measutb® respective branches a
subsidiaries must inform the reporting entity’'s He@ffice, in order to establish

computer system that will allow for the proper kiag of the movements of mone
requiring the overseas branch offices and subgdigo apply the highest standards,
indicated above.

Foreign representatives of Banks or Financiers mestubject to the provisions laid dow
in this Law.

Organic Law against Organised Crime (LOCDO)

In the Reform of the LOCDO it is expressly statedt the reporting entities should ensy
that the provisions of this Act relating to preventand supervision of money launderi
and terrorist financing, are applied to branches subsidiaries located abroad. When

laws in force or applicable abroad do not allowtrim®mentation or application of contrg
and prevention measures, the respective brancliesubsidiaries shall notify the Heg
Office of the reporting entity, with a view to elslishing a computer system that w|
enable adequate follow-up of movements of money, twe branches and subsidiari

abroad shall be required to apply the highest stahaontemplated in this articlg.

Representatives of foreign banks or other finangiatitutions shall be subject to th
provisions of the LOCDO Reform.
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Financial Sector

The weakness in the financial sector was remeditdthe issuance of Circular No.SBIH
DSB-UNIF-07943 which imposed on regulated instiing the duty of taking the necesss
measures to ensure that their branches and suiesdiabroad observe anti-ML/F
measures in accordance with the provisions of etiguis in force and FATH
Recommendations, particularly in those countriesicivhdo not apply thess
Recommendations or apply them inadequately.

In addition, it was stipulated that when the minimuequirements of anti-ML/FT|
regulations of the country of origin differ, bramshand subsidiaries in the host coun
must apply the highest standard, to the extentiéinat and regulations allow them to do s
They must also inform SUDEBAN when a foreign brarmhsubsidiary is unable t
observe the appropriate AML/CFT measures, becaarsd laws, regulations and oth
measures of the host country forbid them to do so.

In addition, under Article 6 of the Decree with Eerof Law partially amending th
Banking Act, the Superintendency of Banks is thenay that regulates the banking sect
The Act defines prudential rules issued by the S8opmdency as “all mandator
directives and instructions of a technical accaogtiegal and technological nature issy
by general Resolutions and Circulars sent to theirakor legal persons under i
supervision”.

Therefore all Resolutions and Circulars issued Hig Regulatory Agency are strictl

mandatory prudential regulations under the abovéioreed Special Act. Thus the Circular

issued by SUDEBAN on the basis of Article No.7&Rasolution N0.119.10 is a Prudent
Regulation, the purpose of which is to broadersttepe of application of the Resolution
question

Insurance Sector
Providencia No.514 of #8February 2011, Official Gazette N0.39,694 of' 1lBine 2011,

containing the Regulations for Prevention, Congémadl Prosecution of Money Laundering

and Financing of Terrorism in the Insurance Busnesipulated that regulated entiti
having branches, agencies and/or related compeaatiesad must have informatio
communication systems enabling them to follow thevements of money linked t
activities under supervision and repression asrdsganoney laundering and financi
terrorism, illegal traffic and consumption of drugend other Regulations set out
Venezuelan law.
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23. Regulation,
supervision and
monitoring

PC

Tools exist in Venezuelan legislation
put in place adequate regulation a
supervision of the financial institutions
but supervision by the compete
authorities responsible for ensuri
adequate compliance with AM
requirements is not as effective, and g
result could be limited operationg
capacity for on-site supervision.

0+ Improve capability for inspections arl
nd controls in regulated entities.

dStock Market
1. - The National Securities Superintendence has mithistructure a Prevention
Oversight and Control of Money laundering and Faiag of Terrorism
Department. Said Department has a Compliance ®@fficklanager, a Lawyer
who works as a Legal Support and four Inspectiah@ontrol Analysts.

To date work is underway for the incorporation of twvo more Inspection and Control
Analysts. With respect to Inspection Visits plannednd carried out by the Prevention,
Oversight and Control of money Laundering and finarting of terrorism Department,
for the year 2011, it was noted that a total of niety-six (96) inspection visits were
planned, of which, to the end of 31 December of 20]1a total of seventy-six (76) visits
were carried out which represents seventy-nine poirseventeen per cent (79.17%) of

the total scheduled visits.
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With regard to those planned for the year 2012, the are fifty-two (52) inspection
visits planned, in view of the reduction in the nurber of operators in the securities
market, effecting a total of twelve (12) inspectionwisits, while for the end of the 1st
half of 2013 a total of 31 visits were scheduled thione hundred percent (100.00%) of
planned visits being executed.

These inspections showed up various examples ctampliance with money laundering
prevention and control regulations, among whichftflewing may be highlighted:
a.- Non-compliance with Article 9 with regard teetintegrated ML/FT risk management
system (10 examples of non-compliance).
b.- Non-compliance with Article 15, regarding reroft the ML Prevention and Contral
Unit (8 instances).
c.- Non-compliance with Article 17, concerning thenimal staff to be assigned to ML/F[T
Prevention and Control Unit (16 instances).
d.- Non-compliance with Article 21, concerning tHaty to design an annual anti-ML
operational plan (9 instances).
e.- Non-compliance with Article 32 regarding theegimg of individual records of
investors (12 instances).

Insurance Sector

The insurance Superintendency has as part ofritstste an ML Prevention and Contr
Unit. This has a total staff of eleven, among tre@hief of Unit and six officers assigng
to supervision and control of regulated institusioh should be emphasised that the preg
time the Insurance Superintendency has submittéeetMinister for Planning and Finang
a proposal to raise the Unit to the status of Dite, to consist of three subunif
Analysis and Follow Up section, Inspection sectiord Prevention and Control sectiq
For this purpose an increase in staff is beingistud
Up to the end of 2010 the Superintendency of Immeaarried out a total thirty eight (38)
inspection visits, thirty two (32) of which were tosurance businesses and six (6)|to
brokerage companies.

nt

SV ooa<

At the end of 2011 the Superintendency of Insuranckad carried out a total of fifty-

one (51) inspection visits, of which twenty-four (@) were of Insurance Companies
twenty-two (22) of Brokerage Companies, four (04) foBrokerage and Reinsurance
Firms and one (01) of a Reinsurance company. For 20 the Superintendancy of
Insurance planned a total of fifty (50) InspectionVisits, executing a total of forty-nine
(49) which represents ninety-eight per cent (98%).

For 2013 one hundred and forty (140) inspection vits were planned, of which at the
close of the 1st half of 2013 a total of fifty-ong51) visits have been executed
representing thirty-six point forty two per cent (36,42%).

Banking sector
The National Financial Intelligence Unit (UNIF) haated an Inspection Section to ver

compliance with Resolution No0.119.10. In the fijgtrter of 2011 eight (8) officials joine
this Section to bring the staff of the Sectionifeén (15).

Q‘Z‘

The Annual Operational Plan (POA) for 2010 calledthirty three (33) inspection visitg
of which a total of twenty nine (29) were carriedt,0oor a percentage of eighty eigh

=3
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percent (88.0%). In addition, a total of thirty of8L) inspection visits were carried o
which were not part of the POA for 2010. The UNHerefore carried out sixty (6d)
inspection visits in the period, broken down afofes:

-All Purpose Banks (15)

-Commercial Banks (6)

-Development Banks (6)

-Financial Rental Companies (1)

-Bureaux de Change (2)

-Frontier Money Exchange Operators (30)

Of the institutions inspected, three (3) Frontieoridy Changers were sanction
(revocation of operating licence) for carrying éinaincial operations for which they we
not legally licensed, according to Official Gazette.39,631 of 1) March 2011. Request]
for opening of administrative enquiries were lagddse before the Legal Advisory Unit @
SUDEBAN, which requested the Ministerio Publico ¢pen investigations for th
presumed commission of money laundering, and tise emded with the revocation

licence and closure of the regulated instituticgierred to.

oo ST g

The twelve percent (12%) that were not carriedveas the result of the State takeover|of
four banks which were initially included in the piang.
Of the inspection visits carried out during the @(financial year, ninety five percer
(95%) took place in the framework of application Résolution No.119.10, which wdg
published in Official Gazette No.39,388 of""LMarch 2010. The inspection visits we
mainly intended for verification of the implemertat of the Integrated Risk Manageme
System (SIAR), and of the measures put into etfgcthe regulated institutions to adajp
themselves to the new judicial framework.

o » ~ o

=]
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One hundred and forty-two (142) inspection visiegevplanned as part of the compliance
with the Annual Operational Plan (POA its acronynSpanish) for 2011, of which one
hundred and twenty-three (123) were carried owtngian eighty-six point seven two
percent (86.72%) completion rate. Over the petiedRIU carried out inspection visits
broken down as follows:

- All-purpose banks  (16)

- Commercial banks  (03)

- Development banks (02)

- Savings and loan associations  (01)

- Bureaux de change (13)

- Frontier money changers (38)

- Representative offices (50)

All inspection visits in 2011 were carried out puast to Resolution No. 119/10, which
was published in the Bolivarian Republic of VendaiseOfficial Gazette No. 39,388 dated
17" March 2010. The main purpose of the Inspectioitswegas to verify the
implementation of the Integrated Risk Managemest&y (IRMS), as well as the
measures taken by the Reporting Entities to adephselves to the new legal framework.
One hundred and twenty (120) inspection visits werplanned for 2012, with one
hundred and twenty (120) being carried carried outvhich represents one hundred
percent, broken down as follows:

All purpose Banks(05)

Development Banks (06)

Bureaus de Change (12)
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Border Change Operators (40)

Representative Offices (51)

Credit Card Operators (01)

Reciprocal Guarantee Companies (02)

Instituto Municipal de Crédito Popular (Municipal | nstitute of
Popular Credit (01

These showed weaknesses in internal control tiaeirced the compliance percentage
aspects laid down in current legislation, relatedstructure of the SIAR, Know Your
Client Policy (weaknesses in customer records) vKypour Employee Policy (weaknesse
in employee records), Annual Plans and Programfwsual Operating Plan, Annual
Training Programme), Manual of Policies, Standami$ Procedures; as well as the Sign
Documents (Code of Ethics, Mission Statement).

In that sense, considering that certain weaknefide®ot constitute factors that negatively
influenced the rating of the evaluated reportintities, a Plan of Action was requested
aimed at correcting them. The aforementioned PAaate returned within the time limits
set out and analysed Offsite and onsite as negesgaifying the regularization of the
particular deviations, as such no requests wereerfadhe initiation of administrative
procedures.

See attached the updated statistics.

In 2010-2011 forty nine (49) UNIF officials took ppén the following training activities:

. Adecco Training (1 officer)

. Asociacion Venezolana de Casas de Cambio (1 office

. Banco Provincial S.A. ( 1 officer)

. Consultores Internacionales de Prevencion y Corr@\. (2 officers)

. Consejo Nacional Electoral (National Electoral Cal)r(1 officer))

. Deloitte, Lara Marambio & Asociados (2 officers)

. Escuela Nacional de Fiscales del Ministerio Puhk(iational School for Ministerio
Publico Prosecutors) (5 officers)

. Fondo de Proteccion Social de los Depositos Bane@§ROGADE), (1 officer)

. Instituto de Altos Estudios de Derecho, (InstitisieAdvanced Legal Studies) (1
officer)

. National Anti Narcotics Office (14 officers)

. Veneconomia,C.A., (1 officer)

. Asociacion Bancaria de Guatemala, (Guatemala Bgnkésociation) (2 officers)

. CFATF, (7 officers)

. EGMONT Group (7 officers)

. SGT4—- MERCOSUR, Brazilian Intelligence Unit (COAR),officer)

. Camara Venezolana de Bingos y Afines. (1 officer)

. Zulia Foundation for Promotion, Support and Devatept of Small and Medium
Enterprises and the Zulia Chamber of Commercef{deof

=

24. DNFBP -
regulation,
supervision and

NC

¢ There is no authority regulating d
supervising this sector.

r « Issue regulations for the DNFBP sector g

ensure compliance

ndhe fact is confirmed that within the DesignatechMnancial Professions and
Businesses, the Sectors comprising of: RegistratNmtaries, Customs and Internal

Taxes, Independent Professionals (Economists, Ataats and Administrators) and
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monitoring

Bingos and Casinos; there are Supervisory Bodi&ntities which regulate the players if
each sector.

In addition, since 2011 there have been anti-mdena@ydering and counterterrorism
regulations, which are duly published in the O#idgbazettes of our country. In addition,
compliance of same by the reporting entities isfieer.

Supplement this response with that as indicatédeénmesponse to recommendation 12, 13
14, 15, 16 and 25.

The Bolivarian Republic of Venezuela sees this pasncomplied with, until the next
mutual evaluation is carried out.

Organic Law against Organised Crime (LOCDO)
In the Reform of the LOCDO the bodies and agenesponsible for prevention, contrd|l,
supervision, and oversight in accordance with tteeldReform is clearly set out:
a.- The Superintendency of Banks b.- The Superitgiecy of Insurance c.- The Central
Bank of Venezuela. d.- The National Securitiape3intendence e.- The Ministry of the
Popular Power responsible for Home affairs andgeghrough its competent agencies|f.-
The National Integrated Customs and Tax AdminisnaService. g.- The Autonomous
Registry and Notarial Service. h.- The Ministry tbe Popular Power responsible for
energy, petroleum and mines through its competgenaes i.- The Ministry of the
Popular Power responsible for finance, throughcdmpetent agencies. j.- The Natiorjal
Commission for Casinos, Bingo Halls and Slot Maekirk.- The Ministry of the Populgr
power responsible for tourism. I.- The Ministry tife Popular power responsible fpr
science and technology. m.- The Ministry of the irappower responsible for industry. .-
The Ministry of the Popular power responsible fade. o.- The National Electoral Coungil
p.- Such others as may be designated by law oeeecr

=3

the designated Non-Financial Professions sectoatémrities to regulate and supervise|i
as follows:

Sector: Casinos, Bingo Halls and Slot Machines

Providencia No.011 of %6 April 2011, Official Gazette N0.39,654 of L2April 2011,
containing Regulations for Prevention, Control &rdsecution of Money Laundering and
Financing of Terrorism in Casinos, Bingo Halls &ldt Machines set up the Directorate
for Prevention, Control and Prosecution of Moneyndering, which is the technical
operational organ of the National Commission fosi@as, Bingo Halls and Slot Machines,
responsible for supervising the adequate implentientaf the regulations established fpr
preventing money laundering in authorised estafviesits engaging in the activities of
casinos, bingo halls and slot machines. This Doraté will be headed by a Director to be
appointed by the President of the National CasBimgo Halls and Slot Machines
Commission, who has under him a team of official®se job is to detect, prevent and
control those operations which may be linked to eyotaundering and financing qf
terrorism.

Registry and Notarial Sector
The Registry and Notarial Offices belonging to #etonomous Registry and Notaria
Service (SAREN) published the Regulations for Pnéea, Control and Prosecution

Money Laundering and Financing of Terrorism apfilleato these Offices in Official

= =
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Gazette N0.39,697 of $&luly 2007. For this purpose a Directorate for Engion, ControI'L
d

and Prosecution of Money Laundering was set up,thisdis an executive, technical a
operational body of the autonomous Registry andafldt Service (SAREN). The

Directorate shall have functional authority andréfiere the decisions which it may adopt
and put into effect shall be mandatory for all affls and employees of the regulated

institutions as laid down in the Resolution in digrs

Customs and Taxation Sector

In Providencia No.0006 of ¥7February 2011 Official Gazette No0.39,649 &f April
2011, the National Integrated Customs and Tax Adration Service created the Offid
for Prevention and Control of Money Laundering.

This Office shall report directly to the Office tfie Superintendent of the Integrated

National Customs and Tax Management Service (SENBXH its head will be defe de

Oficina. The Office shall have qualified technical staffcarry out its duties, and will be

endowed with all the material, technical and otlespurces to carry out its tasks.

The main purpose of the Office is to supervise aodtrol effective and efficien
compliance with the obligations and duties entaligdhe rules for vigilance, security an

protection in the area of prevention and controlmafney laundering and financing of

terrorism.

Other sectors: Dealers in Precious Stones and $)dthispitality Services, Natural an
Legal Persons engaged in Real Estate Activities.
At the present time The Anti-Narcotics Office (ONK)working with representatives @

these sectors to enable them to adjust to the FR&ommendations, and to develpp

ML/FT prevention and control regulations to govaelitheir activities.

25. Guidelines
& Feedback

ML

« Unable to demonstrate an effecti
AML/CFT system of control
implemented in the DNFBP sector.

e« Issue regulations for the DNFBP sector &
ensure compliance

ntt is informed that through Vice-presidency of RRepublic and National Antidrug Offices;

actions tending to surpass deficiencies of 200&rtepave been coordinated, therefqg

concrete advancements are evidenced such as; ditterofione hundred and ninety eight

public and mercantile registrations offices, in ethiquick access may be obtained

information of companies, individuals and propestpject to transactions accomplished i

accordance with provisions of the Public Registrg &lotary Public Law. The Ministry o
Popular Power for the Basic Industries and Minipgraved formation of a Preventig
Unit and preparation of a mandatory compliance leggn by Enforced Subjects. In turn

is important to mention that the National Commissal Casinos issued providence 064

dated June 17, 2010 and published in Official Gaz&9.000 establishing measures to
followed by Enforced Subjects for the preventionhefse crimes

26. The FIU

PC

¢ Lack of independence and autonomy
the FIU, directly manifested in th
sphere of human and material resource

. Vulnerability of the information
held on computers not owned by t
FIU.

. Slight contribution of FIU to
analysis and processing of inputs frg

ofe Improve structure
£ « Enhance analysis and information in repg
S. to Ministerio Publico.

ne

m

National Financial Intelligence Unit (UNIF)
rts

The National Financial Intelligence Unit (UNIF) is the central body for reception,
requests, analysis and dissemination of Suspiciodgtivities Reports (SARs), and is
temporarily assigned as part of the Superintendencegf Banks, it is a recognized and
active member of the EGMONT Group, and it adapts iself to and complies with the
Declaration of Objectives of the EGMONT Group and s Principles for the Exchange
of Information among Financial Intelligence U
nits regarding money laundering cases. Its functiom are defined in
Article 163 of the Institutions of the Banking Seabr Act, which stipulates that the
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regulated entities to become exp
forensic reports to law enforceme
authorities.

prt
nt

Superintendency of Banks shall have a National Fimeial Intelligence Unit, and sets
out its functions. These functions are necessarilyerformed by whoever is appointed
as Manager. Additionally the functions of the UNIFare also set out in articles 24 and
25 of the Organic Law against Organized Crime andhe Financing of Terrorism.

The Manger of the UNIF is therefore authorized to prform all the functions which
are assigned by law to this Unit and his appointmerevidences this, published in the
Bolivarian Republic of Venezuela's Official GazetteNo0.39,423 dated 13 May 2010,
Resolution N0.191.10 30 April of the same year, makes this clear. In addion, the
Manager reports only directly to the Office of theSuperintendent for administrative
purposes, and enjoys full operational independencéor fulfillment of his normal
functions, for which he develops his own Annual Ogrational Plan, where he plans
and projects all the activities to be carried out dring the financial year. This Plan is
an integral part of the Annual Institutional Operational Plan of the Superintendency.
Despite the above, the UNIF presented a functionsnd widening of the structure
proposal to the legal Consultant for the Ministry d Popular Power for Finance, who
in turn placed it before the Minister for consideration. It must be highlighted that the
proposal presented by the UNIF includes the Decrexf Assignment of the UNIF to the
Ministry of Finance.

It must be highlighted that the Organic law againstOrganized Crime and the
Financing of Terrorism sets out within its temporary provisions that the Ministry of
Finance be responsible for providing the necessagperational resources, as well as
setting the standards for the organization and it$unctioning Notwithstanding, the
UNIF budget for the year 2014 is contained in the Anual Operational Plan of the
Institutions in the Banking Sector Superintendence(SUDEBAN)

2)-With regard to the observation concerning the vinerability of the information
stored on servers (computers) which are not the elksive property of the UNIF, it
must pointed out that the UNIF has a server, softw& and database for processing
and storage of the data, and this server has thelfowing security features:

a) RDBMS Database Manager. Data and metadata steture unique to the UNIF for
management of its data..

b) IP address and single virtual local area netwde (VLAN) for the transport of data
from and to the server.

c) Virtualisation and independence of managementfahe operational system that
supports the database manager.

d) System parameters, configuration and user accats unique to the management of
the server.

f) Rules for the firewall configured for the purpose of controlling network access and
traffic both externally and internally, separating and protecting the UNIF server in a
demilitarised zone (DMZ)

g) The systems and applications used by the UNIFortain profiles and privileges
assigned uniquely by that Unit.

h) UNIF accesses its data from an exclusive virtbéocal area network (VLAN)

The dedicated server is one hundred percent operag, fully independent and is a
private network accessible only to the UNIF staffit meets the highest standards
available in the Bolivarian Republic of Venezuela ad is internationally certified. It

has power backup and optimum environmental conditias. This ensures availability,
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continuity and security of the services which the ark of UNIF depends on.

Additionally, with regards the Project for the Computerisation and Access to Source
of Information and Databases (SIF), which figuresn Venezuela’s Action Plan, it must
be clear that it is not the property of the UNIF, hut of the Superintendency of Banks.

The purpose of the SIF is to provide SUDEBAN with a electronic system to enable it
to obtain timely, secure and reliable information fom financial institutions, through a
single electronic transmission medium, with an ainof improving the supervision and
regulation process of Banks and Other Financial Instutions System. The UNIF
benefits from this tool in that it has access to # transmission records which the SIF|
holds. At present the Financial Institutions are tansmitting information according to
established parameters. It must be highlighted thabnce the UNIF is in operation the
access to the SIF will continue. In 2012 the procesf inclusion of Non-financial
Institutions (such as Bureaux de Change) was effedd. The transmission files
corresponding to the UNIF to the present date areleeady available for consultation.
Additionally, the development of new business modgl(Consultation Reports and
Statistical Reports) with the aim of improving the offsite inspection process of the
Reporting Entities governed by the Act, with a riskbased approach was carried out|
in 2012.

3)- With regard to statistics on SARs received andases forwarded to the competen
authorities, and cooperation with the Public Proseator’s Office in order to measure
the usefulness of the information sent to th&iscalia, and follow up on the number of
SARs and reports which resulted in an investigatioror in convictions: feedback has
been increased between both bodies with the holdimaf monthly working meetings
with representatives of the Public Prosecutor’'s Ofte and the following actions have
been initiated:

a).- The UNIF has submitted to the Ministerio Publto the statistics corresponding to
the Intelligence Reports sent to that body, clas$ifd by year and SARs associated t
the Intelligence Report, all corresponding to the priod between 2001 up the the first]
half of 2013.

b).- The UNIF has appointed a permanent liaison oier to the Public Prosecutor’s
Office, responsible for reconciling statistics withthat agency and reconciliation for the
years 2009, 2010 and 2011 and the 1st half of 2013.

In addition, the UNIF gave training to 40 Special Posecutors, under the Public
Prosecutor's Office, on money laundering and finaniag of terrorism offences,
providing them with the tools related to the stratgic approach to investigation of
ML/FT offences; as well as investigative methods.

The Public Prosecutor’s Office informed the UNIF that it is collating the intelligence
reports submitted by that body to determine the Sygicious Activities Reports (SARS)
linked to convictions; by means of the creation od Computerised System which will
give statistics relating to criminal investigation, trials, convictions, etc., related to
SARs. This information will be available once thdPublic Prosecutor’s Office provides
it.
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In meetings and workshops between UNIF and the Misterio Publico, aspects of the
information contained in the intelligence reports, their structure, annexes and
supports have been discussed, in order to give bettadded value and effectiveness
which gave rise to changes by the UNIF in the conmteand structure of the Reports.

In addition, the Financial Intelligence Section ofthe UNIF, has issued notices to the
reporting entities concerning aspects of form, coeint and quality of the SARs
submitted, and has also held meetings for the purge of improving the quality of the
SARs from the reporting entities, in which twelve 12) financial institutions have
received the necessary guidance.

It is important to highlight that up to June 30", 2013, there are 6 UNIF Experts sworn
in as experts to work on criminal cases for ML/FT &ences.

In addition, for the purpose of improving the gtiabf the SARs from reporting entities ¢
other regulatory bodies, workshops have been heith whe following bodies:
Superintendency of Insurance, National Commissamdasinos, Bingo Halls and Sl
Machines; National Registry and Notarial Servicd #re National Integrated Customs a
Tax Administration. Increasing in this manner teedback in all the affected sectors, wj
the aim of improving the quality of SARs and therefthe content of the informatioj
given to the Public Prosecutor’s Office.

With the new Organic Law against Organized Crime ad the Financing of Terrorism,
published in the Official Gazette No. 39.912 of 3Bpril 2012, the National Financial
Intelligence Unit (UNIF) was given the independenceequired by the authorities of
the Financial Action Task Force (FATF), by granting in article 24 budgetary,
administrative and financial management capacity, kerarchically under the Ministry
of Planning and Finance, continuing with the task bcentralizing nationwide, reports
of suspicious activities that the reporting entitis generate or make under the referred
Law.

On the other hand, the following powers were defir:

1. Require and receive all information related to financial, commercial or
business transactions that may have links with crims of money-laundering
and the financing of terrorism, from the reporting entities.

2. Analyze the information obtained in order to confir the existence of
suspicious activities, as well as operations or pgatns of money laundering
and the financing of terrorism.

3. Develop and maintain records and statistics necesyafor the development
of their functions.

4. Exchange with counterparts from other countries theinformation for the
study and analysis of cases related to money-laumiteg, the financing of
terrorism and other crimes of transnational organizd crime, being able to
sign agreements or memorandums of understanding, vein required.

5. To report to the Attorney General's Office when thee is evidence of the
alleged Commission of a criminal offence, these shae duly justified with
information that supports it.

6. Provide any assistance required in the analysis dhformation that the
National Financial Intelligence Unit may possess tthe Attorney General's
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Office, and to assist with the investigation of theoffences of money
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laundering and the financing of terrorism.

7. Coordinate with the National Office against Organizd Crime and the
Financing of Terrorism and the Supervisory Bodies pb Entities, the
necessary actions to promote the adequate supenrdgsi of the reporting
entities and ensure compliance with the regulation®f prevention and
control which Supervisory Bodies and Entities in tiis field dictate.

8. Provide the necessary information to the National @ice against Organized
Crime, for the design of public policies in the fild of its competence.

9. Others arising out of the present Law or other legh provisions and
international conventions signed and ratified by tle Bolivarian Republic of
Venezuela.

Likewise, on various occasions we have informed théhe comment as it relates to the|
vulnerability of the information by having a server (computer equipment) which is
one hundred percent active (100.00%) and is complely independent and is on &
private network with access only to personnel workig in the UNIF has been rectified
must be highlighted; with only the next review in he Mutual Evaluation Process
being outstanding.

In addition, regarding the comment related to the Bl for the Automation and Access
to Sources of Information and Data Bases (SIF), phse be advised that since the OfL
August 2012 it has been operational; as such thismt is totally rectified.

In terms of statistics of the SARs received and ces referred to the competent
authorities and cooperation with the Attorney Geneal's Office in order to measure
the usefulness of information that is sent to the ®®secutor's Office and to track the

number of SAR and reports that resulted in an inveigation or conviction; we

confirm the fact that the process of reconciliationof figures for Suspicious Activities
Reports submitted to the Attorney General’s Officehas ended.

Greatly increasing the feedback between the two ageies with the holding of monthly
working meetings with representatives of the Attorey General’s Office. In that sense
this point has been rectified.

It is important to note that this Recommendation wa reviewed by the FATF ICRG
during the onsite visit held on 1% and 16" January 2013, with no comment being
issued on the matter.

27. Law PC ¢ The investigation of ML is excessively ¢ Improve procedures and tools of lgw <« Although functionally the Anti-Money Laundering Déion of the Scientific-
enforcement linked to the investigation of drug- enforcement authorities. Criminal and Criminalistic Investigation (CICPC) mart of the Anti-Narcotics
authorities related crimes, and there are not enough Directorate, money laundering investigations in tiperational sphere have been
resources assigned to it. broadened in step with progress in investigative@sses. For this reason there gl
cases today in which the predicate offence is iffefrom those specified in th
Organic Law to Combat Traffic and Consumption ditili Drugs, such as, inte
alia: tax evasion, currency exchange offencesdfreabbery and kidnapping, whic]
fall under the Organic Law to Combat Organized @tim

=

e

> -

* In addition to this there are now personnel higiuglified in investigation of thes
offences, and who continuously attend courses, stais and seminars in th
subject in question, with a view to broadeningtieiowledge and enabling a mo
effective attack to be mounted against money lating@nd financing of terrorism

19

@ @

28. Powers of C .
competent
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[ authorities
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29. Supervisors

ML

* Lack of a chapter of administrativ
sanctions devoted principally to ML an
FT prevention, applicable to all regulaté

entities.

oQ®

With the entry into force of the Organic Law ag&i@sganized Crime and the Financing
Terrorism dated April 30, 2012, the obligation threporting entities described in th
aforementioned law to strictly comply with the pisiens of the same is confirmed, as
relates to prevention and control of money-laumdedffences and against the financing
terrorism and there are the penalties of an adtratiige nature, specifically in Title 1l "O
the Crimes and the Penalties", from Chapter | tapg@dr IX.

Additionally, with the new Organic Law Against Orgaed Crime and Financing @
Terrorism, the sanctions for the crimes of monayntering and terrorist financing al
clearly established, as indicated below:

Article 35

Money Laundering

Anyone who by themselves or through another peistime owner, possessor or holder
money, goods, funds, assets or profits, knowing ttiey come directly or indirectly fron|
an unlawful activity, shall be punished or impriednfor ten to fifteen years and a fir
equivalent to the value of the money that was allsgobtained.

The same penalty shall apply to anyone who by teéms or through another person dg
the following activities:

1. - The conversion, transfer or transmission by mreans of assets, money, profits
surpluses for the purpose of concealing or disggighe illicit origin of same or assist a
person involved in the commission of such offentsesvade the legal consequences|
their actions.

2. - Concealment, cover-up or simulation of theurgt origin, location, disposition
destination, movement or ownership of or rightsebé

3. - The acquisition, possession or use of procekdsme.

4. - The receipt, investment, processing, custadynanagement of property or mong
derived from illegal activities.

The capital, property or assets subject of thensffeof money laundering shall be seized
confiscated.

Avrticle 36

Breach by reporting entities

The managers or directors, employees of the remprentities, who because
recklessness, incompetence, neglect, foster or teelpommit the offense of mone
laundering and terrorist financing, without takimmrt in it, shall be punished b
imprisonment of three to six years.

In relation to terrorism financing offense pleasten

Article 52

Terrorism

The individual terrorist or those associated witleraorist organization, perform or attem,
to perform one or more terrorist acts, shall beighed with imprisonment of twenty-fiv
to thirty years.

Article 53
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Financing of terrorism

Whoever provides, facilitates, protects, manageleats or solicits funds by any mear
directly or indirectly, for the purpose of samerweused in its entirety or in part by g
individual terrorist or a terrorist organizatiorr, to commit one or several terrorist ac
shall be punished with imprisonment from fifteentt@nty-five years, even if the fund
have not been actually used or the act or acerairtsm have not been carried out..

The penalty indicated shall apply whether the fumsused by an individual terrorist ol
terrorist organization operating in a foreign temy or irrespective of the country whe
the act or acts of terrorism is carried out.

The offense of financing terrorism cannot be jietif under any circumstances, by

considerations of a political, philosophical, idegital, religious, racial or similar nature.

Moreover all Supervisory Entities or Bodies listadArticle 7 of the Organic Law Againg
Crime and Terrorist Financing, have the authoitypply administrative sanctions to t
reporting entities that do not comply with anti-ragnlaundering and anti-terroris
regulations existing in the: Banking, Insurance;Bities, Registries and Notaries, Bing
and Casinos Sectors.

SUDEBAN has implemented the following actions wigispect to administrative penalti
addressed mainly to the Prevention and Control apit@l Legalization and Againg
Financing of Terrorism.
a) Approval by the Ministry of Popular Power andritling and Development of th
Coordination and Inspection of ML/FT Preventionhiit Organization Structure of UNI
(See Annex 2)

b) Request of activation of the Inspection Coortiare(Annex 3)

c) Development of 2010 Annual Operative Plan initlgdnspection time schedule whig
is being currently executed (Annex 4)

Activities of the mentioned coordination shall afto

1) To develop on site and off site inspection sisit

2) Impose administrative sanctions in applicabkesa

3) To develop statistics allowing accurate awarenes the number of inspection
sanctions, etc.

In addition, the Banking Superintendence and OFfieancial Institutions accomplishef
during 2009 Seven (7) General Inspections to etalcampliance with the Overall Syste
for the Prevention of Capitals Legalization andafficing of Terrorism.

There were 38 inspections originally planned fa ylear 2010. Then it was redefined d
to the entry into force of Resolution 119-10. Thaspections are intended to verify tf
structure of the Integrated Prevention and CorgfdIL/FT Unit. Of the 63 inspection
planned for 2010 44 have been implemented, reptiagesd.84% of the plan.

Concerning administrative sanctions to enforcedesi, Resolution 119-10 provides t
following:
. Noncompliance with this regulations shall be suobjto the application of applicab
penalties foreseen in the General Law of Banks @hdr financial institutions, all thi
regardless of the provisions contained in the legdéring in force as of the time of th
violation. See Article 123
. The Organic Law Against the Organized Delinquencgvigles administrative
penalties for Enforced Subjects; as evidenced ticlaés 44, 47, 48, 49, 50, 51, 5
54,
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30. Resources,
integrity and
training

NC

« Concerning the supervision of t

h

regulated institutions, there ate

deficiencies in staffing, stafi
specialisation and knowledge in codes

conduct. In the three financial sectors,
banking, securities and insurances, there
is a lack of minimum resources in order
to exercise inspection and supervisipn

functions of regulated entities. Lack

pf

technical resources, equipment, and

software to facilitate work. Shortage

staff in  inspection, supervisior,
monitoring, regulation and bank contrpl

Df

units. For example the foreign exchanpe
businesses that operate in the borders

have not been supervised since 2004
the CNMV has only one supervis
specialized in prevention.

and
r

e« Improve capability for inspections ar

controls in regulated entities.

« Provide greater resources for the work
of the FIU and for supervision and inspecti

of regulated entities.

dFrom 2008 to date, all sectors that are part ohmprehensive System for the Prevent|on

and Supervision of ML/FT of the Bolivarian Repubtit Venezuela have increased their
otomplement of Staff dedicated to the monitoringitoa and supervision of the offences pf
brinoney-laundering and against the financing of t&me. A situation which has been
reported on several occasions both to the FATRatitle CFATF.

The case being that the UNIF added to date a ¢btaiore than fifteen (15) staff to the
Inspection Division who are responsible for cargyout these activities. On the other hand
there is technological infrastructure that allotwsrh to perform the assigned activities.

The Insurance Sector for its part has the Preverstiml Control of ML Directorate, which
is comprised of a total of seventeen (17) staffiddid into the following areas (Lawyers,
Administrators, Public Accountants, Actuaries, amslirance Technicians) and a Director
(01).

The Securities Sector, for its part, it is evidehtat the National Stock Exchange
Superintendence has within its organization a Prawe, Monitoring and Control o
ML/FT Office. Said Office has a Compliance Offic@1), one (01) Manager, one (0L)
Lawyer who works as a legal support and four (@épéction and Control Analysts. T|
date it is working on the addition of two (02) mdmspection and Control Analysts.

[e)

In relation to the Regqistrars and Notaries Sedtodate said sector has an organizational
structure for the Prevention, Control and SupeovidViL Directorate , it is as follows:
a).- Coordination of Control and Supervision.

b).- Coordination of Prevention

c).- State Coordinators

Currently there are seven (07) staff members, diotuthe Director of Prevention, Control
and Supervision of ML. However, the necessary stepshe addition of eighteen (18)
officials are underway.

For the Customs and Internal Taxes Sector it hes beted that there is a Prevention and
Control of ML Office, which is a Functional Unitréctly attached to the Office of the
Superintendent. Its mission is to monitor, plargreee, evaluate and punish in an efficient
manner the operations and activities carried outhgy Service units and the Regulated
Entities in order to avoid them being used as umsémts for laundering, in order fo
mitigate the risks associated with money-laundesing ensure the Nation's socioeconomic
order.

To date the Office of Prevention and SupervisioMohey-laundering, has a complemgnt
of thirteen (13) support staff for the executionitsfactivities, including the Head of th
Office, and they also have the Technological Ptatfof the SENIAT, in support for the
execution of its functions, which efficiently sdigs the requests presented to date in that
Office.

[0

Financial Sector

During 2011 the UNIF added eight (8) staff memlderthe Inspection Division, which i

oY

m

responsible for on site and off site evaluatiomtom and follow up of the activities of th
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regulated entities in the area of MU/FT preventima control.
In this regard the total staff of the InspectiowiBion of UNIF is now fifteen (15).

In addition, the Inspection Division was provideithithe physical infrastructure necessg
to accommodate the new staff; and was also givem#tessary technical equipment
fully carry out its inspection functions. This aisted in assignment of desktops to
fifteen staff members of the Inspection Divisiomdafour portable computers fqg
fieldwork.

Likewise, an Annual Operational Plan was developedwell as an Annual Plan ¢

ry
to
he

f

Inspections to be carried out, which clearly intBsathe regulated entities to be evaluated

and the estimated dates for this, in order to improntrol and facilitate the developme
statistics for measuring the effectiveness of tha&'§&/work.

Inspection mechanisms necessary for the Unit's waeke also designed and develop
such as: internal control questionnaires, desigmefmoranda for findings, substanti
testing by the use of computer programmes for vigighresults, applicable to varioy
areas of evaluation (Know your Client policy, Kngwur Employee policy, Manual o
Procedures, etc). The inspection staff of UNIF baicipated actively in various trainin|
activities organised by various bodies, as follows:

Operational Risk

- Professional Ethics

- Risk Matrices (Panama-ACAMS)

- Training course for CATF evaluators (Dominican Relfm)

It should be emphasised that attendees then awuklipliers and transmit their knowledg
to the remaining inspection staff.

Insurance Sector

The Insurance Superintendency has an ML/FT Premesatid Control Unit, which must by
provided with the organisation, the duly trainedltidisciplinary staff, with operationa|
autonomy, as well as financial, material, techniadl training resources to enable it
carry out its functions fully and efficiently andigervise compliance on the part

regulated entities with Resolution No.514 and otb&evant regulations.

It should be emphasised that the Ministry for Piagrand Finance, on 22July 2011,
approved a new structure for the Superintendenuy,tlais raised the existing Unit to th
status of Directorate.

This ML Prevention and Control Directorate has ¢haeeas of responsibility as follows:
a).- Analysis and follow up

b).- Inspection

c).- Prevention and control

The ML Prevention and Control Directorate has altstiaff of seventeen (17) distributed
the following areas (between Lawyers, Public Actants, administrators, actuarig

nt
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insurance technicians) and one (01) Director.
The following training activities took place duri2§11.

1.- Montevideo, Uruguay from"6to 10" June Mercosur attachment in ML/FT preventi
and control for officials of financial supervisdnpdies and financial intelligence units (
officials).

2.- VIl International Anti Money Laundering and AnRisk and Fraud Internationg
Conference 27and 28 July (08 officials).

3.- Advanced programme in ML Prevention and Auditof Compliance. March to Jun
2011 IDAEP (06 officials)

4.- Impact of New Regulations on Prevention and t@brof Money Laundering andg
Financing of Terrorism in the Insurance Sectotly 2011. (03 officials)

Stock Market

The National Superintendency of Securities includesML/FT Prevention and Contrg
Department. This Department has one (01) Compdiafficer, one (01) Manager, on
(01) Legal Advisor and four (04) Inspection and €ohAnalysts. At the present time it
in the process of obtaining two (02) further Ingmetand Control Analysts.

For the exercise of its functions this Unit spegifiy relies on the Suspicious Activit]
Reports system, which is a “web enable” informasgstem, that is to say a system of w
access developed internally on free PHP/MySQL swofwdedicated exclusively to th
storage of suspicious activities among institutirelated to the SNV.

Training activities carried out include:

1.- "SPECIALISED TRAINING PROGRAMME FOR EXAMINERS BTHE CAPITAL
MARKETS AND FOR REGULATED INSTITUTIONS OF THE INSURNCE SECTOR
IN THE AREA OF PREVENTION AND CONTROL OF MONEY LAUNERING AND
FINANCING OF TERRORISM”

2.- "BEST PRACTICES FOR MANAGEMENT OF MONEY LAUNDHERG
PREVENTION AND CONTROL UNITS IN THE VENEZUELAN FINACIAL
SYSTEM”.

3.- “PREVENTION AND CONTROL OF MONEY LAUNDERING ANDFINANCING
OF TERRORSIM".

Regqistry and Notarial Sector

The organisational structure of the DirectorateFoevention, Control and Prosecution
Money Laundering is as follows:

a).- Coordination of Control and Prosecution

b).- Coordination of Prevention

on
D2

(]

of

c).- State Coordinators
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At the present time it has a staff of five (05)luating the Director of Prevention, Contrp
and Prosecution of Money Laundering. Neverthekgsnecessary procedures are in place
for the incorporation of eighteen (18) further offils.

Staff have attended the following training actiséti

1.- “International Anti Money Laundering and TeisbiFinancing Congress”.
2.- “Workshop on basic aspects of ML/FT Preventiad Control and their Contribution to
the UNIF” held in the National Anti Narcotics OfidONA).

3.- “VII International Conference against Money hdering, Risk and Fraud”.

On Saturday 1'3 August 2011 the first training workshop in Prevemtand Control of
Money Laundering was held for the purpose of priasgrihe integrated money laundering
prevention and control system of the Autonomousistegand Notarial Service to thp
auditors and inspectors of Registry and Notarialies and the confidential senior staff
of the central autonomous service of SAREN for pliepose of sensitising staff to the
subject and making known the policies and procedtorde applied by the Directorate.

In addition, the ML Prevention and Control Direetta is planning for the current year
seven (07) day workshops for training in Money Ladenng Prevention and Control at the
National Level with an expected attendance of 168igials including the Compliance
Officers of every Registry and Notarial Office witieir respective Registrars and
Notaries. It is intended to distribute as suppoegterial a practical Schematic Guide,
describing the characteristics of the crime of nyolsindering, warning signals and an
analysis of the various legal instruments: Conwersti National Law and International
Legislation. For 2012 the Annual Operational Reb{®OA) includes the holding of thirt
six (36) day training workshops, for officials arenployees of the integrated M|
Prevention and Control system. At the same tineedidly workshops will be extended to
include officials of the Registry and Notarial See/ (SAREN) at central and regional
levels. They will include various Registrars, ali¢s and at the national level Compliarice
Officers.

It is also planned to extend these day training<aloops to Real Estate Advisors, Busingss
Advisors, Concessionaires, as well as to Spokespersf the Popular Power in the
Struggle for Prevention, Control and ProsecutioMohey Laundering.

CUSTOMS AND INTERNAL REVENUE SECTOR

SENIAT has an ML Prevention and Control Office, ahis a functional unit reporting
directly to the Office of the Superintendent. ritde is to supervise, plan, monitor, assess
and sanction in an efficient manner the operatiand activities carried out by the
departments of the Service and the regulated utistits to prevent them being used |as
money laundering instruments, in order to mitigateney laundering risk and ensure
socioeconomic order in the nation.

At the present time the ML Prevention and Contréfid® has a staff of thirteen (13),
including the Head of the Office,and it also has ¥echnical Platform of SENIAT t
support its activities, and this efficiently me#is needs of the Office.

The following training events were held:
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1.- Advances in Money Laundering Prevention and lu&aton of Compliance (09
officials).

2.- Money Laundering Prevention and Control co(tseofficials).

3.- Course of Physical and Electronic Control afd@mgers under the Luggage Regulati
(10 officials).

4.- Most common Money Laundering Methods (10 offis).

5.- VIl International Conference against Money Ldering, Risk and Fraud (11 officials)

31. National co-
operation

ML

¢« The various legal mechanisms f
coordination established in the law hal
not been adequately applied.

br » The legal mechanisms (of cooperation) ha
e not been adequately applied and it
therefore necessary to determine the b
way for the various institutions can devel
them in the interest of greater effectivenes
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« Likewise, it is necessary to highlight Division @t®n of the General Direction again|
Organized Delinquency of the Public Ministry themse of which is to be constituted
an entity destined to effectively and timely respawithin the framework of the figh

It is important to highlight that the Superintenderof Banks and Other Financial

Institutions through UNIF executed information eange memorandums with th
Superintendence of Insurance and the National Ceriom of Securities in orde
for these supervising entities to remit SuspiciAasvity reports to UNIF.
Regarding national cooperation and coordinatioas, Ahti-Narcotics Squad of th
National Guard plays an active role in working parend coordination meeting
with the various State bodies and agencies, as agellith private institutiong
involved in combating money laundering and finagciof terrorism.  This
collaboration is aimed at improving procedures, hexging information and
speeding up investigations in order to achievepttaetical results that will enabl
the Public Ministry to reach firm decisions.

The Criminal and Financial Investigation Directeraf the National Guard has he|
working meetings, and attended courses and semioarsnoney laundering an
financing of terrorism with other national agenciasolved in combating thes
offences.

The Superintendence of Banks and Other Financititutions, through the Nationg
Financial Intelligence Unit, has increased natiocabperation mechanisms wit
State financial institutions and bodies.

Workshops and courses have been held for reguitaséitlitions to strengthen the|
prevention systems and improve the quality of tBdiRs.

The FIU has also held various working meetings wlid National Anti-Narcoticg
Office and the Public ministry to strengthen maehyrfor information exchange.
The CICPC is efficiently managing inter-agency tielas in support of the variou
investigations being carried out into money lauirdpand financing of terrorism|
thus effectively overcoming previous deficienciesequests for financial, legal an
accounting information from various private and gowmnent entities. Links hay|
also been strengthened with various governmensttigative agencies, such as t|
National Guard, SUDEBAN, the Independent Registry dlotarial Service, and a
authentications and notarisations of documents &tduirto the different Register
and notarial offices nationwide are processed aaticaly.

The National Anti-Narcotics Office is responsibler forganising and runnin
meetings with the participation of the CICPC, tertnate and design strategies
solve the shortcomings or gaps that may appearhé development of th
investigative process. It should be noted thatGH@PC also has Divisions again|
Organised Crime, Financial Crime, Computer Crimerrdrism and Piracy, whic
tackle money laundering and terrorist financinghwéfficiency and promptnes
The possibility is also being studied of includimg its structure a Generg
Directorate Against Money Laundering.
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against Organized Delinquency in different settingserefore, contemplates as part of |its
action lines articulation of efforts with entitiemcountered within and beyond the justice
management system linked in matter of OrganizeéhBeéncy to the purposes of creatipg
a common fund in combating such scourges. By vidgfispecific competence of the
General Direction it has inscription to the DirectiAgainst Drugs, such as the Direction|of
Legalization of Capitals, Financial and Economiin@ss being this latter recently created
and the purpose of which is oriented to establistaisingle dependency action lines
addressed to investigation and design of strategigsnst legalization of capitals and
financial and economic offenses, thus complyinghwitticle 58 of the Organic Law
against Organized Delinquency, which provides distaibent thereof
« Likewise, it must be highlighted that the Publicridiry on 28 and 29 of October 2010
carried out “IV International Convention againsuBs and Capitals Legalization” to whigh
705 participants attended belonging to differeatesentities involved with combating of
this offensive figures. Its development centeredpioviding efficient tools, exchange
experiences and generate a global vision of thie tnprder to unify criteria and efforts tp
effectively fight such scourges. The accomplishnwérhis event also had the objective |of
consolidation of tasks aimed to attain an appraaehcooperation of the different entities
related with the topic in order to establish a camnframe to add pertaining the foreseen
in national and international legislation on thettera
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32. Statistics

NC

An evaluation on the efficiency of th
system has not been carried out.

Only in the area of the UNIF there a
complete statistics available. .

With respect to the information o
investigations, convictions, seizures e
the information is partial or unavailable
In the matter of
cooperation, statistics were not adequ
in order to evaluate its effectiveness

international

of the AML/CFT system
e

IC,

pte

e « Generate overall statistics in all the agend

ieBhe fact that the statistics which support thecadficy of the Anti-Laundering and Anti
Terrorism System of the Bolivarian Republic of Venela is confirmed, and has be

en

stated both to the CFATF as well as the FATF in128dd 2012, during the Face to Face

Meetings held in Miami, USA.

See ANNEX 1

(Integration of police statistics refers to theegration of statistics between UNIF and the

Ministerio Publico): The Ministerio Publico and théNIF of SUDEBAN have worked

towards unification of the figures for STRs comfngm that institution and those receive

by the Ministerio Publico intended for the openafgriminal investigations, in such a wa
as to present numbers in a coordinated fashiolenmgeater control in the follow up t
these reports and thus determine their destinatichknow for certain how many result
convictions and acquittals.

From the various meetings held by the Money LaundeFinancial and Economic Crim|

o

5 0<

Directorate of the Ministerio Publico and the UNfRve come, among other issugs,

recommendations for improving production of STRwluding the necessity to provid

[0

information on the criteria of classification usadhe reports, and indication of the source

of the information contained in them, date of thstlupdate and details of the fa
motivating the reports; description of the verifioas performed; the financial history a
analysis of the banking movements of the subje¢chefreport in each of the accounts,
enable, as far as possible from the flow of funagpreciation of their origin an

destination, as well as the presumed link to illegdivities; the reasons for which it was

ts

o

to

decided, during the financial intelligence procéss;onsider the activity as suspicious, and

the development of a glossary of terms for the rgameent of information contained in the

Suspicious Activity Report, to facilitate the wodk the representative of the Minister
Publico.

It was also agreed to revise the information ftdiF received by the Ministerio Publica,

that is to say the annual history of STRs, workiagkwards from 2010, for the purpose

rendering the statistics more reliable. As an imatedresult we can see that both Puhlic

Prosecutor’s Office and the UNIF submit their jdigures, which shows that during 200
the UNIF sent a total of sixty-one (61) IntelligenReports to the Public Prosecuto
Office, twenty-four (24) of which are follow upsiving rise to approximately thirty-si
(36) new investigations.

These extra reports consist of all those whichatacorrespond to new STRs but which are

related to a previous year, and from which a crahimvestigation by the Ministerig
Publico arose. This is definitely another sucadghe UNIF and the Ministerio Publico i
their efforts to achieve accurate merging of tHgjures, since it has been possible
define as extra reports those which, as statedealsre linked to a criminal prosecutig
already initiated on the basis of a previous STR are therefore considered advanceg
the first STR, and thus adds to the information essary to continue with th
corresponding investigation.

As stated more fully above, the Ministerio Publisoat present in the final phase

developing a complete database system which isdeteto include items relative to dat
of investigation as well as convictions (when theseur) in ML/FT cases (should son
crime of this type occur). Another of its feature®ne which outputs information on th
property and money seized and confiscated in spdeijal cases. It is also intended
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provide statistics on ML cases where the prediadfence is other than illegal dru
trafficking, and for this the system contains aeotfeature which makes it possible
highlight the crime together with offences of thjipe. In each case the information syst
will output statistical results from which it is ped to obtain quantitative informatio
concerning the offences in question. The scrednth® information system includ
commands for downloading integrated data on caséed to money laundering an
financing of terrorism, as well as others relatiodinancial and economic crimes, such
requests for mutual assistance in criminal matieternational cooperation). It shou
therefore be emphasised that implementation ofsystem is expected to provide grea
precision and scope and that it is an efficient dingely response to the CFAT
requirements in harmony with the standards laid rdaw the FATF forty nine (49
Recommendations.

UNIF has submitted to the Ministerio Publico thatistics relating to intelligence repor
submitted to that agency, broken down by year ahRsS associated with intelligeng
reports, all relating to the period between 2004 201.1.

The UNIF has appointed a permanent Liaison Offigién the Public Prosecutor’s Office
responsible for reconciliation of statistics wittat Agency, and having done effecti
reconciliation for 2009, 2010 and 2011 so far.

Additionally, as an example of the consolidationstdtistics, the compendium of figurg
recorded during the meeting face to face meetirld With the authorities of Financig
Action Task Force (FATF) International CooperatiBeview Group (ICRG) and th
Executive Secretary of the Caribbean Financial dkctiTask Force (CFATF) lag
September, 2011, in Miami, United States of America

to
em
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33. Legal
persons—
beneficial
owners

NC

« The project for computerization gf « Complete the establishment of a system tBegistry and Notarial Sector

Register and notarial data is not yet
complete. There is therefore no national
register to provide necessary details jon
ownership and control of companies.

enable control of legal persons to

determined

pe

underway. This Project was created through ALBA@mtions and is at present bei
of helping to guarantee Legal Security of all Varsans.

The aforementioned Computerization and Moderninaffwoject includes among oth
Notarial System in155 Notaries and 27 Public Regi®&tffices with notarial functions; a
abovementioned systems will be implemented.

documents, the organizational transformation amedldiinch of the Statistical Solution
Central SAREN, remodeling of infrastructure anduisitjon of office computer equipmen
and the installation of cable networks in seledfites.
The main objectives of the Project are as follows:
a).- Improve the services offered by the Registry Botarial Offices, thereby achieving &
optimum level of user satisfaction.

b).- Standardize the Venezuelan Notarial and Reg8strvice
¢).- Reduce money laundering

d).- Implement technological mechanisms which alt@mtralized control and follow up @
the Registry and Notarial Services.

which is ninety five point seven percent (95.7%jhaf total.

Achievements of the Project

9 respectively has been culminated successfulyngisolution to the requests for chan
requested.

Nacional Experimental de la Seguridad (Nationaldxpental Security University)
Caracas, Miranda and Aragua.

Progress of the Project

1.- Electrical upgrading has been completed irffitee20 offices to be launched and a to
of 9 offices are ready.

2.- Training is about to begin for the fourth groofppersons (15-19" August) togethe
with the respective logistical processes for susfaésonclusion of the activities set out
the National Experimental Security University.

57

The Project for Computerization and Modernizatidrthe Offices and Registries of the
Independent Registry and Notarial Service (SARENaitronym in Spanish) is at present

aspects, the launch of the Registration SystemlimMain Registries, the launch of th
well as, the launch of the Financial Managementte®ysin the 203 Offices where th

Likewise, work is proceeding on the installation afCentre for the binding of lega

To date a total of one hundred and ninety thre@)(Iffices have been computerized

2.- Training of officers of Main Registrars and RoiNotaries of 17 offices of the Capital
and Miranda has begun, to date a total of 175@fitiave been trained at the Universidad

3.- Networks have been installed in a total of 48ces at level 1 of the launch far

g

implemented by the General Directorate of SAREMe $ame was conceived with the aim

1%
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1.- The pilot tests in the Main Registrar of that8tof Miranda and in the Notaries 15 and
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34. Legal PC « There is no central registar « Establish some kind of system to enabl®egarding the existence of a Central Registry tmepass trusts set up by banks, it is
arrangements — encompassing all trusts set up by parties controlling legal arrangements to [b&o the multipurpose banks to keep statistics ofTthests set up, as well as data on th
beneficial banking and insurance institutions. known. final beneficiaries. This information may be cdrogated in the inspections carried out py
owners « The effectiveness of this rule could npt this agency.
be determined, nor was it possible [to
discover what information the registers . Identification and knowledge of the beneficiaryreal final holder of trusts; legd
of the competent authorities contained. persons with complex shareholding structures.
. It is not clear for the evaluating
team the adequacy of access |to With regard to trusts, mandates, commissions arerotrust type operations, th
information when trusts are formed by Superintendency of Banks has authorised multiperpasks to perform these operations,
clients of a Venezuelan financial which are regulated in Article 73, 74, 75 and 7@haf Decree with Force of Law partial
institution but from a branch located n amending the Banking Act, published in Official @4 N0.39,627 of " March 2011.
another country in which the legislatign Act No.8,079 of ¥ March 2011. In addition, Article 65 of Resolutidi9-10 requires
in this respect is different or where ML/FT risk management in trust operations.
banking secrecy is excessive.
The regulated institutions licensed as Trust lnstihs must consider this type of prody
as high risk and ensure that there is adequateisprand timely information available g
the Trusts that they manage, including informationthe Trustor and final beneficiarig
In addition, they must design means for mitigafioaccordance with the risk level and t
nature of the product.
35. Conventions C
36. Mutual legal ML * Problems in identifying goods exist, ase There should be a mechanism to deternine The Criminal and financial Investigation Directeraif the National Guard, in th

assistance
(MLA)

noted in Recommendation 3

the goods of which a person is owner, i

truthful and timely manner.
¢ Establish an effective mechanism
freezing financial accounts.

fi

a course of ML and FT investigations, determinesjabdy and promptly, the
ownership of assets of persons, both natural agel, lender investigation, throug

or the National Registry and Notarial Directorate.
. Our Legislation foresees that within the framewoflan investigation the existeng
of goods used and/or obtained in the commissiorthef crime be determined
although only with founded suspicious of precedesttal be preventively ensurg

. Likewise, through SUDEBAN there is an effective imacism for the freezing o)
financial accounts and even the Public Ministryhiitthe framework of lega
attributions may request directly to financial @nking institutions the ensuring a
freezing of accounts.

. As such we have the Organic Law against OrganizedeOwhich provides:
Seizure of Confiscation Article 19. The seizureconfiscation of property inputg
raw material, machinery, equipment, capital or prisl and benefits coming fro
crimes committed by members of an organized deéinqu group is necessaril
attached to the principle crime, even if thesemieeld or filed without participatior)
in such crime whether legal persons or individuals.

shall be destroyed. The psychotropic and narcaiistances shall be destroyed throy
incineration or other adequate means before a aojtige, an attorney, general of tf
Public Ministry and an officer police in charge @iminal investigations, following thg
procedure indicated in the Law on this matter atietrogoods product of other crimes
organized delinquency shall be destroyed whenévenature so demands in accorda
with the Law.

Likewise, the seizure of instruments, equipmenmeaanent, vehicles, and effects wi

and seizure thereof shall be ordered whenever théireal condemnatory sentence)

All instruments or equipment to counterfeit or alteirrency or securities of public credi

[}
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o -

o

gh
ne

of
nce

h

which the punishable act was committed shall beiliank crime in accordance with
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provisions of the Criminal Code and in relation lwiveapons it shall be executed
accordance with the provisions of the weapons aptbsives law.
Block or preventive immobilization of banking acodst

by the organized crime, the attorney of the Miistray request before the judge of cont
authorization to block or preventively immobilizeetbanking accounts belonging to any|
the members of the organization under investigatienwell as the preventive closure

spectacle or industry linked with such organizatiand in Organic Law Against Unlawful
Traffic and Consumption of drugs and narcotic safxses we have the following

Avrticle 66

Seized, Insured and Confiscated Property.

this law or in related crimes such as goods ortalpfor which it is not possible t
demonstrate lawful origin, banking assets, lifdestyhat do not correspond with income

invoicing, transfer of cash, violating custom regidns, banking or financial transactio

unusual transactions, lack of use, non-conventigtaictured or transit transactiof
classified as suspicious be Enforced Subjects, leaterprise, companies or corporati
which are inexistent or any other conviction eletetept if the law expressly prohibits
shall be in all events preventively confiscated ardkred whenever there is a final defin
ruling confiscation thereof shall be allocatedte tlecentralized entity on the matter whi
shall avail thereof in order to allocate resourfceshe execution of its programs and thg
accomplished by public entities entrusted with espion, prevention, control an
fiscalization of crimes typified in this law, as Mas for entities entrusted to programs 1
the prevention treatment, rehabilitation and so@eahdaptation of consumers of narcot
and psychotropic substances. Likewise, resourcak lsé allocated for the creation a
strengthening of national and international netwarlentioned in the Law

Avrticle 67

Management Service of Ensured Seized or Confiscabedis or Property

The decentralized entity on the matter shall createlnsured, Seized or Confiscat
property management Service, for those propertigsd by the criminal courts in orde
to adopt measures necessary for due custody, pagiser and management of resourceg
order to avoid alteration, disappearance, or deggion or destruction and may appo
depositories or special manager who shall submitstguideline and submit periodic
evaluation control and follow-up reports concerningnagement. These persons shall h
the nature of public officers for purposes of kegptustody and preservation of goods 3
shall respond from the civil and criminal viewpanbefore the Venezuelan state g
offended third parties. The Attorney General of Bublic Ministry with authorization fromny
the control judge may request the allocation of sdype of seized or property for its ug
safekeeping custody to an official institution thatds it for compliance with its tasks.

Article 21. During the course of a criminal invegtiion for any of the crimes committgd

any premise, commercial establishment, trade, atalsjno, night entertainment center,

any other lawful support in which fake imports otperts over-invoicing or double

from or to other countries without being able tadence investment of unlawful placement

in

rol
of
of

Real estate of chattels, capitals, ships, airdait] automotive vehicles, stocks equipment,
instruments and other objects which may be useithencommission of the investigated
crime as well as those property about which themauspicious of crime origin foreseen |i
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37. Dual
criminality

ML

¢ Venezuela cannot extradite nationals
foreigners when the sentence col
surpass 30 years of prison

ore The rule that prevents extraditing nation

Id or foreigners capable of receiving
sentence greater than 30 years must
reviewed

als In terms of extradition regulations provided in t@®nstitution of the Bolivarian
a Republic of Venezuela Articles 23, 69, 271 are iapple.
be Nations may not be extradited; however they mayeapjn trial at the request of th
offended party or the Public Ministry.
Under no circumstance shall extradition of foreigsponsible for crimes for dg

legalization of capitals, drugs, delinquency, oiged international crime, facts again
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public heritage and other states and against huiglars may be denied.

It is necessary to mention that the application tios regulation responds th
fundamental principals in legal matters of the Ragu extradition may not be grante
to any person, the condemnation of whom in theestaquires more than 30 years sin

legally in Venezuela.
On the other hand the Public Ministry provides slpport required concerning th

Letters, for which without prejudice the doublerindnation requirement except whe
dealing with the application of precautionary measuFrom statistic data attached
this matrix active tasks accomplished by the PuMlinistry concerning procedure g
international cooperation instruments in criminaltters is cleared

38. MLA on
confiscation and
freezing

PC

Problems in identifying goods
Lack of Agreements for the sharing
assets.

The effectiveness of the possih
measures of cooperation contained in
LOCDO could not be evaluated.

» There should be a mechanism to determ

pof the goods of which a person is owner, i
truthful and timely manner.

le+ Establish an effective mechanism f

he freezing financial accounts.

ire See previous Recommendation and the new Resolufid@sand 158 of 2012.
a
* One hundred and ninety three (193) registry officage been computerised. In the
prrapid access can be had to information on natmdlegal persons and property subject
transactions carried out in accordance with thevipians of the Public Register arn
Notarial Act.

* The Anti Narcotics Squad of the National Guard rreans close relations with all th
police and military attaches of the various emlessé our country, and provides the
when necessary with information requested which imayto their interest and may |
related to seizure of drugs and detention of foreigzens. It also provides information d

of unlawful activities.

* The Directorate of Criminal and Financial Investigas of the National Guard, in th
course of ML/FT investigations, determines the awship of property of natural and leg
persons under investigation, accurately and in lyinfashion, through the Nationg
Directorate of Registry and Notarial Services.

« Even though it falls to the Ministerio Publico tequest sequestration of property, f
CICPC in the course of investigations is able teatively determine the ownership
property of the person or persons under investgatind/or related to a particular ca
This information is handed over to the Ministerizbico.

¢ Under Venezuelan law, when in the course of anstigation the existence of proper
used and/or obtained in the commission of the offéa determined, although this may
based solely on well-founded suspicion of its cniahi origin, it shall be subject t
provisional seizure and when there is a final cctim its confiscation shall be ordered.

* Likewise, under SUDEBAN there is an effective metha for freezing of financial
accounts and the Ministerio Publico also, withm lggal functions, may directly reque

constitutional order, through Article 44, foresekat imprisonment penalties shall npt
exceed such term, therefore, taking into accouatttthe Supreme Law of the Republi
makes this express provision is not applicablerémigextradition to a person that in the
State required will be subject to a penalty exaegdiuch maximum term established

e
procedures for Mutual Assistance Requests in Cahtifatters, Warrants and Rogatory
n

investigations being carried out by those goverrtmen money laundering and financing

—
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* Resolution 119-10 makes it clear that financiatiinsons must pay particular attentig
to operations and activities which show signs that funds involved may be linked th
financing of terrorism, and then to submit themitodepth analysis, and when th
institution deems suitable, and the transacticrategorised as suspicious, it must send
STR to the UNIF.

* Blockage or preventive freezing of bank accountdjcke 21. In the course of
criminal investigation for any of the offences coitied by organised crime, th&scal of
the Ministerio may request from the judge in chasfi¢he case authority for blocking g
preventive freezing of the bank accounts belongingny of the members of organisati
under investigation, as well as the preventive url@sof any premises, establishme
business, club, casino, nightclub, theatrical psesi or industry linked to suc
organisation.

» Article 183 of the New Organic Law on Narcoticpstates as follows:
Sequestered, seized and confiscated property:

“The judge in charge of the case, at the requestefFiscal of the Ministerio Publico, shg
order the preventive sequestration of the moveablenmoveable property which may b
employed in the commission of the crime under itigation in accordance with this Ac
or concerning which there may exist evidence ofirthmlawful origin. Until the

property shall be placed at the disposal of theeguuag body for t safeguarding, custod
maintenance, conservation, management and usehesntody may assign them to th
execution of its programmes and the programmesuge@dy public agencies and bodi
engaged in the prevention and repression of ttenoffs specified in this Act, or to publ,
agencies and bodies engaged in programmes of pi@vetreatment, rehabilitation an|
social reinsertion of the recipient. The owner safch property, when there a

and this shall be decided in the preliminary hegirin
. It should once more be emphasised that the mechamieluded in the Act are fully
effective, thanks to the existing linkage among tharious agencies wit

competence in the area, with the result that akétsswhose linkage to members

guaranteeing that the already established mechdiisthis purpose produces t
necessary outcome and gives satisfactory results.

39. Extradition

ML

* Venezuela cannot extradite nationals
foreigners when the sentence col
surpass 30 years of prison

or The rule that prevents extraditing nation

Id or foreigners capable of receiving
sentence greater than 30 years must
reviewed

als » In terms of extradition, regulation provided in tBenstitution of the Bolivarian

a Republic of Venezuela, Articles 23, 69, 271 areliapple.

be Nations may not be extradited; however they magdagt to trial at the request of th
offended party or the Public Ministry.

Under no circumstance shall extradition of foremnforeign responsible for crimes fq

public heritage and other states and against huiglats may be denied.

We insist that in the application of this regulatisponse to fundamental principles
legal matters of the Republic such as those reféaoceinder Recommendation 37.

40. Other forms
of co-operation

organised criminal groups has been verified, mayfrbeen without delay, thus

legalization of capitals, drugs, delinquency, orfged international crime, facts agains

@ ® >

an

o =

specialised confiscated property management seisiestablished, the abovementioned
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circumstances which indicate his lack of intentishall be exempted from such measufes
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SR.I Implement
UN instruments

PC

* No system for making operational t
implementation of UN FT resolution
has been established.

e
5

Establish a system for making operatio
the implementation of UN FT resolutions.

aWith the aim of correcting this observation, the Bdivarian Republic of Venezuela,
established through the publication in the OfficialGazette No 39.945 dated June 15
2012, the Complementary Resolution No 122 of thatame date, which describes 3
mechanism for the immediate freezing (without delay in accordance with the
requirements of the United Nations Security CounciResolution Nos. 1267 and 1373.

On the other hand the Venezuelan State through th@ublication in the Official
Gazette, of Resolution No. 158 dated August 15thmplemented countermeasures tg
regulate the instrumentation and application of Reslution No. 1373, approved by the
United Nations Security Council (UN) in its sessio#385a, held on the 28 September
2001in relation to the persons listed and delistedby the National Office against
Organized Crime and the Financing of Terrorism (ONDD its acronym in Spanish); as
well as freezing or preventative blocking and unfrezing or unblocking, without delay,
by the reporting entities of the funds and other faancial assets or economic resource|
of persons who commit, or attempt to commitone or more terrorist act (s) or
participate in them, or facilitating its commissiony of entities owned or under the
control, direct or indirect, of such persons, and b persons and entities acting on|
behalf of such persons and entities, or under theicontrol, including funds obtained
or derived from assets owned or controlled, direcyl or indirectly, of such persons and
of persons and entities associated with them

It is important to note that this Recommendatiors weviewed by the FATF ICRG, during

the onsite Visit held on 5and 18 January 2013, with no comment being issued on
matter.

The Superintendency of Banks has effected eighsi(®e 2008 and up to March 201
Circulars aimed at the National Banking System, ceoming requests for financia
information from natural and/or legal persons lidk® the Financing of Terrorism
pursuant to Resolutions 1267, 1373, 1455, 1483162224, 1333, 1390, 1617, 1624, 4
1735 of the United Nations Security Council.

Likewise, through Resolution 119-10 there are factm be considered high risk i
countries or jurisdictions included in the listussl by the Security Council of the Unite
Nations; likewise, Enforced Subjects must apply itooimg procedures on transactio
with countries or geographic areas in accordante ligts issued by the United Natio
Security Council where individuals, organizatiorscountries in particular be subject
sanctions for the financing of terrorism. It is ionfant to highlight that within the report
of operations in dollars of the United States ofefitea or its equivalent in other currenci
(Purchase and Sales, Transfer and Electronic Mahey)Enforced Subjects must transr
operations with countries or jurisdictions whereytlare listed by UN.
Among the Factors or categories to be considerglu fisk Resolution 119-10 includes th
following:
Regardless those that additionally may be included rated in such category
accordance with the risk rating procedures of ML/&fTeach Enforced Subject or i
accordance with the instructions of a competerfi@ity on the matter or in accordan
with best international prevention practices for IML. Among the high risk factors th
following are considered (article 32 in paragrapeubparagraph b)

4. Countries, jurisdictions and/or geographic areaklvhepresent high risk. Th

the
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MU/FT risks. There is no universally agreed defort by government o
international entities which prescribe if a courgrydetermined region represent
a higher risk level for which Enforced Subjects aigen instructions tq
consider the following as high risk.

5. Those considered by the International FinancialiohctGroup (hereinafte
FATF), as non-cooperating parties or those prewangystems of ML/FT risk
considered inexistent or if existing are not effesdy applied

6. Countries or jurisdictions included in the listsued by the Security Council g
UN

Procedures that Enforced Subjects must develogtectactivities related with financing
of terrorism are the following:

=

Apply monitoring procedures on transactions withirtoies or geographic areas according
to the issued by the United Nations Security Cdunbiere individuals, organizations or
countries in particular are subject to sanctiomgte financing of terrorism.
1. Monitoring that allows to identify transactions atdd with individuals or lega
persons that have been identified in other jurisnic as elements related with
terrorist activities or organization or financirigeteof.
2. Procedure for the internal control and alert sigitesed on typologies detected gnd
communicated by the national authorities or otheaisglictions related with the
financing of terrorism activities.

Likewise, reports of operations in US dollars ouigglent in other currencies (Purchase
and Sale, Transfers and Electronic Money) whichoEed Subjects shall remit to
SUDEBAN with in fifteen (15) calendar days followinthe monthly closing using
electronic transmissions, a report of operationgusEhase-sale and transfer of currencies:
as well as electronic cash sales in currencies twhply with the following
characteristics:

1. Transfers equal or exceeding three thousanallersl (US$3,000.00) or its equivalent
in other currencies, made towards or from ter@®ror regions included in the list of
“Physical Havens” countries, or states or juriddits that have a fiscal system
differentiated among residents and nationals, absolbanking secrete, lack of
international treaties on the matter; as well aduced taxes or non-existing taxes
published by the organization by the Cooperatiath Boonomic Development (OCDE) of
UN.

2. Transfers equal or exceeding seven hundreditipdlhited States dollars (US$750.0
or its equivalent in other currencies, made towamdfom countries mainly areas whid
produce drugs in accordance with specificationsGadbal lllicit Drug Trends of the
United Nations (Web Page www.unodc.o8ge Article 78
Communication Channels with Reporting Entities:

In Annex 6the summary table for the processing of applicatiohfinancial information
of legal persons and/ individuals linked to theafining of terrorism is presented
accordance with the provisions of Resolutions 12873, 1455, 1483, 1526, 13224, 13
1390, 1617, 1624, and 1735 of the United Natiormufsy Council.

=N

w S

- The circular issued SUDEBAN SBIF-DSB-UNIF-19574tetl October®12010, requires
regulated entities to report immediately to the FWhen identifying persons or
organizations that are mentioned in the lists of Riéolutions.

SR.II
Criminalize

PC

« A few problems of definition which

could cast doubts about the autonomy

« Improve criminalization.
ok Lack of records of cases of financing

The Organic Law against Organised Crime (LOCDO)
RS
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terrorist
financing

the offense.

« Although there are cases of terrorism,
cases of FT are known.

* No criminalization of the financing o
individual terrorists.

no

opposed to existing terrorism cases.

The Organic Law against Organized Crime and the Fiancing of Terrorism, in article
53 criminalizes the offence of financing of terrosm in the following terms:
"whosoever provides, facilitates, protects, manage<ollects or seeks funds by any
means, directly or indirectly, with the intention that these be used in part or whole by
an individual terrorist or by a terrorist organizat ion, or to commit one or more
terrorist acts, will be penalized or punished withimprisonment from fifteen to
twenty-five years, even though the funds have notelen effectively used or the Act or
acts of terrorism has not been consummated.
The penalty stipulated shall apply regardless of wéther the funds are used by an
individual terrorist or by a terrorist organisation operating on foreign soil, and
without regard to the country in which the terrorist act or acts may take place.

The crime of Financing of Terrorism cannot be justiied under any circumstances, be
it political, philosophical, ideological, religious racial discrimination or other like
considerations.

Q) Funds is thus defined by article 4.2 of the Organidaw against
Organized Crime and the Financing of terrorism as:"assets of every kind,
tangible or intangible, movable or immovable acquied in any form,
including electronic or digital, which prove ownersip or the participation

of said assets, including among others: Bank credit traveller's cheques,
bank cheques, payment orders, stocks, bonds, bilid Exchange and credit
letters regardless of the legality or illegality otheir origin”.

Consequently, the abovementioned article covers thiinancing of terrorist
acts, individual terrorist and terrorist organizati on, terms that are defined
in the article 4 (1) (4.1, 4.17 and 4.22) of the LODOFT in line with the core
criteria of the FATF Methodology. Likewise, the crime of the financing of
terrorism is regarded as an independent offence. Asuch the deficiencies
identified above are substantially corrected.

1 Article 4. For the purposes of the Law against Orgnized Crime and the
Financing of Terrorism, is understood by

1. Terrorist act: is that intentional act which, by its nature or its context,

may seriously harm a country or an international oganization, criminalized

according to Venezuelan law, committed with the aimof seriously
intimidating a population, unduly compel Governmens, or an international

organization to carry out an act or to refrain from doing so or seriously
destabilize or destroy the fundamental political, onstitutional, economic or
social structures of a country or an internationalorganization

(...) 17.Terrorist organization: Group of three or more persons associated
with the common purpose of carrying out, concurrenly or alternatively, the

design, preparation, organization, financing or theexecution of one or more
terrorist acts

(...) 22. Individual terrorist: natural person who without belonging to an
organization or terrorist group, designs, preparesorganizes, finances, and
executes one or more terrorist act (s) (...)"
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It is important to note that this Recommendation wa reviewed by the FATF ICRG,
during the onsite Visit held on 14 and 16" January 2013, with no comment being
issued on the matter
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SR.III Freeze
and confiscate
terrorist
assets

NC

* No laws on this

« Establish a regime for freezing funds us

for FT.

With the aim of correcting this observation, the Btivarian Republic of Venezuela,
eéstablished through the publication in the OfficialGazette No 39.945 dated June 15
2012, the Complementary Resolution No 122 of thatame date, which describes 3
mechanism for the immediate freezing (without delay in accordance with the

Same is appended to this matrix and to date is undeeview of another Resolution
which was issued in order to regulate the instrumetation and application process of
the Resolutions coming from the aforementioned Couwi in accordance with the
Complementary Resolution, with regard specificallyto persons listed or delisted or
excluded, by the United Nations Security Council,or by the National Office against
Organized Crime and the Financing of Terrorism (ONDO its acronym in Spanish) );
as well as the freezing o preventative blocking, @nunfreezing or unblocking, without
delay, by the reporting entities of funds and otherfinancial assets or economig
resources of persons who commit, or attempt to comitmone or more terrorist act (s)
or participate in or facilitate the commissioning d acts; entities owned or under the
control, direct or indirect, of such persons and opersons and entities acting on behal
of such persons and entities, or under their ordetsincluding funds obtained or
derived from assets owned or under the control, dect or indirect, of such persons
and of persons and associated entities.

On the other hand the Venezuelan State through theublication in the Official
Gazette, of Resolution No. 158 dated August 15thmplemented countermeasures tq
regulate the instrumentation and application of Reslution No. 1373, approved by the
United Nations Security Council (UN) in its sessio#385a, held on the 28 September
2001in relation to the persons listed and delistedhy the National Office against
Organized Crime and the Financing of Terrorism (ONDD its acronym in Spanish); as
well as freezing or preventative blocking and unfrezing or unblocking, without delay,
by the reporting entities of the funds and other fiancial assets or economic resource
of persons who commit, or attempt to commitone or more terrorist act (s) or
participate in them, or facilitating its commissior of entities owned or under the
control, direct or indirect, of such persons, and bpersons and entities acting on
behalf of such persons and entities, or under theicontrol, including funds obtained
or derived from assets owned or controlled, direcyl or indirectly, of such persons and
of persons and entities associated with them

Consequently, according to the above indicated, Raisitions Nos: 122 and
158 set out the procedures for the implementationfdResolutions 1267 and
1373 of UNSC. Articles 4 and 3 from the ResolutioNumbers: 122 and 158
respectively indicate that they are binding for thereporting entities defined
by the Organic Law against Organized Crime and theFinancing of
Terrorism. Moreover Resolution No. 122 from article 7 describes the
process for the implementation of Resolution No. B7 of the UNSC. Thus,
the National Office against Organized Crime and the Financing of
Terrorism (ONDO its acronym in Spanish) is designad as the body
responsible for distributing the lists in accordane with Resolution No. 1267,
to the Supervisory bodies and entities, who in turtwill distribute these lists
to their respective reporting entities or indicatewhere they can access it

requirements of the United Nations Security CounciResolution Nos. 1267 and 1373.

[

The reporting entities should review the list andfiin case of coincidence
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after analysis, the reporting entity shall proceedo preemptively block the
funds of persons indicated in the list and linkedd the institution, and must
notify the UNIF immediately, so that this body canundertake an intensive
review and ratify such a measure. Once the measuis ratified, the UNIF
shall immediately notify the governing body and thePublic Prosecutor's
Office.

Moreover, Article 21 refers to cases of claim thatnay arise to be excluded
from the list, these should be done through the Plib Prosecutor’s Office,
who will send them to the Ministry of the Popular Rwer with competence in
Foreign Affairs, in order for it to be channeled tothe UNSC. While article
22 refers to the cases of exceptions to the blochgif funds, which must also
be processed by the UNSC. Additionally, ResolutioNo. 158 from article 4
describes the process for the implementation of Refsition No. 1267 of the
UNSC. Atrticle 5 defines the criteria that the ONDOmust have for the listing
of natural or legal persons. Articles 6 to 8 refetto the testing procedure for
listing. Once listing has been done, article 9 prages that the ONDO, shall
immediately and without delay, send a communicatiorto the supervisory
bodies and entities, so that they can instruct theireporting entities, of the
freezing or preventive blocking of funds and otherassets of this person
Likewise, the procedures for listing and exceptiongarticles 14-16), grounds
for reconsideration (articles 19-24) and attentionto overseas requestg
(article 25) are included.

Finally, resolutions 122 and 158 provide for the pssibility of imposing
sanctions in the event of breach of the obligationsontained in the
aforementioned Resolutions.

It is important to note that this Recommendation wa reviewed by the FATF ICRG,
during the onsite visit on the 1% and 16" January 2013, with no comments being
issued.

SR.IV PC * No legal requirement for regulated + Require by law that STRs should KheOrganic Law against Organised Crime (LOCDO).

Suspicious entities to report operations related [to presented for all operations that gre

transaction FT. As is the case with recommendatipn suspected of financing of terrorism (at théfhe Organic Law against Organized Crime and the Fiancing of Terrorism states
reporting 13, financial institutions submit reporfs moment the law only requires STRs relatethat the reporting entities must pay special atteribn to any transaction or group of

based on Superintendency of Banks g
FIU resolutions and circulars.

nd to funds of illicit origin).

transactions regardless of their amount and naturewhen it is suspected that the
funds, money or assets come from or are linked; dhat they could be used to commit
crimes of money laundering, a terrorist act or finacing of terrorism or any other
crime of organized crime. Likewise, they must alsgay special attention to such
activities even though they come from a legitimateource. In the cases stated abové
the reporting entities should promptly inform, by means of a suspicious activity|
report, the National Financial Intelligence Unit, which will analyse them and if
necessary, will forward them to the Public Prosecuat's Office, so that whether a
corresponding criminal investigation should be initated will be assessed.
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A suspicious activity report is not a criminal compaint, and does not require the
formalities or requirements in order to proceed, no does it entail criminal, civil or

administrative liability on the part of the reporting entity, its employees, or
signatories.

Failure of a reporting entity to comply with the requirement of reporting SARs, will
be sanctioned by the supervisory body or entity wit an equivalent fine between five
hundred (500) and one thousand (1000) Tax Units (T&).

It is important to note that this Recommendation wa reviewed by the FATF ICRG,
during the onsite visit on the 1% and 16" January 2013, with no comments being
issued

Einancial Sector

The Resolution N° 119.10, published in the OfficiaGazette No. 39.494 dated Augus|
24", 2010, establishes that on the occasions that tieporting entities decide to report

suspicious cases for activities related to ML/FT,he Compliance Officer should send
the corresponding "Suspicious Activity Report" (SAR) to the UNIF, both

electronically and as well as the written form, ina timeframe not exceeding forty-
eight (48) hours after the CPC ML/FT determines theneed to report the operation as
suspicious. For the purposes of this report, the porting entity is not required to be

certain that it is criminal activity, or that resources come from this type of activity. It
is only necessary that the reporting entity believethat they are suspicious activities
based on their experience and the analyses carriedt.

Sector: Casinos, Bingo Halls and Slot Machines

In the Sector for Casinos, Bingo Halls or Slot Malines, through the promulgation in
the Official Gazette of the Bolivarian Republic ofVenezuela No. 39654 of April 12,
2011, in which the Regulations for the PreventionSupervision and Control of the
Crimes of money laundering and the Financing of Teorism in the Casinos, Bingo
Halls and Slot Machines, through the Providencia No0O11 dated April 06, 2011, that
expressly set forth in its article 46 that the Repring Entities must submit, within two
(02) working days following the date on which the fayers carried out the operation
considered suspicious, Suspicious Activity Reportsith all the supporting documents
directly to the National Financial Intelligence Urit (UNIF).

Article 45 also noted that the reporting entities Bould not only report when they
suspect that any operation is related to the offees of money laundering and
financing of terrorism or that resources come fromthis type of criminal activity; so
they must rely on their vast experience.

Registry and Notarial

Through the Official Gazette of the Bolivarian Repwlic of Venezuela No. 39.697
dated July 18", 2007 the Registrars and Notarial Offices attachetb the Independent
Registrars and Notaries Service (SAREN its acronynin Spanish) published the
Regulations for the Prevention, Supervision and Cdrol of the Money Laundering
and the Financing of Terrorism Transactions, whichare applicable to these Offices
To this regard which was expressly established irriéicle 21 that there is no need to be|

t

certain that an operation is an activity related tocrimes of organized crime or
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financing of terrorism, or that the resources comefrom these types of criminal
activities to report them. It also establishes thaSuspicious Activity Reports (SAR)
must be sent directly to the National Financial Inelligence Unit (UNIF), complying
with the specifications the UNIF decides.

Integrated National Customs and Tax AdministrationService (SENIAT).

To date the Office of Prevention of Money launderig of the Integrated National
Customs and Tax Administration Service (SENIAT itsacronym in Spanish) was
created, said entity is in the process of revisinthe draft Regulation to be applied in
the Sector. However, the representative of the Offe has held meetings with the
National Financial Intelligence Unit (UNIF) with the aim of refining the procedures
that will apply for the submission of Suspicious Ativities Reports (SAR) directly to
the UNIF. In that sense, we advise that to date, rgie its creation, this Office has
already sent a total of four (04) SARs to the UNIF.

Stock Market

Through the publication in the Official Gazette of the Bolivarian Republic of

Venezuela No. 39,691 dated June 08, 2011, of RetioluNo. 110 dated 19 May 2011
in which the Regulations relating to the Administrgion and Control of the Risks
Related to Crimes Money laundering and Financing ofTerrorism Applicable to the

Institutions Regulated by the National Securities @perintendency were published;
expressly laid down in article 66 that the Reportig Entities must pay special
attention to operations and/or activities regardles of the amount, nature or
characteristics of those who make them, when it isuspected that it they are derived
from or not, lawful activities or which may give rise to be considered that it is ar
operation related to money laundering and the finaning of terrorism.

The Resolution also expressly lays down the duty ¢fie Reporting Entities to submit
information concerning suspicious activities to theJNIF.

Insurance Sector

Through the publication in the Official Gazette of the Bolivarian Republic of
Venezuela No. 39.694 dated June 132011, of the Providence No. 514 dated Februar,
18", 2011, in which the Regulations on Prevention, Sepvision and Control of the
Crime of Money Laundering and the Financing of Terorism in the Insurance Sector
were published, it was stated that the Reporting Hities should pay particular
attention to any operation that may give rise to bieve these are money laundering of
financing of terrorism-related activities, regardless of the amount or of legitimate
origin or not from the source of funding; as well & any other features that are
unrelated to the client's profile.

Moreover, the obligation of the Reporting Entitiesto submit to the National Financial
Intelligence Unit (UNIF) information on those operdions that are deemed ag
suspicious, linked or not to offences of organizectime and/or financing of terrorism
was established.

SR.V
International
cooperation

ML

» The factors determined for R 36 and
are repeated

¢ Although within the Venezuelar
legislation, there are mechanisn
established to apply the SR.V, of the 1

N

B8« There should be a mechanism to determ

the goods of which a person is owner, i
truthful and timely manner.

nse Establish an effective mechanism
P2 freezing financial accounts.

irfe  The UNIF has always had sufficient statistics on # cases received and sent, th
&GMONT Group did a study in which it highlighted that the UNIF of Venezuela is
among those who respond to all information request# less than a week

pre  With regards to this, the UNIF has implemented thdollowing measures:
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international requests received and
sent, as well as from the respons
provided by Venezuela , it was n
possible to determine the amount th
corresponded to FT. This would ha
allowed a more accurate evaluation
the effectiveness of this RE.

of

The rule that prevents extraditing nation

or foreigners capable of receiving

sentence greater than 30 years must

reviewed.
A data management system should

established to provide statistics on the w
being done in this aspect of internation

cooperation.

alsa) The statistics on requests received and sent hasproved, for the exchange
aof information between FIUs, classifying them by tpes of offences, in 2009, there
Iveere a total of 2 applications relating to the finacing of terrorism and 72 linked to
money laundering, additionally in 2010 classifyindhe applications according to the
pbenderlying offence to the crime of money launderingvas added. In the year 2011, the
rkINIF received 66 applications, during 2012 a totabf 61 applications and for the 1st
ahalf of 2013 a total of 44 applications.

b) All requests were attended, with an average respoe®f 1 to 7 days.

* All the standards mentioned in Recommendationsri2638, on our part are perfect
applicable to the offence of Financing of Terrorism

* In terms of the status of requests for mutual tesi®, there is a record of the acti
passive requests and if they have been completedtpthis record will be annexed to tf
present report.

* In terms of the status of requests for Mutual Aasise in Criminal Matters, active an
passive, there is a record of these, as well ats gfroper implementation. To this effeg
attached is statistical data of the active andipa$®equests for the latter half of 2010 &
January 2011.

Venezuela has as a legal parameter, not to granextradition of persons who will b
sentenced to more than 30 years of imprisonmethieimequesting State, as was referrec
the sections relating to Recommendations 37 and 39.

30

Qo
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n

SR.VI AML
requirements for
money and
value transfer
services

PC

Deficiencies in the information about th
clients (of) wire transfer services a
fund transfers, especially below th
threshold of the $10.000

There have been no STRs from Mon
remitters.

e+ Complete the announced revision of t

d

e+ Improve controls for collecting informatiol

ey

regulations.

on originators.

hdhis observation is remedied pursuant to articl®oflthe Organic Law against Organizg

Crime and Against the Financing of Terrorism, psiiid in the Official Gazette Na.

h 39.912 of 30 April 2012, which establishes that iygorting entities must pay particul
attention to any transaction or group of transaecticegardless of the amount and natt
when it is suspected that funds, capital or agsatse from or are linked to, or could &
used to commit crimes of money laundering, tert@ets or the financing of terrorism ¢
any other organized crime. They must also pay apettention to such activities eve
when they come from a legitimate source.

In the above cases the reporting entities shalledipusly inform, by means of
suspicious activity report , the National Finandigklligence Unit which will analyse i
and if necessary, will forward to the Attorneyr@eal’'s Office, so that this office ma
determine whether to begin the corresponding cahinvestigation.

The suspicious activity report is not a criminalmgaint and does not require t
formalities and requirements of this mode of praged or entails criminal, civil o
administrative liability against the reporting ¢ie and its employees, or signatories.

Non-compliance with the obligation to report suspis activity by the reporting entity
shall be punished by the supervisory body or entifth a fine of between five hundre
(500 U.T.) and one thousand tax units (1,000 U.T.)

In this regard, the operations referred to in Eti¢8 of resolution N° 119.10 app
regardless of the country, for the clients of théanal banking system and is required

2

21

= =

e,

= @

have a savings or current account in a financisfitition for any operation in foreig
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currency.

In the same vein, the bank knows adequately theumtcnumber associated with the
operation and same is subject to CDD procedures.

In this regard, segmentation of operations by ayumas taken into account in the rules for
the purpose of requiring additional special measuecestrengthen the risk management
policies imposed by this Body.

In relation to the family remittances, at the tiofehe current exchange rate regime in the
Bolivarian Republic of Venezuela, they are reguatby the Foreign Exchange
Administration Commission (CADIVI) and both the tégments and formalities for
clearance are determined by this agenc.

On 5 February 2003, in Official Gazette no. 37,625ecree creating an Exchanpge
Agreement was published whereby the National Exesumposed exchange control that
remains in force today. Decree no. 2032 in the s@wge of the Gazette created the
Currency Management Commission (CADIVI its acronym Spanish) to coordinate,
administer, control and establish the requiremémtgranting approved foreign currency
to the various economic actors. To operate inctiveency market banks, other financial
institutions, bureaux de change and other exchapgeators are required to comply with
the Exchange Agreement.

Operations of money remitters are restricted byBkehange Agreement in force sinceg 5
February 2003 in the Bolivarian Republic of VendaueAdditionally, these money
remitters are not authorised to operate indepehgestnce their activities were
incorporated into the formal system through agregmevith Commercial banks and
Bureaux de Change.

Resolution 119-10 requires regulated entities &pkéor a period of ten (10) years,
documentation and records supporting operationdasuhess relations of customers with
the Institution, as well as the identification domnts required for the identification of
customers that they would have done or that thayldvoave presented to the Reporting
Entity. The time period established will includg:for documents relating to the
identification of customers from the day of conamsof the relationship; 2.) For those
documents supporting an operation, from the retdizaf the operation; and 3.) For
Activity Reports, from remittance.

Resolution 119-10 embodies aspects of custometifidation concerning wire transfers
and foreign currency operations, namely:

The Reporting Entities must demand the identifisatiard of the natural or legal person
who perform the currency exchange operations inaangunt, taking note in the relevant
register of the customer’s identification data, dneounts and type of currency transferred
and date of the operation. When the sums traesfexceed of two thousand US dollars|
(US$2,000.00) or the equivalent in other currendlesy must keep a copy of the
identification document if the customer is an ogwaal one.

The Bureaux de Change and Border Money Changersopas the relevant “Customer
File” and “Customer Identification card” for theggular customers.
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Likewise, Reports of Transactions in US dollarstiegir equivalent (Purchase and S4
Transfers and E-money) that the reporting entitreast electronically submit t
SUDEBAN within fifteen (15) calendar days followirige end of the month: a Purcha

money in foreign currency and that meet certainrattaristics.

The regulations and procedures for the preventiontrol and mitigation of risks for th
relation of business and transaction of clientshviftdividuals or companies located
regions, areas or territories, the legislation bfoh is strict concerning the banking secr
registration or commercial matters do not applutations against ML/FT similar to thog
effective in the Bolivarian Republic of Venezuelashat least contain the following:

- Necessary information for the correct identificatiof clients that request servicg
other institutions to accomplish money or propeemittance to the mentioned are|
or regions through cable transfers, electronic oy @ther means demandin
identification documents provided in Article 37tbfs Resolution

- The requirement to record the name and addredsedbeneficiary of the transactiq
as well as the account number in case such bemgfibe client of the receptor ban
of the transfer abroad.

- Internal audit mechanisms destined to verify coarmgle of controls and procedur
by personnel, branches, agencies and offices. Bexe/64

In addition Coordination of the Inspection for Reation and Legalization of Capitals al
the Financing of Terrorism includes within its piémg to accomplish inspections
exchange frontier/border operators located in thees of Zulia, Tachira and Bolivar

. Remittances at the Republic of Venezuela shalldm and received through mong
Exchange houses which shall be regulated by SUDEBAINImum requirements fol
this type of operations are provided in Regulationfs the Commission of
Administration of Foreign Exchange CADIVI, entity icharge of the existin
exchange control in the country.

Sale and transfer of foreign currency Transacti@port; as well as sale of electroni

£S

-0

)

3

)

SR.VII Wire
transfer rules

NC

The identification threshold is
10.000US, far from U.S. $ 1,000,
recommended by the FATF

There are no laws for internal transfers
No risk-based procedures have bg
developed for adoption by th
institutions, for identifying and handlin
wire transfers not accompanied by fy
details of the originator.

There is no specific reference to a

information on the originator that mus

be incorporated in any cross bord
transfer.

S

b ¢ Establish a clear mandatory procedure

recording the identity of the originator of 4
wire transfers.

for

IIlt is in fact confirmed that all wire transfers neadrom the Bolivarian Republic o
Venezuela towards other jurisdictions, that theniithe of the originator is clearly made 3
it is a mandatory requirement to have a savingaument account in a financial institutiq
for any transaction in a foreign currency, as sitigh not the observation that there is
information on the payer is not accepted. Moremleldocumentation that supports t
effecting of the transaction is reviewed both bg teporting entity where the natural
legal person has the account, as well as by then@ssion for the Administration o
Foreign Exchange (CADIVI its acronym in Spanishg do the exchange rate regime in g
country since 2002.

Likewise, the comment that no procedures have lksmloped, to be approved |
entities, based on the risk to identify and tréat wire transfers that are not accompan
by complete originator information, is not accep&ither due to the fact that if there
identification of the mentioned actor, moreso sitite Resolution that regulates all t
operations in foreign currency (wire transfers)riegr out by the authorized reportir
entities, No. 119.10 is drafted under the prinapté the Integrated Risk Manageme
must apply due diligence procedures; as well aaciah additional measures to strength
risk management policies.

y
ied
is
ne
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With regards to the thresholds, again we inforn ltyaway of Circular No. SIB - DSB -
UNIF - 07942 dated March 31, 2011 this observatvas remedied as the Reporting Enti
must retain, according to the provisions of ResmfulN° 119.10 the records of the
transactions and customer identification datapigiclg transactions for amounts less tha
the ten thousand United States of America dolld& $ 10,000.00). They must also
comply with customer due diligence requirements tiiwn in Resolution No. 1189.10, i
accordance with the policies established by theoRigy entity depending on the level of
risk of the customer.

Financial Sector

In this regard, operations mentioned in articleo¥&esolution No. 119.10 apply regardle
of the country, to customers of the National BagkBystem, and is an indispensal
requirement to have a savings or current accouatfinancial institution in order to carr|
out any transaction in a foreign currency.

In the same vein, the bank knows adequately theumtcnumber associated with th
operation and same is subject to CDD procedures.

In this regard, segmentation of operations by ayunas embodied in the rules for th
purpose of requiring additional special measuressttengthen the risk managems
policies imposed by this Body.

Under the exchange regime in force in VenezuelmilyeRemittances are regulated by t
Currency Management Commission (CADIVI its acronym Spanish), and both th
requirements and the procedures for authorisatiedetermined by this Body.

On the 0% February 2003 in the Official Gazette No. 37. GRBB Foreign Exchang
Agreement Decree was published, through which théoNal Executive imposes a
exchange control which continues to be in effectdmte. The Foreign Exchang
Management Commission (CADIVI its acronym in Sphjis/as created according

Decree No. 2032 in the same Official Gazette, witleieagency will coordinate, managj
supervise and will establish the requirements faangng authorized currency to th
various economic agents. The banks and other fiakimstitutions, the bureaux de chan
and other Exchange operators to operate in thegforexchange market are subject
compliance with the Foreign Exchange Agreement.

Operations effected by money remitters are reettidty virtue of the Foreign Exchang
Agreement in force sincé"February 2003. Additionally, these Money Remittars not
authorised to operate independently, since théivites were incorporated into the form
system through agreements with Commercial BanksBameaux de Change.

Resolution No. 119-10, sets out that the Reporfingties will keep for ten (10) years
documents or appropriate records evidencing tHezagian of operations and the busing
relationship of customers with the Institution; wsll as the documents required for t
identification of customers that they would haveeor that they would have presented
them about said business relationship with the rtaygp entity. The stated period wi
include: 1) for documents concerning the identtfaaof customers, from the day that th
the relationship ends, 2) for those documents ecidg an operation, starting from th
date of execution, and 3) for the Activity Repostsrting from the day that these are sen
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wire transfers and of the currency exchange omerstinamely:

accomplish currency exchange operations for anyuatmoting in the relevant registratig

with occasional clients.

Exchange Agencies and Frontier Exchange Operatost mstablish the correspondir
client file and “Client Identification Card” for wsual clients.

Likewise, the reports of operations in United Stafollars or equivalent in othg
currencies (Purchase and Sale, Transfers and @&lectMoney) that Enforced Subjec

using electronic transmissions, a report of openatifor the purchase sale and transfe
determined characteristics
The rules and procedures for prevention, supervisiod mitigation of risk in busineg

or territories with strict bank registry or commiaicsecrecy laws, which do not app
AML/CFT rules similar to those in force in the Barian Republic of Venezuela, mu
contain at least the following:

a) Whatever is necessary for correct identificationcabtomers requesting th
institutions’ services for remittance of money esets to the areas or regions|
question by wire transfer, electronically or amhest form of transfer, by
demanding the identification documents required Awgicle 37 of this
Resolution.

b) The requirement to record the name and addresfieobéneficiary of the
transaction, as well as his account number if ha @istomer of the foreig
receiving bank.

c) Internal audit mechanisms designed to verify coamaée with controls ang
procedures on the part of staff, branches, subgdiand offices.

. Remittances at the Republic of Venezuela shalldm and received through mong
Exchange houses which shall be regulated by SUDEBANImum requirements fol
this type of operations are provided in Regulationfs the Commission of
Administration of Foreign Exchange CADIVI, entity icharge of the existin
exchange control in the country.

SR.VIII Non-
profit
organizations

NC

e The evaluation team was unable
obtain evidence of a central nation
register of these organizations, the
spheres of operation, owners or founds
The team could obtain no evidence
any public control of the projects carrie
out by these organizations, or of tl
funds they manage.

al
Bir

of
d
ne

IS.

tos Establish a register of information on NP

with regard to their improper use by mon
launderers of terrorism financers.

D$n December 2010 the Bolivarian Republic of Vendéa'seNational Assembly passed
ey aw to regulate the Activities of Non-government@itganisations, among which a
sources of finance..

In addition, in the new LOCDO foundations, civildanther non-profit organisations a
considered Reporting Entities, as such they musbksh ML/FT prevention and contrg
procedures, as stipulated in the cited Amendment.
Additionally, it is important to note that our cdonthrough the Registry and Notarig
Services (SAREN its acronym in Spanish) and thegirstted National Customs and T

Resolution 119-10 contemplates issues relatedthvithidentification of clients related with
Enforced Subjects must demand identity documemts findividuals or companies that
identification data of clients, amounts and curiesaegotiated, type of exchange of da

of operation. Whenever the transaction exceed hesagand (US$2°000.00) dollars or its
equivalent in other currencies, they must keepy @ the identity document if dealing

shall remit to SUDEBAN, within fifteen (15) calernddays following the monthly closing

currencies as well as sale of electronic money umrenicies and which comply with

- D

e

»

of

relations and customer transactions with naturdllegal persons situated in regions, areas

in
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y
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Administration Services (SENIAT its acronym in Sizgdw) maintains supervision of thes
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players.

supervisory measures.

SR.IX Cash
Couriers

* No effective compliance declaratiq
system, with clear functions

penalties, has been established.

n « Set up a system in accordance with CFA|
recommendations.

TN April 05, 2011, in the Official Gazette, N° 38%was published, whereby the Nation
Integrated Customs and Tax Management Service (SENfs acronym in Spanish

powers to administratively sanction the reportinditees in case of violating the ant|
money laundering and anti-terrorism regulations.
To date, the Office of Prevention and SupervisibMoney Laundering of the SENIAT i

new FATF 40 Recommendations.

We can also advise that Suspicious Activity Rep¢B8R) have already been direct]
made to the National Financial Intelligence UnitN(B).

In August 2010 the National Customs and Tax Manager8ervice issued instructions tq
Main Customs posts and sub-posts, in Circular SNW/2020-000830, issued by the
Superintendent of National Customs and Taxes, wsténded the requirement for use
“Customs Baggage Registration and Declaration Fo2it@® all persons entering the
country at ports and airports used by internatishgping and airline services, both pub
and private. Since 2010 a total of 2,913,996 copie® been distributed to land and sea
customs posts.

1. At the Customs sub-post at Simén Bolivar Intermatid\irport Passenger
Terminal, three (03) forms showing sums in excé4$3%$10,000.00 have bee
presented.

2. With the aim of following up and supervising thstictions given, the
Managers of the Main Customs posts and sub posesag&ed for monthly
reports.

3. For better and more efficient border supervisiopagsengers, cargo and
currency in the context of the process of innovatiad modernisation of the
customs service, Form 82 was redesigned to enaptere of the data by
scanner using Character Recognition Technology /BZFR) which enables thg
information to be obtained by means of internafidi@ries including this high
resolution feature.

This form will enable the scanners that are culyemtailable at the stations to capture th
information and record it in a Management Systeat Will be able to determine: a.
Frequency of trips by the passenger, b. Type othardise imported on sworn declarati
by passenger: c. help to determine the risk vaetabhd therefore the actions of the
customs service at the national level.

This system is hoped to be developed by the selealfidf 2011, considering that the for
can be distributed nationwide. It should be nothdt tthe scanners are immediate
available for nationwide distribution, thereby ersg the effective implementation of th
Project for Computerisation of the Customs Baggdaggistration and Declaration For
82".

The National Customs and Tax Administration hasedd the registration of air bordg¢

The draft reform of the Organic Law Against Org&aiZrime will incorporate the FATF

created the Office for Prevention and SupervisibMoney laundering. Which will have

o

developing anti money laundering and countertesnoniegulations taking into account the

ic
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declaration, the declaration at land and sea bsrder
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