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TRINIDAD AND TOBAGO — NINTH FOLLOW-UP REPORT

l. Introduction

1. This report presents an analysis of measures takdrrinidad and Tobago to comply
with the CFATF follow-up procedures and the recomdations made in the third round
Mutual Evaluation Report (MER). The MER of Trindland Tobago was adopted by the
CFATF Council of Ministers in May 2007 in Guatemalde first written follow-up report
on Trinidad and Tobago was presented to the Plandiiay 2009. As a result of a decision
taken by the Plenary in October 2009, three sulmsequeports on recently enacted
legislation, a proposed action plan submitted ® Rftenary, and the feasibility of proposed
deadlines were prepared by the CFATF Secretaridt distributed to Plenary delegates
during the last two months of 2009 and the firsnthoof 2010. Subsequently, Trinidad and
Tobago has submitted seven follow-up reports in liag October of 2010, 2011, and 2012,
respectively and May 2013. This report will foarsthe outstanding Recommendations and
the measures taken by Trinidad and Tobago sinceriwngous follow-up report to achieve
compliance.

2. Trinidad and Tobago was rated partially complianhon-compliant on fifteen (15) of

the sixteen (16) Core and Key Recommendations &rmtl®r Recommendations. The Core
and Key recommendations were rated as follows:

Table 1; Ratings of Core and Key Recommendations

Rec. 1 3 4 5 10| 13| 23 26 3% 36 40 | m v v
Rating | NC | PC |PC | NC| NC| NC| NC| NC| NC|LC |PC | NC| NC| NC| NC| NC
3. With regard to the remaining Recommendations, dadi and Tobago was rated
partially compliant or non-compliant on twenty-$26) as indicated below:
Table 2: Non Core and Key Recommendations rated Paally Compliant and Non-
Compliant
Partially Compliant (PC) Non-Complaint (NC)
R. 2(ML offence — mental element and R. 6 (Politically exposed persons)
corporate liability)
R. 11(Unusual transactions) R. 7 (Correspondent banking)
R. 14 (Protection & no tipping-off) R. 8 (New technologies & non face-to-face
business)
R. 15 (Internal controls, compliance & audit RThird parties and introducers)
R. 18 (Shell banks) R. 12 (DNFBP — R.5,6,8-11)
R. 19 (Other forms of reporting) R. 16(DNFBP — R1B3& 21)
R. 30 (Resources, integrity and training) R. 1(Sans)
R. 31 (National co-operation) R. 21 (Special attanfor higher risk
countries)
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R.22 (Foreign branches & subsiel$)
R. 24 (BRF regulation, supervision and
monitoring)
R. 25 (Guidelines & Feedback)
R. 29 (Supervisors)
R. 34 (Legal arrangements — beneficial owners)
SR. VI (AML requirements for money value
transfer services)
SR. VII (Wire transfer rules)
SR. VIII (Non-profit organizations)

R. 32 (Statistics)
R.33 (Legal persons — beneficial owners)

4. The following table gives some idea of the levelrisk in the financial sector by
indicating the size and integration of the seatofiinidad and Tobago.

Table 3: Size and integration of Trinidad and Tobag@'’s financial sector
As at June 2013

Other Credit .
Banks Ieifivitones: Securities Insurance TOTAL
Number of Total # 8 17 33 58
institutions
Assets US$Mn 19,325 1,547 6,635 27,507
Total: US$ 14,569 298 n.a.
% Non- % of deposits
Deposits resident 2.73 3.19 n.a.
% Foreign- % of assets % of assets % of assets % of assets % of assets
International owned: 46.2 38 9.9
Links #Subsidiaries 14 5 5 24
abroad**

* Refers to non-bank deposit-taking institutions.
** Refer to financial subsidiaries

I. Scope of this Report

5. The Plenary in November 2012 in the Virgin Islardécided that countries in the
expedited follow-up process would be required tuee substantial progress on outstanding
recommendations and report back to the Plenary ay M013 and must ensure full
compliance with all outstanding Key and Core rec@ndations by November 2013. Given
the above, this report will focus on assessing hdreTrinidad and Tobago has achieved full
compliance in its outstanding Key and Core Recontagons and the progress made in all

other outstanding recommendations.

M. Summary of progress made by Trinidad and Tobago

6.  Shortly after the mutual evaluation visit of Triagland Tobago in June 2005, the Anti-
Terrorism Act, 2005 (ATA) was passed on SeptemBe2005. In an effort to address some
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of the major recommended actions made by the examjithe authorities in Trinidad and
Tobago enacted in subsequent years the followiigl&ion:

» The Proceeds of Crime (Amendment) Act, 2009 (POCAA)

» The Financial Intelligence Unit of Trinidad and Bgo Act, 2009 (FIUTTA)

» The Financial Obligations Regulations, 2009 (FOR)

The Anti-Terrorism (Amendment) Act, 2010 (ATAA)

» The Financial Intelligence Unit of Trinidad and Bgim (Amendment) Act No 3 of

2011

» The Financial Intelligence Unit of Trinidad and Bgoe Reqgulations, 2011 (FIUTTR)

» The Financial Obligations (Financing of TerrorisRggulations, 2011 (FOFTR)

» The Financial Intelligence Unit of Trinidad and Bgim (Amendment) Act No 8 of
2011(FIUTTAA 2011)

The Anti-Terrorism (Amendment) Act 2011 (ATAA 2011)

Trafficking in Persons Act (TPA)

The Miscellaneous Provisions (Financial Intelligeténit of Trinidad and Tobago and
Anti-Terrorism) Act, 2012(MPFIU&ATA)

7. In addition to the above legislation, the SecesitAct 2012 was enacted in December
2012 Other legislative measures continue to begpeehi.e. the Credit Union Bill. . Statistics
have been presented demonstrating the continuinglementation of the suspicious
transaction reporting system and functioning ofaierlaw enforcement authorities.

8.  Prior to this report and as a result of the enantroé the above legislation and other
measures, it was noted in previous follow-up reptrat Trinidad and Tobago had addressed
substantial deficiencies identified in fourteen)(Cére and Key Recommendations (R.1, R.3
— R.5, R.10, R.13, R.26, R. 40, and SR.I — SR.\j saventeen other Recommendations
(R.2, R.6 — R.8, R.11, R.12, R.14, R.15 - R.180RR221, R.25, R.32, SR. VI and SR.VII)
in Trinidad and Tobago’s MER. At present, examihezsommended actions with regard to
four (4) of the Core and Key Recommendations haesnbfully met. These
Recommendations are R.3, R. 35, and SR. | and SRo¥sequently, the following report
will assess whether the Core and Key Recommendatioh, R.4, R.5, R.10, R.13, R.23,
R.26, R.36, $.40, SR.1I, SR.IlIl and SR.IV have baély met..

Core Recommendations
Recommendation 1

9. With regard to Rec 1, the only outstanding deficienis the fact that the
implementation of the money laundering legislatitoes not appear to be effective as there
have been no convictions. This situation has reethunchanged therefore resulting in this
recommendation not being fully compliant.

Recommendation 5

10. As noted in the May 2010 report while the FOR ipocoated some of the examiners’
recommended actions with regard to risk, timingvefification, failure to satisfactorily
complete customer due diligence (CDD) and retrasme«DD on existing customers, the
following deficiencies remain outstanding;
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a. No requirement for information on provisions reduig the power to bind a
legal person or arrangement as set out in critdfi@h 5.4(b).

b. Provision for the application of reduced or sinmiplif CDD measures do not fully
comply with criterion E.C. 5.9

c. The requirement for financial institutions to vgrihe identity of the customer
and beneficial owner before or during the courseesffablishing a business
relationship or conducting transactions for ocaaaiccustomers as set out in
criterion 5.13 is not addressed.

d. No provision to allow financial institutions excefar insurance companies to
complete verification of the identity of the cuswmand beneficial owner
following the establishment of a business relatiims

e. The requirement under E.C. 5.16 concerning the itetion of a business
relationship already commenced and to consider mgadii suspicious report on
the basis of failure to satisfactorily complete CBieasures is not addressed.

f.  No requirement for financial institutions or listbdsinesses to perform enhanced
due diligence for higher risk categories of custmnéusiness relationships or
transactions as stated in criterion E.C.5.8

g. No prohibition against simplified CDD measures winar there is suspicion of
money laundering or terrorist financing or specifigher risk scenarios as
required under criterion 5.11

11. With regard to the lack of requirement for finahdietitutions to verify the identity of
the customer and beneficial owner before or duthngy course of establishing a business
relationship or conducting transactions for ocaagiacustomers, the authorities have cited
regulations 15, 16 and 17 of the FOR which setspetific information and documentation
requirements for individuals, corporate entitiesl darust fiduciaries for identification and
verification of identity. As set out in regulatidd, these procedures are to be carried out on
initiating a business relationship or transactidriolv would address the deficiency.

12. .In relation to the lack of a requirement for tleentination of a business relationship
already commenced and to consider making a susgidgieport on the basis of failure to
satisfactorily complete CDD, the authorities hasferred to regulation 18 of the FOR. This
regulation stipulates that where at any time arfomal institution or listed business is in doubt
about the veracity of any information previouslyagi by a customer, due diligence
procedures should be performed and where suchmation cannot be verified, the business
relationship should be terminated and the submissib a suspicious report should be
considered. This measure deals with the deficiency

13. With regard to the absence of a requirement foarfamal institutions or listed
businesses to perform enhanced due diligence fginehirisk categories of customers,
business relationships or transactions, the audtb®rhave referred to section 12 of the
Central Bank AML/CFT Guidelines which require fircgad institutions to apply enhanced
CDD measures to higher risk categories of custonbeisness relationships and transactions.
While this addresses the deficiency above it iy @pplicable to those financial institutions
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under the supervision of the Central Bank and dmdnclude listed businesses. As such,
this deficiency is partially outstanding.

14. Based on the above, four of the deficiencies atieagttstanding and one has been
addressed partially. Given the above this reconaiaigon is not fully compliant.

Recommendation 10

15. It was noted in the May 2010 report that all tharainers’ recommendations were met
except for the requirement for the maintenanceeabmds of account files and business
correspondence by financial institutions. The situe remains unchanged and this
recommendation is not fully compliant..

Recommendation 13

16. The situation as indicated in a previous followraport remains the same in relation to
the legal provisions. The outstanding requirementhie exclusion of one-off transactions
from the suspicious transaction reporting requingnzs noted in the Follow-Up Report of
May 2010. This was reported in a previous follogv-as being under review by the
authorities. With regard to implementation, thdofwing table gives a breakdown of the
types of reporting entities which submitted SARsthe period January to July 2013.

Table 4: Breakdown of Types of Reporting EntitiesSubmitting SARs from January to

July 2013
Sectors Entity SARs submitted
Banking 84
Insurance 2
Investment Companies, 24

Securities Companies,
Broker Dealers, Investme
Advisors & Trust

Mortgage Companies 2
Credit Unions 10
Money or Value Transfer 190
Services
Accountants/Attorneys-aty 2

Law/Other Independent

Legal Professional
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Motor Vehicles Sales 4
Real Estate
Private Members Clubs 6
Jewellers 2
TOTAL 328

17. The level of reporting for the six month period EmgdDecember 2012 as noted in the
previous report was 171, while the figure indicatedhe table above for the seven month
period ending July 2012 is 328, a 91.8% increase.An analysis of the breakdown of
reporting entities highlights the continuing donmina of the banks and remittance companies
in submitting SARs due to the volume of transadiconducted by the very nature of the
businesses. Total SARs submitted by listed busesesvas 206 with four remittance
companies accounting for 190. As such, only 16 SARve been submitted from a
combined number of over 1,400 registered listednesses as indicated in the last report. t
This suggests that reporting by listed businesseginues to be ineffective. Given the
above, this Recommendation in not fully compliant.

Special Recommendation |l

18. The examiners’ recommendations required the enaxdtroé proposed legislation
criminalizing the financing of terrorism, terrorigtts and terrorist organizations and making
such offences money laundering predicate offenéassessment of this recommendation was
done in the follow-up report of May 2010 againg triteria of SR. Il. It was noted that the
provisions of the ATA and the ATAA substantiallynaply with the criteria of SR Il. The
only deficiencies were the absence of the abibtytiie intentional element of the FT offence
to be inferred from objective factual circumstarmed the disproportionately low and
possibly dissuasive fines for FT offences for lqgaisons.

19. With regard to the deficiency concerning the abeeuicthe ability for the intentional
element of the FT offence to be inferred from ofiyecfactual circumstance the authorities
have advised that the intentional element of the d¢flence can be inferred from
circumstantial evidence on the basis of case laafef@nces with regard to the relevant case
has been providedd.Consequently this recommendation has been met. eideny the
deficiency regarding the disproportionately low grodsibly dissuasive fines for FT offences
for legal persons remains outstanding thereby ngakhis Recommendation not fully
compliant.

Special Recommendation IV

20. The outstanding recommended actions as noted giecllow-up report of October,
2010 include no provisions for penalties for bresclof the section 22C (3) of the ATA
imposing a mandatory reporting obligation on theid®f suspicion or reasonable grounds
for suspicion that funds are linked to or related'E. Additionally, the reporting obligation

! Ravenga v Mackintosh (1824) 2 B & C 693
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does not specify all suspicious transactions innyattempted transactions regardless of the
amount or whether they involve tax matters.

21. With regard to the first outstanding recommendetibac section 42(1) of the ATA
which was inserted as an amendment under the ATAAL2makes it an offence for a
financial Institution or listed business which $aib comply with sections 22AB or 22C (1),
(2) or (3) of the ATA and imposes the following péires: - on summary conviction of to a
fine of $250,000 and 2 years imprisonment; andnolictment to a fine of $2,000,000 and 7
years imprisonment. As well, any officer, directaragent of a company who commits the
offencesunder22AB or 22C (1), (2) or (3) face the same fines pedalties pursuant to
Section 42(2) of the ATA.

22. With regard to the last outstanding recommendeidraciection 22C (2) (a) (ii) of the
ATA mandates all financial institution or listeddiness to pay special attention to and report
all: “(ii) complex, unusual, or large transactions, whet completed or not, unusual patters
of transactions which have no apparent economigigible lawful purpose to the FIU.This
requirement covering as it does all unusual trarmascwhether completed or not should also
include all suspicious transactions including afited transactions. Given the above, this
Recommendation has been met.

Key Recommendations
Recommendation 4

23. The examiners; recommendation that the relevanpetent authorities in Trinidad and
Tobago have the ability to share information localhd internationally has been met. Based
on previous follow-up reports the only outstande@miners, recommendation is to amend
legislation to require that no financial secrecw laill inhibit the implementation of the
FATF Recommendations. Currently, this recommendatemains outstanding with the
authorities providing no information as to the pmsstatus of this matter. As such, the
recommendation is not fully compliant.

Recommendation 23

24. With regard to the first examiners’ recommendatam indicated in the Follow-Up
Report dated April 2011, while relevant supervis@ygencies had been designated for
ensuring compliance by their licensees with AMLigalions, the FOFTR stipulates that the
obligations, prohibitions and offences containedha FOR applymutatis mutandigo a
financial institution or a listed business, in t&a to the financing of terrorism.  While the
application ofmutatis mutandigffectively provides for inclusion of CFT obligatis within
the responsibility of the supervisory agencieg, duthorities should be mindful that the
blanket extension of AML obligations, prohibitiormsd offences to include financing of
terrorism could result in inconsistencies whichldaaffect implementation or form the basis
for legal challenge. The authorities should consictenducting an in-depth review of the
relevant statutes to ensure that financing of tesmoobligations, prohibitions and offences as
created by the FOFTR are consistent, valid andtitotisnal.

25. As part of the implementation of its supervisorginge, the FIU had registered 1,465
listed businesses by end of January 2012. Addiligrtae FIU has reported an increase of 80
registrants for the period July to December 2012.nAted in the follow-up report of May

2012, the FIU had implemented its supervisory regiapproving compliance programs
submitted by the listed businesses and entitiescandnenced on-site examinations of listed
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businesses. During the seven month period fromalgrto July 2013 the FIU received 191
compliance programs and approved 193. This is mifgignt increase from figures of 63

compliance programs received and 9 approved d@@ig as indicated in the last follow-up
report. The FIU also carried out 17 onsite visitsing the first seven months of 2013 a
significant improvement over a total of 9 inspesticarried out during 2012. . The on-site
inspections have been done on a risk-based appvaaich targets the large and higher risk
institutions in the relevant sectors which has lteduin an improved coverage of these
sectors. While the increased numbers of examinedplkance programs and inspections
demonstrate the improved supervisory function ef U, the number of registrants which
total over 1,500 still poses a challenge for effecsupervision of all the FIU's registrants.

26. The authorities also advised that there is needefgulation 2(1) (a) of the FOR to be
amended to allow for the Central Bank to be thegmeded supervisory authority for money
transmission or remittance business. It shouldnbied that the definition of financial
institution pursuant to the POCAA includes a persdio is registered to carry on cash
remitting services under the Central Bank Act. Tentral Bank has advised that this
terminology is limiting as its remit extends to pants systems generally, including money
transmission and remittance business. With regaxther examiners’ recommendations for
the Trinidad and Tobago Securities Exchange Cononis§TTSEC) to apply the
International Organization of Securities CommissigiiOSCO) Core principles for the
supervision of the securities sector with regardAtdL/CFT, the SA incorporates the
principles relating to the regulator as set outhi@ “Objectives and Principles of Securities
Regulation” These principles are incorporated ittisas 6 — 8, 10-12, and 14 of the SA and
comply with the examiners’ recommendation.

27. The examiners’ recommendation for measures in tAetd-prevent criminals or their
associates from gaining control or significant omgh@ of financial institutions to be
duplicated in relevant legislation governing th@exwision of other financial institutions is
still largely outstanding. Section 20 of the Iresuwre Act gives the Central Bank power of
approval over any change in controllers or chiefoeive officers of insurance companies.
Similar requirements for the security sector aretlitrunions are still outstanding.

28. Additionally, AML/CFT supervision of the securitiegector was authorized by the
enactment of the SA in December 2012 and the TT&BEG the process of commencing
implementation of on-site inspections. No inforimathas been submitted for this report
with regard to the status of the TTSEC implemenAh/CFT supervision of the securities
sector following the enactment of the SA.

29. With regard to recommendation that money trangfenpanies and cash couriers being
subject to AML/CFT supervision the authorities advihat the CBTT with the assistance of a
technical expert from the Office of Technical Assicce, US Department of Treasury has
developed a draft AML/CFT supervisory framework fooney remitters and bureau de
change. Additionally, the CBTT is working on guidels and legislation to regulate money
remittance business. The above developmentsregird to money transfer companies and
bureau de change are the beginning of measuressaggao comply with the requirements
of the Methodology. While the examiners’ recommeiuaies refers to cash couriers being
subject to AML/CFT supervision, this is not a requient of the Methodology and as such
will not be considered in assessing compliance W#etommendation 23. Given the above,
the examiners’ recommended actions still remairstsuittially outstanding.
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Recommendation 26

30. As reported in a previous follow-up report, mosttbé examiners’ recommended
measures were met with the enactment of the FIUTTAese included implementation of a
legislative framework with a view to gaining memdap to the Egmont Group, introduction
of periodic reports by the FIU on its operationsd aissuing of public reports and

strengthening and restructuring of staff of the FWith regard to Egmont membership, the
authorities advise that on July 3, 2013 the FIU adwitted as a Egmont member.

31. Concern about the autonomy of the FIU was indicatete previous follow-up reports
with regard to employment of staff since some sapffointments are approved by the Public
Services Commission and other positions are apgriwyethe Permanent Secretary of the
Ministry of Finance. Section 7 of the FIUTTA whickvises section 3 of the FIUTT provides
for the appointment of members of staff, consutamd experts after consultation with or on
the advice of the Director of the FIU. This praeismakes the FIU Director’s consultation a
legal requirement and therefore removes conceratabhe FIU’s autonomy in this regard.

32. With regard to the recommendation that the FIU mwrsthe introduction of public
periodic reports about its operations including ktd TF trends, the FIU Annual Reports
for 2010 and 2011 were presented in the Parliamifitinidad and Tobago on January 27,
2012 in accordance with section 18(2) of the FIUTTAhe Annual Report for 2012 was
submitted to the Minister of Finance on November 2&12. The reports were also made
available to the public and published on the Flafsbsite. The reports contain trends and
typologies and statistics on the operations offte In addition local and foreign trends and
typologies on money laundering are also availableh® FIU's website. Given the above,
this Recommendation is fully compliant.

Recommendation 36

33. This Recommendation was rated largely complianthe MER. The deficiencies

identified included no mechanisms in place to deih conflicts of jurisdictions and the

requirement of dual criminality made mutual legasiatance with regard to terrorist
financing impossible since Trinidad and Tobago mmad properly criminalized terrorist

financing at the time of the MER. Since the mutenluation, terrorist financing has been
criminalized as required in the ATAA of 2010 asewin previous follow-up reports. The
only outstanding recommendation is the need totdegislation that deals with conflicts of

jurisdiction. Given the above, this recommendatsonot fully compliant.

Recommendation 40

34. The examiners’ recommended action requires theoati#s to implement legislation
to enable law enforcement agencies and other cemipauthorities to provide the widest
range of international co-operation to their foreicpunterparts. The follow-up report of
May 2010 indicated that the FIU and the CentrallBhave the power to share information
with local and foreign authorities under the FIUT8Ad the FIA respectively. The follow-
up report of November 2012 indicated that amendmtnthe FIUTTA allow for the FIU to

10
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disseminate financial intelligence and informatit;m local and foreign authorities and
affiliates within the intelligence community.

35. With regard to the ability of the TTSEC to provitie widest range of international co-
operation, Section 19(2) of the SA allows for thESEC to co-operate with and provide and
receive information with other securities or finehecegulatory authorities, law enforcement
agencies and other government agencies or regylatmhorities in Trinidad and Tobago or
elsewhere. Additionally, section 19(4) allows th€SEC to enter into MOUs with any
agency of a foreign government or regulatory bodgponsible for supervision of the
financial services industry in furtherance of thegmses of the SA. It is noted that section
6(i) of the SA stipulates that one of the functi@fishe TTSEC is to ensure compliance with
POCA and any other AML/CFT law. As such, the abgrevisions comply with the
examiners’ recommendation for the TTSEC to be dblgrovide the widest range of
international co-operation. Statistics on this terashould be provided in future follow-up
reports.

36. During the period January — July 2013, the FIU mtdnto MOUs with three other
FIUs namely St. Vincent, Montserrat and Guyana.r&ftdVilOU has also been agreed with
the FIU of Suriname and the intention is to hawe document signed at the next CFATF
Plenary. Additionally a draft MOU has been agreéth the Financial Transactions and
Reports Analysis Centre of Canada (FINTRAC) anelxisected to be signed before the next
Egmont Plenary in February 2014. The FIU is alsnegotiations with several other foreign
FIUs to sign MOUs.

37. With regard to implementation, from January to J2O13, the FID assisted with one
external investigation and the FIU handled 22 inicgmequests and sent 8 outgoing requests
to foreign authorities. The above measures fullymgly with the examiners’
recommendations with regard to implementing appatgriegislation. Statistics suggest that
the FIU and the FIB are implementing the provisio@®nsequently, this Recommendation is
fully compliant.

Special Recommendation 1l

38. As indicated in the follow-report dated June 204€5essment of the compliance with
the examiners’ recommended action focused on thaswmes to address the identified
deficiency of lack of implementation of S/IRES/12B¥99) and S/RES/1373(2001). While
the legislation as enacted by Trinidad and Tobagstantially complies with the criteria of
SRIII, there are still some outstanding issues tvhi® set out below.

39. As noted in the previous follow-up report, sectid@ of the ATA provides for
procedures for freezing assets of designated estite. individuals or entities and their
associates designated as terrorists by the Se€wiincil of the United Nations. However, it
is noted that with regard to the Attorney Generhf able to apply for a freezing order for
anyone other than UN designated entities, thatge@2B(1)(b) of the ATA limits such
orders to entities and does not include individuals

40. As stated in previous follow-up reports , sectieghd® the ATA has been amended to
allow a customs officer, immigration officer, orljpe officer above the rank of sergeant who
reasonably believes that property in the possesdiarperson is property intended to be used
for the purpose of a terrorist act or for financtegorism, terrorist property or property of a

11
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person or entities designated by the United Nat®asurity Council to apply for a restraint
order for the property concerned.

41. Section 34 of the ATA provides for the restrainofgoroperty involved in terrorism or
terrorist financing rather than all property of iwWiduals or entities engaged in terrorism as
stated in the resolution. As such, the scope efabove provision would be narrower in
application than required by the resolution.

42. S/RES/1373(2001) also requires countries to exaanitegive effect to, if appropriate,

the actions initiated under the freezing mechanisi®ther countries. Such procedures
should ensure the prompt determination, accordingpplicable national legal principles,

whether reasonable grounds or a reasonable basts &xinitiate a freezing action and the
subsequent freezing of funds or other assets witthelay.

43. In Trinidad and Tobago, the above procedures averged by the Mutual Assistance
in Criminal Matters Act. As indicated in Trinidaghd Tobago’s mutual evaluation report,
section 30 of the referenced statute allows foists¥e to countries for confiscating or
forfeiting property orders and orders that restdgalings with property derived or obtained
from the commission of a specified serious offen@ne of the requirements for providing
assistance is dual criminality. The criminalizatiof terrorism and terrorist financing under
the ATA therefore provides the basis for the altles in Trinidad and Tobago to
incorporate assistance in giving effect to freezimgchanisms of other jurisdictions under the
procedures established by the Mutual Assistanc€riminal Matters Act. However the
requirement for dual criminality may limit applioat with regard to freezing mechanisms
giving the constraints on freezing described ab@ieen the above, this recommendation is
not fully compliant

Other Recommendations
Recommendation 6

44. As indicated in the Follow-Up Report of May 2010royisions of the FOR
substantially comply with the examiners’ recommeiwtes which included all of the criteria
of Recommendation 6. The only outstanding requirdnig that the approval of senior
management of a financial institution be required €ontinuing a relationship with a
customer or beneficial owner who becomes a polijicaxposed person (PEP) or is
subsequently found to be a PEP. .

Recommendation 7

45. The Follow-Up Report of May 2010 indicated that epicfor the requirement that a
respondent institution be able to provide relevigientification data upon request to the
correspondent institution for “payable-through acus”, all the examiners’
recommendations which include all criteria of Reomndation 7 were met. The situation
remains unchanged for this report.

Recommendation 8

46. The Follow-Up Report of May 2010 noted that exdeptthe requirement for financial
institutions to be required to have measures fonageg risks including specific and

12
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effective CDD procedures that apply to non-facefdoe customers, all the examiners’
recommendations which include all criteria of Recmendation 8 were met.

47. Section 12.3.2 (v) of the Central Bank of Trinidadd Tobago Guidelines (CBG)
requires financial institutions to have policiesigrocedures in place to prevent the misuse
of technology for money laundering and terrorisaficing schemes. Additionally, financial
institutions are required to ensure that theirqiesi and procedures address non-face to face
transactions which have an inherent risk of fraudfawgery. While the above measure
complies with the outstanding requirement it isyoapplicable to the financial institutions
under the supervision of the Central Bank. Furtherstatus of the CBG with regard to its
enforceability will have to be demonstrated by efifee implementation through the
imposition of sanctions for identified AML/CFT bmdses. As such, the outstanding
recommendation has only been partially met.

Recommendation 9

48. The examiners’ recommended actions for third pawied introducers include all the
essential criteria of Rec. 9. While regulatio®sahd 14 of the FOR were intended to meet
the criteria of Rec. 9, the follow-up report of M39Q10 indicated that the regulations were
unclear and did not comply with the criteria. T$iuation is unchanged for this report,
subsequently the Recommendation remains outstanding

Recommendation 11

49. It was noted in the May 2010 report the requireminmt financial institutions to
examine and record findings in writing on the baockmd and purpose of all complex,
unusual large transactions or unusual patterngavfsactions and to keep such findings
available for competent authorities and auditorsafoleast five years was outstanding. The
situation remains unchanged for this report. .

Recommendation 12

50. The situation with regard to compliance with theaminers’ recommendations for
Recommendation 12 remains the same as indicatdgkilast follow-up report. As noted in
previous follow-up reports DNFBPs, motor vehicléesamoney or value transfer services,
gaming houses, pool betting, national lotterieslimm betting games, private members clubs
and art dealers are defined as listed businestiarelbeen subjected to the same AML/CFT
requirements as financial institutions. Howeveis inoted that with regard to the activities
subject to AML/CFT requirements, that the creatiopgration or management of legal
persons or arrangements by accountants, attormégew and independent legal professionals
are not included. With regard to the activitiedroft and company service providers, acting
as (or arranging for another person to act aslistide of an express trust has also not been
included. This deficiency remains outstanding.

51. With regard to the examiners’ recommended actioat tthe requirements of
Recommendations 5, 6 and 8-11 should be appliedciloumstances detailed in
Recommendation 12. It was noted in the follow-uporé of May 2010 that the FATF
requirement that casinos should be subject to aBee®mmendations when their customers
engage in financial transactions equal to or alid8®3, 000 had not been included in the
enacted legislation. At present the applicablesmation threshold for gaming houses, pool
betting, national lotteries on-line betting gamed arivate members’ clubs is the same as all
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financial institutions and listed businesses i.€S%0,000 and over or US$14,285 for one-off
transactions. No update has been provided witardetp this issue. The requirements of
Recommendations 5, 6 and 8-11 as enacted are applito all the listed businesses and
while the examiners recommended actions for Re¢s6,58, 10 and 11 have been
substantially met those of Rec. 9 are still largaiystanding as indicated in this report.

52. A previous follow-up report noted that while thdJRlvas responsible for supervising
listed businesses, this supervision was limited\kdlL obligations, since combating of the
financing of terrorism was not included in sect@hof POCAA. However, as noted under
Recommendation 23 in this report, supervisory agsnare now responsible under the
FOFTR for ensuring compliance of financial insibas and listed businesses with the
obligations, prohibitions and offences relatingthe financing of terrorism. Information on
the establishment and implementation of an AML supery regime by the FIU can be
found in sections of this report dealing with R&&3and 24.

53. In accordance with the examiners’ recommendaticedicate and inform the DNFBPs
and persons engaged in relevant business actidtiesit their legal responsibilities, the
authorities have carried out and continue to cawy a number of training sessions,
conferences and outreach measures. During thedpdanuary to July 2013, the FIU
conducted 14 awareness training sessions for DNFBRsfor the general public. Two
sessions were conducted on financial fraud and séanthe public.

Recommendation 15

54. As noted in the May 2010 report the only recommépndaoutstanding was the
requirement for information on new developments niethods and trends in money
laundering and financing of terrorism to be inclddes part of training to be provided by
financial institutions to their staff. The situatiremains unchanged for this report.

Recommendation 16

55. As already noted under Recommendation 12, whieti business” has been extended
to include all FATF DNFBPs, the list of detailedigities subject to AML/CFT obligations
does not include all FATF requirements. Sincestisbusinesses are subject to the same
AML/CFT requirements as financial institutions tkituation as noted in the analysis of the
requirements of Recommendations 13 to 15 are aiglicable to DNFBPs.

56. With regard to Recommendation 13, the situatioindiated in last follow-up report
remains the same in relation to the legal provisiorhe outstanding requirement is the
exclusion of one-off transactions from the suspisitransaction reporting requirement.

57. With regard to Recommendation 14, the examinersmenended actions to prohibit
the disclosure of reporting to the designated aiiiiBlU and ensure that the confidentiality
requirements in POCA apply to the personnel of Fld were all met by enactment of
POCAA and the FIUTTA as indicated in previous fallap reports.

58. With regard to Recommendation 15, the examinersbmenended measures with

regard to internal controls, compliance, trainimg &iring procedures have been addressed in
the FOR and the FOFTR except as noted under Recodatien 15 in this follow-up report.
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59. As part of ensuring implementation of the above sness, section 55(5) of POCA
requires every financial institution or listed mess to develop and implement a written
compliance program approved by the FIU. In taneeth this provision, regulation 31(1) of
the FIUTTR requires financial institutions and didt businesses to submit compliance
programs to the FIU within three months of the ammninto effect of the FIUTTR. The
FIUTTR became enforceable on February 10, 2011.

60. For the period February, 2011 to January 2012,Rhé received 159 compliance
programs, consisting of 96 from financial instituts and 63 from listed businesses. From
January to December 2012, the FIU received 63 damg® programs and approved 9.
During the seven months period from January to 2013, the FIU received 191 compliance
programs and approved 193. It should be notedi#haiof the compliance programs received
during the first seven months of 2013 came fromratlys and accountants and was probably
a result of the FIU’s engagement with the respectigsociations in distributing a reporting
template for compliance programs for submissiomteethe end of 2013 as noted in the last
report.

61. .While the above figures demonstrate a signifidamrovement for the first seven

months of 2013 in the rate of submission and apgraf compliance programs, a

considerable number of listed businesses are iachref regulation 31(1) as stated above.
From January to December 2012, the FIU issued 2vahing letters to listed businesses
registered with the FIU concerning non-compliandthwespect to regulation 31(1) of the

FIUTTR. From January to July 2013, the FIU ex$86 similar letters. The FIU took

enforcement action against 36 entities. As a tesilthe action, 30 entities responded
positively and further enforcement action is befaken in accordance with the FIUA. The
FIU intends to continue its enforcement action agfaanother 40 entities. The FIU entered
into discussions with other sectors to assist themproviding a model compliance

programme. While the number of warning lettersrnigll in comparison with the number of
listed businesses in breach of regulation 31(B),RiJ has taken further enforcement action
in accordance with the FIUA.

62. With regard to the reporting of suspicious transast the authorities advise that 268
SARS have been submitted by listed businesseshirperiod January to July 2013.
However, it should be noted that 246 of the SARm&drom one category of listed
businesses money or value transfer service pravided the remaining 22 from five other
categories. This suggests that the reporting gbisasis transactions and activity by listed
businesses is ineffective.

Recommendation 17

63. The Follow-Up Report of October 2010 noted thateékaminers’ recommendation for
considering the amendment of the provisions foctans in the POCA to allow for penalties
to be applied jointly or separately was dealt witider section 68(3) of the Interpretation Act
which allows for the imposition of the stipulatedds in the penalties in POCA separately on
companies.

64. With regard to the other outstanding recommendaf@mincreasing the range of

sanctions for AML/CFT non-compliance to includedildinary sanctions and the power to
withdraw, restrict or suspend the financial ingtiin’s licence where applicable, the Central
Bank’s range of sanctions for non-compliance WitMLACFT laws was extended for banks
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and insurance companies under the FIA and the dnser Amendment Act 2009
respectively.

65. The authorities have advised that sections 10 amaf the FIA further provides for the
Central Bank to issue AML/CFT guidelines and toafme to impose compliance directions
for breaches of the guidelines. Section 57 ofSAeallows the TTSEC to consider issuing a
warning, private reprimand or public censure ompsunsl the registration of a registrant for
various reasons including prosecution for the brezfcany law relating to the prevention of
money laundering and combating the financing abtesm. Section 58 of the SA goes on to
allow the TTSEC to revoke a registration on theida$ a conviction for a similar breach.
The above measures appear limited to warningsuocerms suspension and does not afford a
wide range of possible sanctions particularly ifdatien to restricting activities or
management of registrants. As such, this recomntigmdia partially met.

66. The FIU's range of sanctions include the issuingdafctives to non-regulated

financial institutions or listed businesses which @olating or are about to violate provisions
of the FIUTTAA 2011, the FOR, the ATT, the FIUTTAhe FIUTTR and any other

guidelines issued by the FIU. These directives b8l in addition to the penalties already
available under the mentioned statutes. Failureotaply with a directive can result in the
FIU applying to the High Court for an Order regogithe unregulated financial institution or
listed business to comply with the directive.

67. Since enactment in May 2011 the FIU has issued inguietters to listed businesses
concerning non-compliance with regulation 31(1) toé FIUTTR, non-registration, and

failure to submit quarterly terrorist reports. ddiionally during the period January to July
2013, the FIU issued directives to 14 entities. ibpithe same period, the Central Bank
issued 15 warning letters and one notice to isst@gliance direction resulting from on-site
inspections.

Recommendation 19

68. The situation is unchanged from the previous follggvreport which noted that while
measures substantially comply with the examineesommended actions, documentation
regarding the consideration of the feasibility autility of a large currency transaction
reporting system needs to be submitted for vetibioa

Recommendation 21

69. As indicated in a previous follow-up report, aletexaminers’ recommended measures
were addressed in POCAA and the FIUTTA except fug tequirement for financial
institutions to give special attention to businesationships with persons (including legal
persons and other financial institutions) from rcountries which do not or insufficiently
apply the FATF Recommendations. The authoritieseheasferred to section 30 of the
POCAA which requires financial institutions or éstbusiness to pay special attention to all
business transactions with persons and financssikiions in or from other countries which
do not or insufficiently comply with the recommetidas of the FATF. This requirement
will include business relationships and therefamplies with the recommendation.

70. The Follow-Up Report for May 2012 noted that theammendation for effective
measures to be put in place to ensure that finbimstutions are advised of concerns about
weaknesses in the AML/CFT systems of other cowtmeéas mandated by subsection
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17(1)(a) of the FIUTTA requiring the FIU to publighlist of countries identified by the
FATF as non-compliant or not sufficiently compliamhe FIU and the CBTT have published
on their respective websites FATF's Public Stateselated February 16, 2012, June 22,
2012, October 19, 2012, February 22, 2013 and 2an€013. Additionally, the CFATF
Public Statement of May 30, 2013 has also beenighdd on the FIU and the CBTT
websites.

Recommendation 22

71. The situation remains unchanged as noted in thequereport. All of the examiners’
recommendations concerning Recommendation 22 hayen bmposed on financial
institutions under the supervision of the CentranB via the AML/CFT Guidelines.
However, with regard to other financial entitiel,0fthe examiners’ recommended measures
remain outstanding except for the requirement fanbhes of financial institutions to apply
the higher AML/CFT standard where minimum host andme country AML/CFT
requirements differ.

Recommendation 24

72. The situation as noted in the last Follow-Up Regws$ remained unchanged. With

regard to the examiners’ recommendation that gammmges (or private member clubs), pool

betting and the national lottery on line bettingngs should be subject to a comprehensive
regulatory and supervisory regime, previous follggv-reports noted that the FIU was

designated in the FOR as the competent authordyoresible for ensuring compliance by

listed businesses which includes DNFBPs, gamings&®or private member clubs), pool

betting and the national lottery on line bettingngawith AML/CFT obligations.

73. Regulation 28(1) of the FIUTTR requires supervisadities to register with the FIU
within three (3) months of the FIUTTR coming intrde. The total number of registrants at
the end of January 2012 was 1,465 listed busine$bestotal number of registrants listed as
at the end of 2012 is 1,581. The above measureddes for the FIU to implement a
regulatory and supervisory regime to ensure thatiigghouses or private members clubs are
effectively implementing the required AML/CFT meesst The FIU has commenced on-site
examinations of private members clubs having caroiet six during the first seven months
of 2013. The FIU should continue to submit inforimatin future follow-reports with regard
to the number of on-site inspections being condbatel the results regarding any AML/CFT
breaches.

74. The situation remains unchanged with the recomntendéor regulatory measures to

prevent criminals or their associates from holdig being the beneficial owner of a

significant or controlling interest, holding a mgeanent function in, or being an operator of
a gaming house (or private members club), poolifgetand the national lottery on line

betting games still outstanding.

75. In accordance with the recommendation that compedathorities should establish
guidelines to assist DNFBPs to implement and comwityr their respective AML/CFT
requirements, regulation 30 (1) of the FIUTTR regsithe FIU to provide guidelines and
standards to supervised entities. While thera @eneral provision in the FIUTTR for
sanctions for financial institutions or listed messses committing offences for which there in
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no specified penalty, breach of the guidelinesédsunder regulation 30(1) is not specified as
an offence. Guidance Note on Suspicious Trar@m@étctivity Reporting Standards and
Guidance Note on Procedure for Reporting Terrdfistds have been issued by the FIU.
The FIU has also created sector specific guidelfoesnotor vehicles dealers, real estate,
private members clubs, attorneys-at-law, accoustant jewelers. In September 2013 the
FIU issued a Guidance Note on Politically Exposedséns (PEPs) for Reporting Entities.
The FIU also created and published guides for Sigest Entities on Structuring an
AML/CFT Compliance Programme, Customer Due Dilige@uide No. 1 of 2011, Notice to
Financial Institutions on Quarterly Terrorist PrageReporting and General Information to
Financial Institutions. The above measures at@lrsteps in the development of an effective
supervisory regime for DNFBPs. Given the above tantling requirements, this
recommendation remains largely outstanding.

Recommendation 25

76. A previous follow-up report noted that the recomdetion for the designated
authority/FIU to have a structure in place to pdavfinancial institutions that are required to
report suspicious transactions, with adequate apdopriate feedback, was met by section
10 of the FIUTTA. For the period January to Julyl20the FIU provided feedback to
financial institutions and listed business thaedilSTR/SAR with the FIU acknowledging
receipt and the action taken. Further the FIU widdeedback letters listing deficiencies in
the completion (e.g. missing information or poorraave provided) of the STR/SAR form
and have held face-to-face meeting with Reportingjtiés giving feedback on STR/SAR
filed. Further all training and outreach conduckgdthe FIU during the period focused on
STR/SAR reporting by reporting entities

77. Under section 8(3) (d) of the FIUTTA, the FIU iqjuired to set reporting standards to
be followed by financial institutions and listedsinesses in furtherance of section 55(3) of
the POCA which deals with suspicious transactigroréng. Guidance Note on Suspicious
Transaction/Activity Reporting Standards and Guagamote on Procedure for Reporting
Terrorist Funds have been issued by the FIU anda#able on its website.

78. With regard to the Central Bank AML/CFT Guidelinesing enforceable and having
sanctions for non-compliance a previous follow-epart noted that sections 10 and 86 of the
FIA create a legal basis for the enforceabilityteé Central Bank AML/CFT Guidelines.
Effective implementation of this enforceabilitylstias to be demonstrated by the Central
Bank. Many of the requirements in Central Bank)®2 Guidelines have been codified in
the FOR 2010. As a result, the Central Bank issegsed Guidelines as of October 2011.
The Guidelines have been published on the CentakB website.

79. With regard to the recommendation that guideliniesilar to the CBTT AML/CFT
Guidelines should be issued by the relevant autésrifor all financial institutions and
persons engaged in relevant business activitylatgaiin the POCA, regulation 30 (1) of the
FIUTTR requires the FIU to provide guidelines an@ndgards to supervised entities.
Guidelines for motor vehicles dealers, private merslriubs, real estate, attorneys-at-law,
accountants and jewelers have been published ofrithenvebsite. These guidelines only
cover some of the entities included as listed rssas. The TTSEC Guidelines on Anti-
Money Laundering and Combating the Financing ofrd@resm were publicly launched in
April 2012 and are available on the TTSEC’s websitdhe above measures substantially
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comply with the examiners’ recommendations. Thistanding requirement is the need for
the FIU to issue guidelines for those listed busses which have no guidelines.

Recommendation 29

80. Concerning the recommended action that the CrewiibrSupervisory Unit (CUSU)
have adequate powers to supervise credit unionsofopliance with AML/CFT obligations,
the authorities advised in a previous follow-uparhat a decision had been taken to place
the supervision of credit unions under the CenBahk and that legislation was being
developed to accommodate this change. The CUSUedeaperation in 2006. The
authorities advised since June 2010 that a credinubill was been drafted and under
review. The situation remains unchanged for thjsort.

81. It was noted in the previous follow-up report, Uethactment of the proposed Credit
Union Bill, the FIU is the designated supervisomtherity for credit unions for AML
obligations. At the last report, the FIU had résyisd 175 credit unions and received thirty-
six (36) compliance programs from credit unionscsithe enactment of the FIUTTR in
February 2011. For 2012 five additional compliapcegrams were received from credit
unions and the FIU conducted two (2) on-site vigtsredit unions. The FIU has risk ranked
the entities and onsite examinations are beingwtted on the top ten highest ranked entities
in the sector. The FIU has conducted five onsitgnerations on credit unions since 2011
which represent 62% of the top 10 credit uniori3uring the first seven months of 2013, the
FIU received 10 compliance programs from creditonsi and conducted two (2) on-site
visits. The FIU conducted only two (2) training Siess with credit unions during the same
period. While the numbers of submitted compliancegmams have increased, the total
number submitted to date is only fifty-one (51) ehhieaves some one hundred and twenty-
four (124) in breach of regulation 31(1) of the FIR. While the risk-based on-site
inspection function of the FIU has resulted in imped coverage of the credit union sector,
the time taken to achieve the coverage and thatezptack of any warning letters to credit
unions regarding the non-submission of compliancegqams suggest that effective
AML/CFT supervision of credit unions has not beeltyfachieved.

82. As noted in a previous follow-up report, the recoemaied actions for all supervisors to
have adequate powers of enforcement and sanctigamsa financial institutions, their
directors or senior management and the need todystems in place for combating ML and
FT and to review the effectiveness of these systaedusessed specific deficiencies of the
TTSEC and the CUSU. As already mentioned concaonsit the CUSU are being dealt with
by transferring supervisory responsibility to then@al Bank in new legislation.

83. With regard to the TTSEC, section 89 of the SA ewgrs the SA to carry out on-site
examinations of its registrants, i.e. complianceiaws. These reviews include assessing
compliance with the provisions of the SA, POCA, ang other written law in relation to the
prevention of money laundering and combating tharfcing of terrorism. Section 90 of the
SA gives the chief executive officer of the TTSH@ power to issue directions to take such
measures that may be considered necessary to resmgdyreaches of the provisions of the
Act, guidelines made thereunder and any law intiolato the prevention of money
laundering and combating the financing of terrorism unsafe or unsound practice in
conducting the business of securities revealedndua compliance review or any other
inspection. Section 90(8) of the SA specifies aaftgrfor failure to comply with directions
on conviction on indictment of a fine of TT$500,0Q05$77,600) and imprisonment for two
years. The measures above are limited to thecapiph of one specific sanction and does
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not allow for a range of sanctions to be appliedpprtionately nor does it include as the
ultimate sanction the revocation of registratiorddAionally, there is no provision for the
application of sanctions to the directors and semianagement of the financial institution.
As such, this recommendation has only been partiaét. Given the above, only one of the
examiners’ recommendations has been partially cechplith.

Recommendation 30

84. The main recommended actions under this Recommendatidress deficiencies in
resources and training in the FIU, the DirectoPablic Prosecutions (DPP), the Magistracy,
Customs Division, the Poalice, the Strategic Sew/idgency (SSA), TTSEC and CUSU. At
present the DPP Office is in the process of resumgdion. A plan for re-structure
contemplates the setting up of Units such as tharféial/Proceeds of Crime Unit. Cabinet
has approved the creation of a further one hun¢ire@d) legal posts in the DPP Office. This
will allow for the training and allocation of praagors in specialist areas such as Proceeds of
Crime. It is anticipated that the Unit will be agt within the next 3-4 months when the
DPP’s Office has completed installation of a nesecaanagement system.

85. The situation with regard to the Financial Investigns Branch (FIB) dedicated to the
investigation of money laundering offences remainshanged from the last Follow-Up
Report. The FIB was transferred to the Trinidad &nobago Police Force and re-established.
The FIB is currently located at the old Special iAtime Unit of Trinidad and Tobago
(SAUTT) Headquarters and the resources of the foumé are now being used by the FIB.
There is currently twenty (20) staff members wittive FIB, ten (10) are regular serving
officers, eight (8) are special reserve officerd amo (2) are civilians.

86. With regard to the FIU, it was noted in previoudida-up reports that the FIU had
instituted a continuing training program for stafh January 2013, the Compliance
Supervisor and Deputy Director attended an AML/@Bnhference in Barbados hosted by the
CFATF. In March 2013, the Senior Legal Officer eatfled GovRisk Training on
Confiscation and Civil Forfeiture in Belize Cityh& Deputy Director attended the Drug
Enforcement Agency’s 19Annual Drug Commanders Conference in Aruba frontdz8-

17 2013. In May 2013, the Supervisor, Compliancd ®utreach attended a conflict
management training workshop. A number of trairsegsions were attended by the IT and
administrative staff.

87. With regard to the staffing of the FIU, this is agsked under Recommendation 26 in
this report in relation to the autonomy of the FId.August 2011, Cabinet approved the
strengthening of staffing complement of the FlUhwthe creation of a Compliance and
Outreach Division which has a staff complementesfes (7). The Analytical Division of the
FIU has an approved structure of six (6) analy§iaring the period July to December 2012,
the Analytical Division was fully staffed. A senidiegal Officer was also appointed. The
Compliance and Legal Divisions will be further awegted by the recruitment of five (5)
contract officers in August 2013. Additionally, mation (compartmentalizing) of the office
space of the FIU is almost complete..

88. In keeping with the restructure and re=organizatidnthe DPP’s Office all staff
members are currently receiving training relatigeProceeds of Crime. In this regard all
prosecutors received training in Proceeds of Crinagters in the week of August 12 — 16,
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2013. The training was arranged by the Criminatida Advisor from the Crown Prosecutor
Service, UK.

89. With regard to AML/CFT training provided to staff the FIB during the first half of
2013, the authorities advise that three (3) FIBpenel completed a two (2) week training on
Money Laundering and Anti-Terrorist Financing at tiCaribbean Regional Drug Law
Enforcement Training Centre (REDTRAC). Ten (108 lpersonnel also completed a United
States Department of State International Narcatitd Law Enforcement Bureau, Federal
Bureau of Investigation in collaboration with Tdiad and Tobago Police Force training in
gang investigations and practice. An officer o tRIB attended the Drug Enforcement
Agency’s 19' Annual Drug Commanders Conference in Aruba fronmd&-17 2013.

90. The enforcement arm of the Division of Legal Advisand Enforcement has staff

members with AML/CFT training. In addition the TTSHas established a cross functional
working group for AML/CFT issues and intends to inedevelopment of a compliance unit

during the course of 2013..

91. The authorities advise that the mandate of maimgiAML/CFT compliance with the
FATF Recommendations was transferred from the $3hde AML/CFT Compliance Unit of
the Ministry of National Security in March 2010.h& unit is staffed with a Director, Deputy
Director, Legal Officer, Research Officer and Opierss Officer. Members have completed
training in the Certified Anti-Money Laundering Syeist (CAMS) designation and also
attained the Florida International Bankers Assamiat(FIBA) Anti-Money Laundering
Certified Associate (AMLCA) qualifications. The #tamembers have attended various
training sessions and conferences. A member oAtME/CFT Compliance Unit attended
the Association of Certified Anti-Money Launderir§pecialists (ACAMs) 18 Annual
International AML & Financial Crime Conference. d&h.egal Executive attended the
Trinidad and Tobago Transparency Institute Anti+@ption Conference on March 8, 2013.

92. With regard to the recommendations concerningriaing and shortage of staff at the
Customs Division, the authorities advised in thevmus report that staff members of the
Customs and Excise Division had access to Certife@ild Detection and Investigation
training and also training in financial investigati Additionally, the Customs and Excise
Division had adequate training and internal capattitcarry out their functions. There is
ongoing training of officers in the detection and/astigation of ML and FT offences.
Officers recently participated in IPIS — Internatd Passenger Interdiction System hosted by
the US Customs and Border Protection in August 20Additionally, officers attended an
Advance Anti-Money Laundering Workshop hosted by Mnthur Lok Jack Graduate School
of Business in June 2013 and training at REDTRAC.

93. With regard to staffing constraints faced by thadidtracy, the authorities submitted
information that as of 2012 there were one (1) CMeagistrate, one (1) Deputy Chief
Magistrate, ten (10) Senior Magistrates and fortg-{45) Magistrates. No information as to
whether this figure is an increase or decrease foverer levels or whether the length of time
for resolving cases has improved has been subnidtethke an evaluation on effectiveness.
On May 18, 2013 the FIU hosted a judicial sendiiwaseminar for the Magistracy at the
Hyatt, Trinidad.

94. The above demonstrates that increased resourcdxeiaug provided to the FIU along
with appropriate AML/CFT training. There is needprovide more relevant information on
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the FIB, the Compliance Unit, the Magistracy andst0ms Division for an evaluation of
effectiveness.

Recommendation 31

95. With regard to the recommendation concerning thtablishment of the legal
framework necessary to formulate a National Antifldg Laundering Committee as noted in
previous follow-up reports an AML/CFT Committee westablished in November 2010 and
has been active in addressing issues of implenientat Trinidad and Tobago’'s AML/CFT
regime, reviewing AML/CFT legislation, securing bedical assistance and drafting
AML/CFT policy among other functions. No informatioabout the activities of the
AML/CFT Committee during the period January to J@@43 has been forwarded for this
report.

96. With regard to the recommendation for the introgucof MOU’s between the CBTT,
the TTSEC and the FIU, section 8(3) of the FIA 2@ll8Bws the Central Bank to enter into
MOU'’s with the Deposit Insurance Corporation, othegulatory bodies and the designated
authority i.e. the FIU to share information. Then€al Bank already has a multilateral MOU
to share information with other regional regulatoMOUs with the TTSEC and the FIU are
presently being developed.

97. Section 19 of the SA provides for information shgrbetween TTSEC and the Central
Bank, FIU or any other agency which exercised r@guy authority under law. It also
permits information sharing with specified foreigmtities. The authorities advise that
discussions and drafting are in the advanced stagthsa view to finalizing the MOUs
between the TTSEC, the Central Bank and the FiUJuhe 2013, the TTSEC became an A-
List signatory to the IOSCO MOU which governs imf@tion sharing with appropriate
measures for confidentiality.

98. In relation to the recommendation for improved pe@tion amongst law enforcement
and other competent authorities, as noted in theigus report measures were in place to
allow for the sharing of information between thé&JFIthe Criminal Tax Investigation Unit
(CTIU), the Customs & Excise Division, the investiign of all reports sent by the FIU to the
COP and the receipt of analysed reports from thé d&fid the investigation and subsequent
feedback by the Board of Inland Revenue (BIR).

99. As noted in the previous follow-up report consuttas between the various law

enforcement agencies (LEAS) are being held regularlThe first of such meetings was held
in August 2011, with the FIB. For the period Jayut July 2012, the FIU, Customs,

Immigration, DPP, FIB, Criminal Tax Investigatiohlit and BIR held three meetings to

discuss SARs and the coordination of work. Fouiilammeetings were held with the same
agencies during the period July to December 20dRtHe period January to July 2013, two
(2) formal meetings were held by the FIU and théAkE&s well as 2 training sessions were
conducted with LEAs and the FIU on tactical anaysid intelligence reports.

100. Letters of Exchange/MOUs between law enforcemetitaaities have been drafted.
The FIU and the Central Bank held their first magtin August 2011 to discuss the approval
of compliance programmes of financial instituti@r® proposed to have quarterly meetings
of supervisory authorities. The most recent meetiag held in July 2013.
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101. The examiners’ recommended action also referreccdoperation amongst other
competent authorities. The FIU has held two (2) tingewith the Transport Commissioner
during the period January to July 2013 to formaprecedures for receiving and responding
to requests from the FIU for information held oe ttatabase at the Licensing Department.

102. Concerning the last recommendation for the contiposof the FIU to be expanded to
include personnel from different relevant entitissthe October 2010 report the authorities
advised that members of the Counter Drug and Ciiask Force had been transferred to the
FIU and the FIB. The enactment of the FIUTTA and farmal establishment of the FIU
have resulted in the development of hiring proceswhich would not allow for the direct
assignment of personnel from different relevartities as set out in the recommendation.
However, hiring practices as set out should resuthe employment of appropriate staff.
The above measures demonstrate substantial comgpliawith the examiners’
recommendations with increased co-operation amavg énforcement authorities and
implementation of a National Anti-Money Launderi@gmmittee.

Recommendation 32

103. There has been no change since the previous falpweport in relation to the
recommendation to review the effectiveness of thé $ystems to combat ML and FT. As
indicated, section 9 of the FIUTTA requires the RtJimplement a system for monitoring
the effectiveness of its anti-money laundering ge$ by maintaining comprehensive
statistics on suspicious transaction or suspic&etsvity reports received and transmitted,
money laundering investigations and convictionspprty frozen, seized and confiscated and
international requests for mutual legal assistamc®ther cooperation. While the above
provision did not include FT, section 3(f) of thePMIU&ATA amends section 9 to
incorporate financing of terrorism policies..

104. Statistics with regard to the operations of the FIR012 have been submitted for this
report. It should be noted that SARs submittedht® FIU are analyzed and intelligence
reports based on these analyses are forwardee felBhas reflected in the table below. For
the period January to July 2013, a breakdown ofattiities of the FIB is presented in the
following table.

Table 5: Activities of the FIB for the January to July 2013

Activities Number
Intelligence reports 49
received from FIU

Intelligence reports 49

investigated
New ML investigations for| O

the period

Non-SARs related 28
investigations

On-going ML 0
investigations

Assistance in external 1

investigations
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New cash forfeiture 0
investigations
Ongoing forfeiture 0

investigations
Ongoing cash forfeiture 0
investigations

105. In addition to the above, the FIB reported six (@sh seizures comprising
TT$1,498,189 and US$162,315 and other negligibkeido currency and twenty (20)
detention orders, six (6) of which concerned thenesacash and the remaining for
TT$336,181 and US$46,600. The FIB also appliedfddry (40) production orders during
the period January to July 2013. Of the seventgis€77) investigations conducted by the
FIB during the period, twenty-seven (27) were gafalnvestigations. None of the
investigations warranted submissions to the DPP and(1l) did not merit further
investigation after review. One (1) matter conaggnestraint was also referred to the DPP.
The money laundering prosecution begun in Augudf28 now at the stage of committal
proceedings. It is anticipated that a further molandering charge would be laid from a
fraud matter currently being prosecuted.

106. While the Central Authority made no mutual legadisisnce requests for the period
January to July 2013, it received one (1) suchesguInformation as to the status of this
request has not been provided for this report.

107. In addition to the provision for the maintenancestatistics by the FIU, section 18(1)
of the FIUTTA requires that annual reports on teefgrmance of the FIU be prepared and
submitted to the Minister within two months of thed of the financial year. The financial
year end of the FIU is September, 30. The AnnwgdRts for 2010, 2011 and 2012 have
been published on the FIU website.

108. While section 9 of the FIUTTA requires the FIU toglement a system for monitoring
the effectiveness of its anti-money laundering ge$ by maintaining comprehensive
statistics on suspicious transaction or suspic&etsvity reports received and transmitted,
money laundering investigations and convictionepprty frozen, seized and confiscated and
international requests for mutual legal assistamcether cooperation, it is noted that the
Annual Reports only contained information on scigpis transaction or suspicious activity
reports received and transmitted . While thevisions address the FIU, the examiners’
recommended action refers to tangible results fotmer relevant stakeholders in the system.
The authorities advised in a previous follow-uparehat the office of the DPP generates an
annual report that is statistically based. Norégufrom this report have ever been presented
for the follow-up reports.

109. For the period January to June 2013, the Custoah&aaise Division sent information
on nine hundred and thirty-six (936) currency detlan forms to the FIU, provided
assistance in two (2) investigations, comprisinge ¢1) foreign and one (1) local. During
the same period three (3) detention orders weneedeaind one hundred and seventy-nine
(179) charges laid for making a false declarationd athree (3) charges for
importation/exportation of concealed goods. Addisilly, six ( 2) intelligence reports were
disseminated by the FIU to the Customs and ExcigisiDn,
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110. The following table was submitted to show the numbkincoming and outgoing

requests received and sent by the FIU for the gelamuary to July 2013.

Table 6: No of requests received and sent by FIWdm January to July 2013

Type of Agency | No. of Incoming | No. of Outgoing
Requests Requests

Local LEAs 38 9

Foreign FIUs 14 6

Foreign LEAs 3 1

Total 55 16

111. The nature of
the requests related to predicate offences (eaudfr drug trafficking tax avoidance,
suspected money laundering) and due diligence mafide FIU for the period January to
July 2013 completed and responded to all 55 incgmmequests from LEAs (local and
foreign) and Foreign FIUs. The fact that thereraveutstanding incoming requests suggests
effective co-operation between these agenciestanéity. Information on the number of
SARs submitted to the FIU and a breakdown of tpedyof reporting entities can be found in
the section of this report dealing with Rec. 13fofmation about on-site examinations
conducted by the FIU is reported under Rec. 23.

112. No information was provided in the last follow-ugport with regard to the examiners’
recommended action that measures be instituteeview the effectiveness of Trinidad and
Tobago’s ML and TF systems. The situation remairghanged.

113. The Central Bank has conducted seven (7) on-ssfgeictions for the period January to
July 2013, two (2) each in the banking and insugasectors, two (2) on other credit
institutions and one on a bureau de change.

114. No information was provided in the last follow-ugport or has been provided for this
report on the examiners’ recommended action f@veew of the effectiveness of the systems
for AML/CFT extradition cases. At present, theab statistics demonstrate implementation
on the part of the FIU, the FIB, the CBTT and thestoms and Excise Division. Further
information with regard to certain details of thémitted statistics as referred above should
be forwarded in future reports. There is alsortbed to submit information with regard to
measures instituted to review the effectivenessTiifiidad and Tobago’s ML and TF
systems. While the level of compliance has impdavéas not become largely compliant.

Recommendation 33

115. The situation remains unchanged from the previoggont with regard to the
recommendation for a comprehensive review to deterways to ensure that adequate and
accurate information on beneficial owners can beilable on a timely basis. .In the
previous follow-up report, the authorities advigbdt the FIU and the Registrar General’s
Office had entered into a MOU making the exchanfgmformation in respect of beneficial
owners easier and accessible on a timely basigthdfmore, the Registrar General had
computerized its information system thereby makiagcess to information easier.
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Additionally, the authorities advised that the R#Balso able to access information from the
Registrar General's Office by virtue of an MOU. T@entral Bank has online access to the
Companies Registry. While these measures showd d8r easier access by the FIU, FIB
and the Central Bank to information held by the iRegr General, there has been no report
on the situation with regard to the access of otbemrpetent authorities.

116. It is also noted that no information has been sttkeohiwith regard to any measures to
ensure that the information held by the Registrandsal’s Office on beneficial ownership
and control of legal persons is adequate, accaradecurrent. As such this recommendation
remains largely outstanding.

Recommendation 34

117. The only recommended action for Rec. 34 requiredritnidad and Tobago authorities
to take steps to implement a mechanism to preventimlawful use of legal arrangements in
relation to money laundering and terrorist finagdaoy ensuring that its commercial, trust and
other laws require adequate transparency concethag@eneficial ownership and control of
trusts and other legal arrangements.

118. It was noted in the follow-up report of October @0that regulations in the FOR would
require all financial institutions and listed bussses to identify and verify the identities of
the parties to a trust. Trust service providers iaduded in listed businesses and are
therefore required to comply with the above prmnsi However, as noted in the section of
this report dealing with Rec. 12 trust and comps@rywice providers, acting as (or arranging
for another person to act as) a trustee of an expirist and the creation, operation or
management of legal persons or arrangements byuaizrds, attorneys at law and
independent legal professionals are not includgohasof the activities subject to AML/CFT
obligations. As such, while financial institutioase required to maintain information on the
beneficial ownership and control of trusts and otlkegal arrangements, such requirements
are not applicable to accountants, attorneys at ileadependent legal professionals and trust
and company service providers.

119. The authorities have advised that an amendmeiet&itst Schedule of POCA to deal
with above issue is to be proposed and the Congdiainit was preparing the policy for the
approval of Cabinet by November 2012. No informaton the current status of this matter
was submitted for this report. As such adequatasparency concerning the beneficial
ownership and control of trusts and other legaragements has only been partially met.

Special Recommendation VI

120. As noted in the previous follow-up reports, momewalue transfer service operators
were included as listed businesses in POCAA ancefibie subject to the same AML/CFT

requirements as financial institutions. Additidpait was reported that the Central Bank was
responsible for licensing and supervising moneyittens and that an appropriate framework
was being developed. The authorities advisedahagulatory and supervisory framework
for money remitters was in an advance stage ofldpresnt.

121. With regard to the examiners’ recommended actiguireng the implementation of a
system of monitoring money transfer companiesatitborities advised that the Central Bank
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conducted AML/CFT on-site examinations on cambiosl dhat money remitters were
registered with the FIU as the POCAA includes r&anite business as listed businesses. The
Central Bank revised its AML/CFT Guidelines to umdé sector specific guidance to
cambios. It was indicated that the Central Bank haduired the services of a technical
expert from the Office of the Technical Assistarideited States Department of the Treasury
to assist with the finalizing and implementation afregulatory framework for money
remitters and a supervisory framework for insuramaikers, cambios and money remitters.
The Central Bank has developed draft AML/CFT retioles and licensing guidelines for
money remitters. During the period July to Decen@t2, the Central Bank inspected one
(1) bureau de change and the FIU one money remidteing the first seven months of 2013
the FIU conducted one (1) on-site visit on a moneyitter. The two inspected money
remitters represented 99% of the money remittesoseThe above figures demonstrate the
start of onsite AML/CFT inspections of cambios andney remitters by the Central Bank
and the FIU. The authorities should continue ubnsit figures in future to demonstrate
ongoing effective implementation.

122. The other outstanding recommendations requiring aypotransfer companies to
maintain a current list of agents and the autlexito implement measures set out in the Best
Practice Paper for SR VI remain as reported irfaéhew-up report dated October 2010.. At
the time authorities advised that the National Amtiney Laundering Committee and the
Compliance Unit of the Ministry of National Secyritvere reviewing them and would be
proposing an appropriate amendment.

V. Conclusion

123. As noted in the last Follow-Up Report, the measyas in place since the Fifth
Follow-Up Report, have dealt with the continuindoets of the FIU to achieve effective
operations and implement a supervisory regime fofFBPs through identifying and
registering listed business, commencing an on-gigpection function and enforcing
AML/CFT requirements. While these measures hawn bt in place, some of them are
problematic, such as the supervisory function ef BiU which from the start has posed an
enormous challenge given resources and the nunfltisteal businesses. It is also noted that
there is no initiative with regard to measures dosuring that criminal elements are not
involved in the ownership or management of privatmbers clubs which conduct casino
operations.

124. Statistics have been submitted in relation to ML&§uests, international exchange of
information, on-site AML/CFT inspections, and mon&undering investigations, cash
seizures, restraint orders and STR reporting. &ldesnonstrate continuing implementation
in the areas of international co-operation andfinetions of the law enforcement authorities
and the Central Bank.

125. As noted in the last follow-up report, developmewith the Credit Union Bill have
slowed and it is still outstanding. This is peutarly important in relation to supervision for
compliance with AML/CFT obligations for credit ums. Finally while a
confiscation/forfeiture regime with regard to teisb financing has been legally established,
there is need to demonstrate implementation.
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126. With regard to the level of compliance with the Kagd Core Recommendations
Trinidad and Tobago is fully compliant with five iKd&Recommendations R.3, R.26, R.35,
SR.l, SR. IV and SR.V. Based on the above repihidad and Tobago is not fully
compliant with nine Key and Core Recommendations, R.4, R.5, R.10, R.23, R.36, R.40,
SR.Il and SR.IIl. While the majority of the outsttamy deficiencies linked with the
examiners’ recommended measures can be considened those related to R.5, R.23 and
SR.1Il are not and these Recommendations can k&dayed to be partially compliant. Based
on the foregoing it is recommended that Plenansidan placing Trinidad and Tobago in the
first stage of enhanced follow-up and that an appate letter by the Chairman of the
CFATF be sent to the authorities and Trinidad anddago be required to report back to the
Plenary in May 2014.
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Rating Summary of factors underlying rating Recommended Actions Undertaken Actions
Forty Recommendations
Legal systems
1.ML offence NC . The examiners’ recommendation regarding the

For money laundering offences the PO(
only recognizes property as being the proce|
of crime where a person has been convicte
a predicate offence.

Terrorism, including terrorist financing an
piracy is not covered under Trinidad a
Tobago legislation as predicate offences;

Predicate offences for ML do not extend
conduct occurring in another jurisdiction th
would have constituted an offence had
occurred domestically.

The Mission concluded that AML offences 4
not effectively investigated, prosecuted a
convicted. There were no ML convictions
date of the on site visit.

The money laundering legislation does
appear to be effective as there have been
convictions in 6 years.

A
eds
i of

nd

to
at
t

re
nd
o

no

Consider defining the term money laundering in
POCA and also, for completeness sake, broade
the scope of section 43 beyond drug trafficking
include “or a specified offence”.

Terrorism, including terrorist financing, and piya
should be covered under Trinidad and Tobg
legislation.

he  definition of the term money laundering being
hing included in the Proceeds of Crime Act, 20D0
to (POCA) and broadening the scope of section|43
beyond drug trafficking to include “a specified
offence” has been incorporated in the POCAA.

. Section 43 of the Proceeds of Crime Act 2000 is
amended by deleting the words “drug trafficking”
and substituting the words “a specified offensp”,
thereby broadening the scope of section |43
beyond drug trafficking. Accordingly, Sectign
43 of Proceeds of Crime Act 2000 has been
amended by virtue of Section 22 of the Procepds
of Crime (Amendment) Act 2009 and states the
following:

. “A person is guilty of an offence who concedls,
disposes, disguises, transfers, brings into
Trinidad and Tobago or removes from Trinidad
and Tobago and money or other propefty
knowing or having reasonable grounds to suspgect
that the money or other property is derived,
obtained or realized, directly or indirectly from ja
specified offence”

. A specified offence has been defined in the
POCAA to include an indictable offence and any
act committed or omitted to be done outside| of
Trinidad and Tobago.

. With regard to piracy, section 2 of the Criminal
Offences Act Chapter 11:01 states that every

offence which if done or committed in England
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would amount to an offence in common law
shall, if done or committed in Trinidad and
Tobago, be taken to be an indictable offence and
shall be punished in the same manner as it would
be in England, under or by virtue of any spegial
or general statute providing for the punishment of
such offence, or if there be no such statute,| by
common law. In the UK, piracy is criminalized
as the common law offence of piracy jure
gentium and under section 2 of the Piracy Act
1837 as noted in the UK MER. In accordar|ce
with section 2 of the Criminal Offences Adt,
these provisions make piracy an indictable
offence in Trinidad and Tobago. Additionall
section 6 of the Civil Aviation (Tokyd
Convention) Act Chapter 11:21 provides for the
jurisdiction of a Court in Trinidad and Tobago
with respect to piracy committed on the high sg¢as
to be extended to piracy committed by or against
an aircraft.

. The financing of terrorism is criminalized under
Section 22A. (1-4) of the Anti-Terrorism
(Amendment) Act,2010 as follows:

22A. (1) Any person who by any means, directly
or indirectly, willfully provides or collects funds
or attempts to do so, with the intention that they
should be used or in the knowledge that they |are
to be used in whole or in part-

(a) in order to carry out a terrorist act; or
(b) by a terrorist; or

(c) by a terrorist organisation, commits the
offence of financing of terrorism.

(2) An offence under subsection (1) mmitted
irrespective of whether —
(a) the funds are actually used to commit or attetop
commit a terrorist act;
(b) the funds are linked to a terrorist act ; and
(c) the person alleged to have committed the offém
in the same country or a different country from tine
in which the terrorist or terrorist organisation is
located or the terrorist act occurred or will occur
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Predicate offences for ML in the POCA should a
in anot
jurisdiction that would have constituted an offen

be extended to conduct occurring

had it occurred domestically.

Include in the POCA that where it is proven th
property is obtained from the proceeds of crime
should not be necessary that a person be conv

of a predicate offence in order for the court tcken
a confiscation order in relation to such property.

(3) A person who contravenes this section cosn
an offence and is liable on conviction on indictinen

(a)in the case of an individual, to imprisonment
twenty five years; or
(b) in the case of a legal entity, to a fine of tmitlion

dollars.
so

ne(4) A director or person in charge of a legal ignt|

cevho commits an offence under this section is lialole
conviction on indictment be to imprisonment 1
twenty-five years

. Predicate offences for money laundering un
the POCA no.55 of 2000 are extended to cong
occurring in another jurisdiction that would ha
constituted an offense had it occurr
domestically by expanding the meaning
specified offence under section 5 (g) to inclu
among other things; Any act committed
omitted to be done outside of Trinidad a
Tobago which would constitute an indictaly
offence in Trinidad and Tobago;

at
it
cted
;1

. POCA as drafted meets the percei
deficiency. This conclusion is based on the f
that confiscation of proceeds can only occur
the basis of conviction for a specified offeng
While this procedure does recognize proceed
crime on the basis of a conviction, this is of

absolutely necessary for confiscation purposes.

. Sections 18 to 20 of POCA allows fg
restraint and charging orders to be made ags
realizable property prior to a person bei
charged with an offence under POCA. There
no specific provision in POCA requirin
conviction of a specified offence as a p
condition for the application for a restraint
charging order to be made against realizg
property i.e. criminal proceeds. Applications f

such orders are required to be supported

der
uct
e
ed
of
e,
or
hd
le

inst
ng
is
0
e_
or
ble
or

by
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No

recommendation. Statistics in respect of ML
addressed and the attached appendices.

affidavits which may contain statements |of

information or belief with sources and grounds

The above provisions would suggest that for
money laundering offences under POCA it is not

necessary that a person be convicted o

a

predicate offence to recognize property as being

the proceeds of crime and thereby dealing W

the deficiency which forms the basis for the

recommended action.

The Trafficking in Persons Act was assented

on the ¥ June 2011. This Act gives effect to the

UN Protocol to Prevent, Suppress and Pun

Trafficking in Persons, Especially Women and
Children, Supplementing the UN Convention

Against Transnational Organized Crime. T

Act will now make the trafficking in persons |a

ith

ish

is

specified offence and is therefore a predicate

offence to money laundering. See Appendix 1

further action is required under thi

2.ML offence — mental element ar
corporate liability

dPC

There is no dissuasive criminal or
administrative sanctions for money laundering
against a company directly

The Mission concluded that AML offences are
not effectively investigated, prosecuted and
convicted. There were no ML convictions up
to date of the on site visit.

Fast track the
(Amendment) Bill 2005, which will seek tp
strengthen the application of the POCA.

Introduce the  Financial

Proceeds of Crime®

Obligations®
Regulations to strengthen their AML regime.

S

are

The Proceeds of Crime (Amendment) Act 2009

came into effect on®October, 2009

The Financial Obligation Regulations were made
by the Minister of Finance in January 2010.There

is dissuasive criminal or administrative sanctid
for money laundering against a company direc

The corresponding underlying
identified by the examiners in respect of a lack
dissuasive criminal or administrative sanctig
for money laundering against a company direg
has been addressed.

ns
ly.

deficiency

of
ns
tly

Section 68(3) of the Interpretation Act provides
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No further
recommendation.
attached appendices.

that where in any written law more than ohe

penalty linked by the word “and” is prescribed

the penalties can be imposed alternatively

cumulatively. This provision therefore allows for

the imposition of the stipulated fines in tk
penalties in POCA separately on companies.

penalties applicable under the POCAA throu
amendment of section 53(1) are for offeng
under sections 43, 44, 45 and 46 of POCA
conviction on indictment to a fine of twenty-fi

million TT dollars approximately US$3,950,0Q

and imprisonment for fifteen years and for

offences under section 51 on summary convict

to a fine of five million TT dollars approximately

US$790,000 and imprisonment for five years g
offences under section 52 to a fine

or

e
The
gh
es
on

o D

ion

nd
of

TT$250,000 approximately US$39,500 and

imprisonment for three years.

taken under th
included and

action is to be
Statistics are

3. Confiscation and
measures

provision

alPC

Confiscation is limited to persons convicted
predicate offence. Therefore, the courts can
make a confiscation order where the prope
in question is found to be the proceeds
crime unless there is a conviction with resp
to such property (s. 3 of POCA).

Provision for confiscation under the POCA
not widely used/implemented. There has b
no confiscation of assets under POCA for N
offences.

Law enforcement agencies are limited in th
powers to obtain production orders and seg
warrants under POCA in order to identify a
trace property that may become subject
confiscation. Such orders can only be obtai
for offences under the Dangerous Drug Act
Part 2 of POCA (ML offences) [pursuant

the definition of “specified offence” containg

of
not
rty
of
ect

is
ben
L

leir
rch
nd

The  T&T  authorites  should
expanding/widening the scope of offences that

subject to production orders and search warrant
expanding the definition of a “specified offenc

contained in section 2(1) of the POCA.

conside

re
are
5 by

The definition of “a specified offence” in sectig

is
the

n

2 of POCA has been amended to include as npted

above, an indictable offence thereby extend
the range of offences subject to production &
search orders.

The scope of offenses that are subject
production orders and search warrants has K
widened by expanding the definition
“specified offense” under section 2 POCA no
2000.

“Specified offence” now
(a) an indictable offence committed in Trinida

and Tobago whether or not the offence is trled
summarily; No. 10 Proceeds of Crime
(Amendment) 2009 b

(b) any act committed or omitted to blene
outside of Trinidad and Tobago, which wou
constitute an indictable offence in Trinidad al
Tobago; or
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in section 2 of the POCA|].

(c) or an offence specified in the Secgnd

Schedule.”;

It is submitted that under this recommendation

confiscation without conviction is an additionpl

element. At this point in time there is no civitfieiture
regime in Trinidad and Tobago. However the utibfy
implementing a civil forfeiture regime in Trinidahd
Tobago is actively being researched by the Compdig
Unit of the Ministry of National Security. The ICR
has accepted the legal opinion in respect of teten
and is no longer a deficiency.

At the March 2012 meeting of the NAMLA(

consideration was given to the implementation of a
=}

civil forfeiture system. The AML/CFT Committe|
directed the Compliance Unit to conduct furth

research on the suitability of two civil forfeiture
regimes within the constitutional framework pf

Trinidad and Tobago. This research is on-going.

Preventive measures

4. Secrecy l&s consistent
with the Recommendations

PC

While most of the competent authorities hgve

access to information, there are no measures
allowing for the sharing of information locally
and internationally.

There are no measures for the sharing| of
information between financial institutions as
required by Recommendations 7 and 9 and
Special Recommendation VII.

The mission recommends that the relevartt

be given the ability to share locally ar

internationally, information they require to

properly perform their functions.

o

authorities of Trinidad and Tobago. The shar
of information is achieved at the domestic 4

international level. This will be elaborated upop.

Please see Appendix 1 for the number of requ
received and sent by the FIUTT for the period Janu
—July, 2013.

. Section 8 (3) (e) of Act no. 11 2009, empow
the FIU to engage in the exchange of finang
intelligence with members of the Egmont Grou

Ll Section 8 (3) (f) of Act no. 11 2009, empowse
the FIU to disseminate at regular interva
financial intelligence and information to loc

TR=]

Section 8 of the Financial Intelligence Unit pf
competent authorities in Trinidad and Tobago  Trinidad and Tobago Act No. 11 of 2009,
facilitates efficient execution of information
sharing duties on the part of the competent

ng
nd

psts

Q

ers
ial
D

rs
Is,
al

and foreign authorities and affiliates within t
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It is recommended to amend the legislation
specifically require that no financial institutig
secrecy law will inhibit the implementation of th
FATF Recommendations (or a similar requiremen

-

(0]

D S

intelligence community, including statistics ¢
recent money laundering practices and offence

Sec 26. of the FIU Act 2009 state
‘Notwithstanding any other law pertaining to tk
disclosure of personal information, the power
the FIU to collect, disseminate or exchan
information under this Act, shall prevail. This

effect overrides any existing law regarding

disclosure of information and ensures that
FATF recommendations can be implemen
without inhibition

Section 8(2) of the Financial Institutions A
empowers Central Bank of Trinidad and Tobg

(=

BS
ne
of
ge
n

he
ed

ct
go

to engage in information sharing practices with

international regulatory bodies as well as {
designated authority i.e. the FIU under Proce
of Crime Act No 55 of 2000. Similar sharing

information provisions have been included in {
new Insurance Bill and the draft Credit Uni
Bill.

Section 6 of the Insurance Act 1980 w
amended by the Insurance Amendment Act
2009 to facilitate sharing of information with a
local or foreign regulatory agency or body th
regulates financial institutions for purpos
related to that regulation.

The Securities Act, 2012,No. 17 of 2012 wag
proclaimed on December 31, 2012. This A

provides protection to investors from unfajr,

improper or fraudulent practices; foster fair a
efficient securities markets and confidence in
securities industry in Trinidad and Tobago &
reduce systemic risk.

he
eds
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n

as
of
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5.Customer due diligence

NC

None of the CDD requirements are included
legislation, regulations or other enforceal
means and existing requirements are o
applicable to financial institutions supervis
by the CENTRAL BANK OF T&T.

im
le

nly
ed

The T&T authorities may wish to consider to set put

measures in laws or implementing regulations W
sanctions for non-compliance for the following:

Financial institutions should not be permitted

ith

to

keep anonymous accounts or accounts in fictitipus

name

Financial institutions should be required
undertake customer due diligence measures
establishing business relations,
occasional or linked transactions above US 15,(

carrying out occasional wire transfers as covened i

Special Recommendation VII, when there

suspicion of ML or FT regardless of exemptions
amounts, and when there is doubt about the vera
or adequacy of previously obtained custon
identification data.

to
hen

carrying oput

00,

is
or
city
ner

Regulation 19 (1) of the Financial Obligatig
Regulations, 2010, prohibits the keeping |of
anonymous accounts or accounts in fictitiqus
names by financial institutions. Such institutions
are compelled to identify and record the identity
of customers.

=

Regulation 11 (1) of the Financial Obligation
Regulations, 2010, requires financial institutions
to apply customer due diligence procedures in the
following instances:

(a) pursuant to an agreement to form a business
relationship;

(b) as a one-off or occasional transaction of
ninety thousand dollars or more;

(c) as two or more one-off transactions, each gf
which is less than ninety thousand dollars but
together the total value is ninety thousand dollg
or more and it appears, whether at the outset g
each transaction or subsequently that the
transactions are linked; or

(d) as a one-off or occasional wire transfer of |
thousand dollars or more or two or more one-oj
transactions, each of which is less than six
thousand dollars, but together the total value ig
six thousand dollars or more and it appears,
whether at the outset of each transaction or
subsequently that the transactions are linked,

—+ =
0

=X

=3

Additionally sub regulation (11)(2) specifies that
whenever a financial institution or listed business
has reasonable grounds to suspect that the finds
used for a transaction are or may be the proceeds
of money laundering or any other specified
offence, procedures and policies identified in the
regulation should be applied. The procedures
and policies referred to are requirements ffor
customer due diligence as detailed in Part Ill| of
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Financial institutions should be required to idisnt
the customer (whether permanent or occasional,
whether natural or legal persons or le
arrangements) and verifthat customer’s identity
using reliable, independent source documents,
or information.

and

al

data

the FOR.

>

Regulation 11(2) does not deal explicitly wi
terrorist financing as required by E.C. 5
however the term specified offence with |ts
definition in POCA including an indictable
offence would incorporate terrorist financing.

»

The threshold of TT$90,000 for occasional
transactions and TT$6,000 for occasional wire
transfers are equivalent to US$14,285 and
US$950 respectively. The stipulated threshdlds
are within the Methodology limits of US$15,000
and US$1,000.

With  regard to the remaining
requirement for customer due diligence wheneyver
financial institutions have doubts about the
veracity or adequacy of previously obtained
customer identification data, regulation 18(1) |of
the FOR which requires financial institutions and
listed businesses to perform due diligence
procedures when there is doubt about the vergcity
of any information previously given by g
customer, complies with the requirement.

to
'S

The recommendation for financial institutions
identify the customer and verify that custome)
identity using reliable, independent source
documents is incorporated in regulation 11(3)
which requires evidence of the identity of the
customer in accordance with the compliance
program established under regulation 7(a). This
regulation requires that procedures governing
customer identification, documentation and

verification of customer information and other

customer due diligence measures form part of a
financial institution and listed business’
compliance program. Specific information ahd
documentation requirements for individuals,
corporate entities and trust fiduciaries are
detailed in regulations 15, 16 and 17. Regulation
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Financial institutions should be required to ver|
that any person purporting to act on behalf ofgallg
person or legal arrangement is so authorised,
identify and verify the identity of that person.

fy

and

15 requires full name, address and proof ther:
date and place of birth, nationality, nature g
place of business/occupation where applical
occupational income, purpose of propog
business relationship or transaction and sourc
funds and any other appropriate information.
valid photo identification document is als
required as well as a bank reference for fore|
customers. Only certified copies of unavaila
original documents are acceptable.

Regulation 16 outlines the requirements

business customers. It is noted that regulation
states that the requirements in regulation 15 §
also be applicable to a business custon
Additionally, the regulation requires financi
institutions and listed businesses to verify 1
identity of the directors and other officers of
company, partners of a partnership, accq
signatories, beneficial owners and sole traders
means of documentary evidence. Thus, Finan
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institutions and listed businesses are also reduire

to obtain;

- Certificates of Incorporation or Certificate
of Continuance

- Atrticles of Incorporation
- Copy of the by-laws, where applicable

- Management accounts for the last th
years for self-employed persons a
businesses in operation for more than th|
years

- Information on the identity of shareholde)
holding more than ten per centum of t
paid up share capital

- Where management accounts are
available, other forms of proof of th
integrity of the source of funds to be us

n

ee
nd
ree

ne

not
e
ed
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for transactions can be requested.

With regard to trustees, nominees or fiducig
customers, regulation 17 stipulates in addition
the requirements outlined in regulation 1

ry
to

5,

financial institutions or listed businesses must

obtain evidence of the appointment of the

trustees by means of a certified copy of the Deed

of Trust, information on the nature and purpd
of the trust and verification of the identity ofeth
trustee. Trustee in this regulation is defined

se

to

include the settlor, protector, person providihg

the trust funds, controller or any person holdi
power to appoint or remove the trustee.

The criterion for financial institutions to verify

ng

that any person purporting to act on behalf of a

legal person or legal arrangement is

authorized, and identify and verify the identity
that person forms part of the customer d
diligence (CDD) procedures for customers w|
are legal persons or legal arrangements.
criterion is addressed in regulation 12(2), wh
states that where a beneficial owner or custo
is a legal person or where there is a le
arrangement, the financial institution or list
business shall:

verify that any person purporting to act on beh
of the legal person or legal arrangement is
authorized and identify and verify the identity
that person;

verify the legal status of the legal person orle
arrangement;

understand the ownership and control struct
of the legal person or legal arrangement; and

determine who are the natural persons who h

SO
pf
ue
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effective control over a legal person or leg
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. Legal arrangement has been defined for {

arrangement.

regulation to include an express trust
accordance with the Methodology.

=

is
in

. In relation to the examiners’ recommendatipn

concerning the identification of beneficial

owners, regulation 12(1) states that a financial

institution or listed business should record {
identity of the beneficial owner of any accou
held at the financial institution or listed busisg

he
nt
S

or potential account and shall request original

identification documents, data or other

information from an applicant for busineg
Additionally, regulation 19(2) requires where
new account is opened or a new service
provided by a financial institution and th
customer purports to be acting on his own be

S.
a

is
e

alf

but the financial institution suspects otherwise,

the institution shall verify the true identity dfet
beneficial owner and if not satisfied with th
response, it should terminate relations with
customer. Beneficial owner is defined as

person who ultimately owns and controls pgn

account or who exercises ultimate control ove
legal person or arrangement.

. The Compliance Unit has noted that regulat
19(2) refers only to financial institution and do
not include listed businesses which would co
DNFBPs. This is a drafting error and
submission will be made to the Office of tf
Attorney General to correct this.

Discussions were held by the Supervisory Work
Group of the National AML/CFT Committee on th
issue. It was concluded that this regulation shq
include listed businesses. Consideration will db&o
given to adding a requirement to report the anorusnm
accounts or accounts in fictitious names to
Compliance Officer whom shall consider whethe
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Financial institutions should be required to idisnt
the beneficial owner, and take reasonable meas
to verify the identity of the beneficial owner ugi
relevant information or data.

suspicious activity report be submitted to the FIU.

It was also concluded that the Financial Obligati
Regulations (FOR) need to be revised to address ¢
areas of concern raised by the Examiners
accordingly a comprehensive review of the FOR
now being undertaken. It is anticipated that this e
completed by October 2012.

ures

The examiners’ recommendation that finang
institutions should be required to determine
natural persons who ultimately own or cont
customers that are legal persons or le
arrangements is met by regulation 12(2)(
(above).

With regard to the examiners’ recommendat
for financial institutions to conduct due diligen
on business relationships regulation 12
requires a financial institution to conduct
going due diligence on or continuous review
the business relationship and  monit
transactions undertaken during the course of
relationship, to maintain up to date records
information and ensure consistency with th
business and risk profile and where necessar
source of funds..

Regulation 11 (5) specifies measures that shg
be taken when there is doubt about the vera
or adequacy of previously obtained custon
identification data. In such cases the Finan
Institution or listed business is compelled
discontinue the transaction and report same tg
Compliance Officer in accordance wif
Regulation 7 (1) (b), (c) and (d).

Regulation 7 speaks of the followin
(a) procedures governing customer identificati

th
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documentation and verification of custom|

er
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Financial institutions should be required [t\oie that for the purpose of this Regulatid

determine the natural persons who ultimately owr
control customers that are legal persons or g
arrangements.

Financial institutions should be required to cortdugb) permanent address and proof thereof

due diligence on the business relationship.

information, and other customer due diligence

measures.

(b) methods for the identification of suspicious

transactions  and suspicious  activities

(c) guidelines for internal reporting of suspiciols
transaction and suspicious activities
(d) guidelines for adopting the risk-based

approach to monitoring financial activity. Th
includes categories of activities or business {
are considered to be of a high risk.

. Regulation 12 (2) considers that where f
beneficial owner of an account is a legal pers

hat

he
on

or a person acting pursuant to a legal
arrangement, the Financial Institution or listed

business shall:

(a) verify that any person purporting to act ondiebf
the legal person or legal arrangement is so aukbbr
and identify and verify the identity of that person
(b) verify the legal status of the legal personiemal
arrangement;

(c) understand the ownership and control structdirg
the legal person or legal arrangement; and

(d) Determine who are natural persons who h
effective control over a legal person or leg
arrangement.

Oheneficial owner” means the person who ultimat
galins and controls an account, or who exerci
ultimate control over a legal person or arrangement
Regulation 15 of the Financial Obligation Regulasip
2010, states that relevant identification recotddl e
obtained by the Financial Institution or listed iness
upon the initiation of a business relationship. The
detailed information to be recorded are as follows:

(a) full name of the applicant(s)

(c) date and place of birth

(d) nationality

(e) nature and place of business/ occupation where
applicable, occupational income

() signature

(g) purpose of the proposed business relationghip o

ave
al

n,

ply
ses

transaction or source of funds
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. The T&T authorities may set out the followin
measures in laws, regulations or enforceq
guidelines with sanctions for non-compliance:

Financial institutions should be required to impéerthe
other criteria of Recommendation 5 concerning reingi
CDD measures, risk, timing of verification, failute
satisfactorily complete CDD and existing customers

(h) any other information deemed appropriate by the
Financial Institution or listed business.

ble

The following points are noteworthy: - a val
photo bearing identification shall be subject
scrutiny. For this purpose, identificatig
documents may include a passport, a natid
identification card or a license to drive a mo
vehicle.

to
n
nal
or

- where the above documents are not availablg in
its original form, copies shall be acceptable onply

where they are certified. Further identification

documents, which are easily obtainable (exan|
birth certificates) shall not be accepted as a
means of identification
- where there is foreign customer involvemeg

ple
ole

nt

reference shall be sought from the foreign

customer’s bank.

Section 10 of the FIA 2008 allows the Cent
Bank to issue guidelines to aid compliance

POCA, Anti-Terrorism Act 2005 and the FOR

2010. Section 12 of the FIA allows the Cent
Bank to take action, for example, issue
compliance directions, for contravention of a|
guidelines issued under Section 10. N¢
compliance with a compliance direction is
offence.

Section 65 of the Insurance Act 1980 as amen|
by the Insurance Amendment Act of 2009 allo
the Central Bank to issue compliance directig
to an insurer, intermediary, controller, office
employee or agent for inter alia that has viola]
or is about to violate any of the provisions of g
law or Regulations made thereunder; if it h
failed to comply with any measure imposed
the Central Bank in accordance with the Act
Regulations; or if committing or pursuing unsg
and unsound practices.  Consequently,
Central Bank can issue compliance directiong
an insurer or intermediary for non-complian
with AML/ CFT requirements. A person wh

al
in

ny

by
or
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the
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fails to comply with a compliance direction
liable on summary conviction to a fine of $
million.

. Part VIl of the Financial Obligation Regulation
2010, addresses the issue of penalties. Regul
42 states that where a financial institution
listed business fails to comply with specif
mandatory obligations (as outlined below), |i
shall be subject to penalties.

These penalties are provided for by virtue of ec
57 (1) of the Proceeds of Crime Act No.55 of 20
and carries the effect of imposing sanctions on
person who knowingly contravenes or fails to com
with the provisions.

(o]
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or
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These mandatory obligations are as folloys:

Regulation 3 makes the designation o
compliance officer mandatory. Detailg

a

o

guidance regarding associated procedure is

provided by the various sub-regulations.

Regulation 7 makes the establishment of a

compliance programme mandatory.
Detailed guidance regarding measures an

guidelines to be included in such

a

compliance programme is provided in the

sub-regulations.

Regulation 8 makes internal reporting

mandatory. Detailed guidance regarding
precise rules which should underpin th

he
is

exercise is provided in the sub-regulatigns

that follow.

Part Il of the Financial Obligatior
Regulations, 2010, makes customer d
diligence practice mandatory.

Part IV of the Financial Obligatiol
Regulations, 2010, provides for custom)

er

due diligence provisions that are applicable

to the insurance sector.
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o Part V of the Financial Obligatio
Regulations, 2010, makes sound 4
reliable record-keeping practice mandator

o  Regulation 8 (2) of the Financial Obligatig
Regulations, 2010, states that the Finan
Institution or listed business shall al
ensure that the compliance officer and ot
employees, have timely access to custol
identification data and other records a
relevant information, to enable them
produce reports in a timely manner.

o Part Il of the Financial Obligatior
Regulations, 2009, addresses 1
application of customer due diligence in

ascertainable customer categori
encompassed within the overall spectrum
customers.

6.Palitically exposed persons

NC

None of the requirements are included
legislation, regulations or other enforceal
means and existing requirements are o
applicable to financial institutions supervised

in
le
nly

Financial institutions should be required to put
place appropriate risk management systems|
determine whether a potential customer, a custon

n Regulation 20 of the Financial Obligatig
to Regulations, 2010, 20. (1) defines “political
ner exposed person” as a person who is or
entrusted with important public functions in a

n
nd

Y.

n
Cial
o]
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nd
[o

he
all
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as

by the CENTRAL BANK OF T&T.

or the beneficial owner is a PEP.

. foreign country such as —

(a) a current or former senior official in the ewtiee,

legislative, administrative or judicial branch of

foreign government, whether elected or not;

(b) a senior official of a major political party;

(c) a senior executive of a foreign government-avi
commercial enterprise;

(d) a senior military official;

(e) an immediate family member of a pers
mentioned in paragraphs (a) to (d) meaning thesga
parents, siblings or children of that person anel

parents, siblings and additional children of thespe’s
spouse; and

(f) any individual publicly known or actually knowno

the relevant financial institution to be a closespeal
or professional associate of the person mentione
paragraphs (a) to (d).

ne

th

di
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Financial institutions should be required to obtai

senior management approval for establishing
continuing business relationships with a PEP.

Financial institutions should be required to tg

reasonable measures to establish the sourc
wealth and funds of PEPs

o Regulation 20(2) of the Financig

o Regulation 20(3) of the Financig
Obligation Regulations, 2010 imposes

In particular, the following sections afe

noteworthy:

Obligation Regulations, 2010 ensures that
appropriate measures shall be put in place

on the part of the financial institution ¢
listed business to ascertain whether
applicant is in fact a Politically Expose
Person.

r
an
d

mandatory obligation to impose Enhanced
Due Diligence Procedures when dealing

with a politically exposed person.

The sub-regulations provide detailed guidan

ce

regarding the various groups of persons that may

be deemed high-risk and may warrant {
application of customer due diligend
procedures.

In addition, Section 12.3.2 of the Central Ban
Guideline on Anti-Money Laundering and th
Combating of Terrorist Financing suggests t
financial institutions should consider extendi
enhanced due diligence to persons considg
local PEPs in addition to foreign PEPs. §
Appendix | for the Central Bank of Trinidad an
Tobago Guidelines on AML/CFT

Regulation 20 (4) of the Financial Obligatig
Regulations, 2010, stipulates that before ente
into a business relationship with a political
exposed person, a financial institution or list
business must obtain the permission of a se|
management official within the said institution.
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Financial institutions should be required to cord
enhanced ongoing monitoring of busing
relationships with PEPs.

Lc

No further action is to be taken under th
recommendation

Regulation 20 (5) of the Financial Obligatig
Regulations, 2010, stipulates that where
institution or business has entered into a busi
relationship with the politically exposed persg
reasonable measures should be taken to asce
the source of wealth.

Regulation 20 (5) of the Financial Obligatig
Regulations, 2010, stipulates that where
institution or business has entered into a busir
relationship with the politically exposed persg
it shall conduct enhanced on-going monitoring
that relationship.

7.Correspondent banking

NC

* None of the requirements are included
legislation, regulations or other enforceal
means and existing requirements are o
applicable to financial institutions supervis
by the CENTRAL BANK OF T&T.

in
le

nly
ed

Financial institutions should be required to gat
sufficient information about a respondent instduti
to understand fully the nature of the responde
business and to determine the reputation of
institution and the quality of the supervision,

including whether it has been subject to a ML or
investigation or regulatory action.

ner

nt's
the

3

Regulation 21 (2) (a) of the Financial Obligation

Regulations, 2010, imposes mandat

he
ess

rtain

is

ry

obligations upon a correspondent bank to collect
sufficient information about its respondent bank
to understand fully the nature of the busingss

which it is required to undertake and shall o
establish correspondent accounts with a forg
bank, after determining that it is effective|
supervised by the competent authorities in its

ly
ign

Regulation 21 (4) states that A correspondent
bank shall also ascertain whether the respondent
bank has been the subject of money laundefing
investigations or other regulatory action in the

country in which it is incorporated or in any other

country. It is to be noted that this provision dg

not include terrorist financing investigations;

however this will be addresses in Anti-Terroris

Regulations. The policy in respect of the Anti-

Terrorism Regulations is to be presented
Cabinet and when approved thereafter they
be drafted.
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Financial institutions should assess the respon
institution’s AML/CFT controls, and ascertain th
they are adequate and effective.

Financial institutions should obtain approval frg
senior management for establishing n
correspondent relationships.

Financial should document the respect
AML/CFT responsibilities of each institution in th
correspondent relationship.

In the case of “payable-through accounts”, finain
institutions should be satisfied that the responhg
institution has performed all the normal CO
measures set out in Rec. 5 on customers using
accounts of the correspondent and the respon

institution is able to provide relevant custom
identification data upon request to t
correspondent.
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Regulation 21 (2) (b) of the Financial Obligati
Regulations, 2010, imposes  mandat

ry

obligations obligation upon a correspondent bank

to collect sufficient
respondent bank to assess the anti-mo|
laundering controls of the respondent bank.

Regulation 21 (3a) of the Financial Obligation

Regulations, 2010, imposes mandat

information about it

ney

ry

obligations on a correspondent bank to obtain

approval from senior management befq
establishing new correspondent relationships.

Regulation 21 (3b) of the Financial Obligati

Regulations, 2010, imposes mandatory obligaltj

on a correspondent bank to record the resped
responsibilities of the correspondent al
respondent banks.

Regulation 21 (3d) of the Financial Obligati
Regulations, 2010, imposes mandatory obligat
on a correspondent bank to satisfy itself that
respondent bank has verified the identity of 3
performed on-going due diligence on t
customer with respect to “payable-throu
accounts”.

Section 12.4 of the Central Bank's revis
Guideline on Anti- Money Laundering and tk
Combatting of Terrorist Financing list
correspondent banking and payable throy
accounts as high-risk activities and recomme
that financial institutions conduct enhanced d
diligence on such activities.

8.New technologies & non face-tg
face business

-NC

None of the requirements are included|in

Financial institutions should be required to hg

Regulation 23 (1) of the Financial Obligatig

=}
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legislation, regulations or other policies in place or take such measures to preyent Regulations, 2010, imposes mandatory obligation
enforceable means and existing the misuse of technological developments in ML|or  on a financial institution or listed business ty pa
requirements are only applicable ’Fo special attention to any money laundering
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financial institutions supervised by th
CENTRAL BANK OF T&T.

e

TF schemes.

Financial institutions should be required to hg
policies and procedures in place to address spe
risks associated with non-face to face busin
relationships or transactions. These policies
procedures should apply when establishing custo
relationships and conducting ongoing due diligen

Financial institutions should be required to hg
measures for managing risks including specific
effective CDD procedures that apply to non-face
face customers.

—

o
ve
cifi
ess
and
mer
ce.

and

(0]

A discussion on implementation concerns arisingnfij

patterns that may arise with respect
technological developments in the following
respects:
(&) new or developing technology that might
favor anonymity
(b) use of such technology in money launder|ng
offences, and shall take appropriate measures to
treat such patterns.

Regulation 23 (2) of the FOR 2010 states that A
financial institution or listed business shall gut
special know-your-customer policies in place|to
address the specific concerns associated with
non-face-to-face  business relationships |or
transactions.

=

The Financial Obligations (financing @
terrorism) Regulations 2011 have been madeg by
the Honourable Minister of National Security and

have been laid in Parliament. These Regulations
prescribe the policies that financial institutions

must require to have in place to pay attention to
any TF patterns that may arise as a result of pew
technological advancements.

—

Regulations are attached

Section 12.3.2 (v) of the Central Bank
Guideline on AML/ CTF requires financig
institutions to have policies and procedures|in
place to prevent the misuse of technology for
money laundering or terrorist financing schemes.

- wn

Institutions  offering internet based and/or
telephone products and services are requiredl to
ensure that reliable and secure methods to verify
the identity of customers are instituted. Further
financial institutions are required to ensure that
their policies and procedures address non face to
face transactions which have an inherent risk of
fraud or forgery.

(]
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Regulation 23 of the FOR is scheduled to occuhat
next Supervisory Working Group Meeting in Augy
2012. Thereatfter, the results of this discussidhfeed

into the comprehensive review of the FOR which
now being undertaken. The review of the FOR is

going.

9.Third parties and introducers

NC

The requirements in place are not mandatoifhe T&T authorities may set out the following measu
laws,
sanctions for non-compliance:

and are applicable only to the financ
institutions supervised by the Central Bank.

ain

regulations or enforceable guidelines

Financial institutions relying upon a third pan
should be required to immediately obtain from {
third party the necessary information concerniregy

elements of the CDD process in criteria 5.3 to 5.6

Financial institutions should be required to tq
adequate steps to satisfy themselves that copig
identification data and other relevant documenta:
relating to CDD requirements will be mad
available from the third party upon request with
delay.

Financial institutions should be required to sati
themselves that the third party is regulated
supervised and had measures in place to cor
with the CDD requirements set out
Recommendations 5 and 10.

Competent authorities should determine in wh
countries third parties meet the conditions byrtgk
into account information available on whether th
countries adequately  apply the FAT
Recommendations.

The ultimate responsibility for  customg
identification and verification should remain wi
the financial institution relying on the third part

ith

ty
he
th

ke
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2Se

r
h

s of
icRegulation 13 was discussed by the Supervis
eWorking Group and it was decided that considerat
dvill be given to redrafting Regulation 13 to comp
with FATF revised recommendation 10 (b) (4).

clarify subsection 3, it was suggested that reguiat
:f15 (2) and 16 (2) be used as reference. To clg

At

ancial institutions or listed businesses.

Regulation 14 was also discussed and it was coed|

hat consideration will
egulation 14 to comply with FATF

recommendation 17 (a) and (b).

FThese proposals feed into the comprehensive revie
the FOR which is now being undertaken. The rev
of the FOR is on-going.

Regulation 13 and 14 of

the Financia

—

S

pn-

Obligations Regulations were drafted to meet

Recommendation 9 of the FATF.

However, it has been recognized that the scopge of

these regulations are unclear and as such the

being reviewed by the Compliance Unit of the

Ministry of National Security.

bsection 4, it was suggested that this be spdittivo
deal separately with individuals and persons waieo|

redratftin
reviseg

be given to

10.Record keeping

NC

= The requirements in place are n
mandatory and are applicable only to t
financial institutions supervised by th
Central Bank.

ob
he

The T&T authorities may wish to introduce tk
proposed Financial Obligation Regulations as s
as possible and include the following;

(54
pon

Regulation 31 (1) of the Financial Obligatig
Regulations, 2010, imposes
obligation on a Financial Institution or listg
business to retain records q
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Financial institutions should be required to mamt
all necessary records on transactions, both dom
and international, for at least five years followi
the completion of the transaction (or longer
requested by a competent authority in specific <3
and upon proper authority). This requiremg
applies regardless of whether the account
business relationship
terminated.

Transaction records should be sufficient to per|
reconstruction of individual transactions so as
provide, if necessary, evidence for prosecution
criminal activity.

Financial institutions should be required to mamt
records of the identification data, account filesl 3
business correspondence for at least five y¢
following the termination of an account or busing

relationship ( or longer if requested by a competen

authority in specific cases upon proper authority).

Financial institutions should be required to ens
that all customer and transaction records

is ongoing or has bee

if

se

nthese records shall be maintained in either eleictr
rmat or in written form for a period of six yeaf&his

| enables the financial institution or listed busiés

immediately and efficiently action lawful reque$ts
information from auditors, other competent authesit
and law enforcement authorities that request th

of currency and copies of evidence of identity
required under regulations 15 to 17. The ab
records are to be maintained to allow finang
institutions and listed businesses to comply w
requests for information from auditors, oth
competent authorities and law enforcem
authorities.

. Regulation 32 (2) of the Financial Obligatig
Regulations, 2010, requires that records
retained for a period of six years. The six yg
period is calculated as
(a) In the case where a financial institution
listed business and an applicant for business |
formed a business relationship, at least six ye
from the date on which relationship ende
(b) in the case of a one-off transaction, or aese|
of such transactions, at least six years from
date of the completion of the one-off transact
or, as the case may be, the last of the serig
such transactions.

pars
SS

. Regulation 31 (3) of the Financial Obligatig
Regulations, 2010, states that all transac
records shall be

ure
and
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follows:

A (a) all domestic and international transactions;
psti (b) identification data updated through the
n customer due diligence process.

ese

records. These records may be used for the pugfose
criminal investigations or the prosecution of pess
charged with criminal offences.
. Regulation 32(1) specifies the contents |of
transaction and identification records to pe
mit  Maintained including original documents and
to  details of a transaction such as amount and fype
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information are available on a timely basis
domestic competent authorities upon appropr!
authority.

to
ate

(a) kept in the format specified by the FIU, a|
with sufficient detail to permit reconstruction
individual transactions.

Regulation 31 (3) (b) of the Financial Obligati
Regulations, 2010, imposes obligations on
financial institution or listed business to ma
transaction records available to the FIU upon
request.

This capability to ensure availability and efficie
transfer of records to the FIU upon request
achieved by virtue of Regulation 8 (2) of t
Financial Obligation Regulation, 2009, whig
ensures that the Compliance Officer and of]
employees of the financial institution or listg
business have timely access to custor
identification data and other records and relew
information. This enables them to produ
reports in a timely manner.

The Securities Act 2012, section 87 of t
SA2012 requires market actors to keep books
records for a period of at least six years. S
books records include those that are reason
necessary in the conduct of its busing
operations including proper recording of t
transactions that it executes on behalf of oth
These documents would include proper recq
regarding beneficial ownership.

In addition Section 88 of the Securities Act 20
requires that a market actor deliver to t
Commission any such books and records u
request. Further Section 151 states {
notwithstanding any other written law any pers
can be requires to supply to the Commiss|
within the time and in the manner specified 4
book, record, document, information or class
information requested.

No further action is to be taken under th
recommendation.
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Supervisory authorities have not identified this
requirement as being an issue in any of the onsite
inspections. Similarly, law enforcement authorities
have not encountered situations in which requested
information to which this recommendation refers has
not been available to them.
11.Unusual transactions PC . There is no requirement for financial® The POCA should be amended to require financial The Proceeds of Crime (Amendment) Act 10|of
institutions to examine the background institutions to examine and record their findingsi 2009, amends Section 55 of the Proceedg of
and purpose of all complex, unustal writing on the background and purpose of all Crime Act No 55 of 2000. By virtue of Sectign
large transactions or unusual patterns| of ~ complex, unusual large transactions, or unugual 30 (2)(a) (ii) every financial institution or liste
transactions that have no apparent|or Patterns of transactions, that have no apparent or business shall pay special attention to all
visible economic or lawful purpose, to visible economic or lawful purpose, and to keep  complex, unusual, or large transactions, whether
set forth their findings in writing, and tp such findings available for competent authorites  completed or not, to, all unusual patterns |of
keep such findings for competent and auditors for at least five years. transactions and to insignificant but periodic
authorities and auditors for at least five transactions which have no apparent economit or
years. visible lawful purpose,
Further, Section 30 (2)(b) states that all complex,
unusual or large transactions shall be reported to
the FIU.

. There is a requirement under section 55(2)(c)|for
the examination of the background and purppse
of all transactions which have no economic|or
visible legal purpose.

However a drafting error occurred as this sectjon
refers to transactions covered in (a)(i) rathentha
(a)(ii) which deals with complex, unusual large
transactions .
This drafting error is presently being reviewed py
the Compliance Unit of the Ministry of National
Security, with a view to addressing this error.
This concern will be addressed in the revisionhaf
POCA.
12.DNFBP - R.5, 6, 8-11 NC . The DNFBP's are not supervised pr Lawyers, notaries, other independent legal  The first schedule of the Proceeds of Crime Act
regulated for AML compliance. professions, accountants and trust and company No 55 of 2000 provided a limited list gf
. . service providers should be subject to AML/CKFT businesses which conduct relevant business
) Lawyers, notaries, other independent activity to be subject to AML/CFT FATH
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legal professionals, accountants and t
and company service providers are 1
subject to AML/CFT obligations.

Casino’s, real estate agents, 4
jewellers have been designated under
law, but none of the requirements set

in Recommendations 5 — 10 have be
implemented.

No requirement to examine th
background and purpose of th

transactions and no requirement to ke
the findings for DNFBP's.

No requirement to pay special attenti
to complex — unusual large transactiq
or unusual patterns of transactions
DNFBP’s.

ust
ot

nd
the

en

FATF requirements.

DNFBPs and persons engaged in relevant busi
activities should be supervised for AML/CH
compliance

T

ness

It is proposed that:
Under the
Accountant, an Attorney-at-Law or other independ
Legal Professional, the following will be include
when the Schedule is amended :-

be included in amendments to the First Schedulg
POCA.

For this Amendment to be done on the First Sche

requirements.

This list was later revised, by virtue of th
Proceeds of Crime (Amendment) Act 10 of 20
to include a wider spectrum of listed businest
to be subject to AML/CFT FATF complianc
Accordingly, The relevant business activity g
now ascertained as follows:

Real Estate Business

Motor Vehicle Sales

Gaming Houses

Jewelers

Pool Betting

National Lottery On-line betting games
Money or Value Transfer Services

A Private Members’ Club

An Accountant, an Attorney-at-Law or other
independent legal professional

An Art Dealer

Trust and Company Service Provider

interpretation section referring to

management of securities account and
creation, operation or management of le
persons or arrangements by accountants,

attorneys at law and le

professionals, and

independent

under Trust And Company Service Provide|
acting as (or arranging for another person to
as) a trustee of an express trust

ent

the
pal

yal

s,
act

» Of

of POCA, the Minister may by Order subject to

affirmative

resolution of Parliament,

ule
n
amend the
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The requirements of Recommendations 5 to

should be imposed on all DNFBPs as stipulated
the circumstances detailed in Recommendation 1|

Government should put more effort in educating &
informing the DNFBPs and persons engaged
about th
responsibilities under the legislation and abohept

relevant business  activities

relevant AML/CFT issues and developments.

Schedule. The Compliance Unit is in the process

of

preparing the policy to guide the amendment of the

schedule for the approval of Cabinet. This will pe

submitted to Cabinet by November 2012.

10

m Section 34 of The Proceeds of crime
(Amendment) Actl0 of 2009 states that until
regulations are made under section 56 for the
selection of the Supervisory Authority, the FIU

and

in

pip

shall be the supervisory authority for financ

a

institutions  (only Co-operative Societies; Cash

Remittance Services and Postal Service) and
listed businesses.
The FIU Regulations, 2011 came into force|in

February 2011 and was made under Section 2[7 of
the FIU Act. Part VIl of the FIU Regulations;
Regulation 28 is a requirement for superviged
entities to register with the FIU. The total number
of registrants for the review period Jan- July
2013 is 80 (see Appendix VII for details).

Currently, the overall threshold value of ninety-

five thousand dollars and over is extrapolated in

the context of pool betting, National Lottery O
line betting games and Private Members’ Club

The FATF requirement that casinos should
subject to above Recommendations when t

neir

customers engage in financial transactions equal
to or above USD3000 has not been included in

the enacted legislation and at present
applicable transaction threshold for gami
houses, pool betting, national lotteries on-li
betting games and private members’ clubs is
same as all financial institutions and list
businesses i.e. TTS95,000 and over
US$14,285 for one-off transactions.

the
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ne
the
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or
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This is presently under review and policy

direction in this respect is expected from the

AML/CFT Compliance Unit of the Ministry of
National Security in November 2010.

The FIU is tasked with the education and train

ng

of DNFBP’s. A training session was conducted

with the Association of Real Estate Agents

April 2010 by the FIU in collaboration with the

Compliance Unit of the Ministry of Nationg
Security. In May 2010 and June 2010 the H

in

|
9]

conducted training with a money remittance

company and real estate company respectively.

Post the passage of the legislation the FIU has

trained 1816 participants which includes

5

insurance companies, 1 Bank, 3 Investmgnt

companies, 2 Real Estate Agencies, 1 Remittg
Company

nce

Post the passage of the legislation the KIU

(February 2011 to August 2011) has train
1933 participants which includes 5 insurar
companies, 1 Bank, 5 Investment companies
Real Estate Agencies, 1 Remittance Compan
Motor Vehicles Sales and 1 Private Memb
Club.

With regards to outreach to the Listed Busin
(DNFBPs) the FIU had newspapers ad$§ @

and 16 of May 2010) informing them of thei
obligations under the POCA and FOR concern
Compliance and STR/SAR reporting.

The Ministry of National Security hosted th
International Governance and Risk Instity
(GovRisk) Regional Symposium from 12th
16th August, 2010. This symposium was ainj
at building institutional capacity and knowled
in the field of money laundering.

Technical assistance was sought by the Mini
of National Security fromthe United Nations

56
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The requirements of Recommendations 11 and
should be imposed on all DNFBPs as stipulateg
the circumstances detailed in Recommendationg
and 16.

21
in
12

Office on Drugs and Crime (UNODC) and a
specialized workshop on the Prevention and fight
against Terrorism Financing was held from 24 to
27 August 2010. This workshop targeted listed
businesses, financial institutions, prosecutors and
judges in Trinidad and Tobago.

On September 14, 2010 the FIU hosted |an
AML/CFT training seminar specifically geared i
Private Members’ Clubs (PMCs).

=3

The FIUTT has undergone an outreatgh,
awareness and training drive to make designated
non-financial businesses and professionals and
other listed entities that they regulate aware| of
their responsibilities under the various AML/CHT
legislation that currently exists in Trinidad and
Tobago.

For the period Jan — Jul 2013 the FIU condugted
14 awareness training sessions for DNFBPs and
for the general public. Two (2) sessions were
conducted on financial fraud and scams for the
general public. Please see Appendix VIII for

updated information on awareness training

conducted by the FIU.

DNFBP’s are defined as “listed business” and
have been subjected to the same AML/CFT
requirements as financial institutions in POCA,
the FIUTTA, the FOR, FIU Regulations and the
ATAA Thus, the requirements df
Recommendations 5, 6 and 8-11 are applicable to
all the listed businesses

The FIU has published on its website, dally
newspapers and in the official Gazette |of
Trinidad and Tobago a list of countries which fo
not or insufficiently comply with FATF
Recommendations, the last publication be|ng
July 28, 2013.
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13.Suspicious transaction reporting

NC

. The reporting agency is the designat
authority rather than the FIU an
suspicion is based on illicit activitie]
rather than all predicate offences

. No requirement to report suspicio
transactions related to terrorist financin

No requirement to report suspicio
transactions regardless of whether they invg
tax matters.

Ive

The POCA should be amended to require repor
to the FIU rather than the designated authority]
suspicious transactions related to the proceead g
ML predicate offences as defined in FAT
Recommendationl.

The requirement to report should be appl
regardless of the amount of the transaction atitd
involves tax matters.

ing
of

ed

The recommendation for suspicious transaction

reporting to the FIU is set out in section 55(3)
POCA as amended in POCAA arid section
22C (3) of the ATA as amended in ATAA
requires financial institutions and listg
businesses on knowing or having reasong
grounds to suspect that funds being used for
purpose of a transaction to which subsection
refers are the proceeds of a specified offence

make a suspicious transaction or suspicipus

activity report to the FIU. Specified offence |is

defined under the POCAA as an indictable

offence committed in Trinidad and Tobago

whether or not the offence is tried summarily.

The enactment of the ATAA criminalized th
financing of terrorism making it an indictab
offence and therefore a predicate offence
money laundering. As noted with regard to {
examiners’  recommended  action  und

e
e

for
he
er

Recommendation 1, piracy has also been

criminalized as an indictable offence.

The Proceeds of Crime (Amendment) Act No [10
of 2009, deletes the words “Designated

Authority” as mentioned under POCA No 55 pf

2000 wherever they occur and substitutes it W
the word “FIU".

Sec 55 (3D) of the POCA Amendment state:
report shall be made irrespective of the type|
specified offence from which the funds may
generated including offences under the inco
Tax Act, the Corporation Tax Act and the Val
Added Tax Act.

In reviewing the above, we recognize that {
legislative requirement in respect of Suspicid
transaction reporting does not include one-
transactions. This is presently under the revie
the AML/CFT Compliance Unit of the Ministry

ith

of
pe
me

us
off
of

of National Security and recommendations W
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be made to address this discrepancy.

This concern is before the Supervisory Working @rg

of the AML/CFT Committee for discussion. Pending

the outcome of these discussions, appropn
provisions will be made to amend the FOR to incld
the reporting of suspicious one-off transactions.

The FIU received 329 STRs/SARs for the period Jé
Jul, 2013. Please see attached at Appendix Il
entities that have submitted SARs to the FIU

14.Protection & no tipping-off

PC

No prohibition of disclosure of the

reporting of a suspicious transaction
the designated authority/FIU.

to

The POCA should be amended to prohibit the
designated

disclosure of reporting to the
authority/FIU as stipulated in Section 55 (3) o th
POCA.

The recommendation for POCA to be amende
prohibit the disclosure of reporting to th
designated authority/FIU as stipulated in sect
55(3) of POCA has been enacted in POCAA

inserting section 55(3A) which makes the

disclosure by the director or staff of a financ
institution or listed business of the submission
a suspicious transaction or suspicious acti
report to the FIU an offence liable on summa
conviction to a fine of
approximately US$39,500 and imprisonment
three years.

The Financial Intelligence Unit of Trinidad ar
Tobago Act No 11 of 2009 addresses

ramifications of disclosure of information in twjo

key respects:- on the part of any person and

the part of an FIU officer. These will be

elaborated upon.

TT$250,000

ate
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@

on
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of
ity

With respect to the disclosure of information pn

the part of any person other than an FIU offig
Section 23 (1) of Act NO 11 of 2009 states tl
any person other than an FIU officer, who, in {
course of his business obtains or recei
information from the FIU, commits an offence
he knowingly discloses—

(a) the information to any person; or

(b) the fact that an analysis has been recommebyle

er,
nat
he
es
if

the FIU, is liable on summary conviction to a fioke
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. The POCA should be amended to ensure that|
confidentiality requirement in Subsections 55(8) &
(9) also applies to the personnel of the FIU.

the

two hundred and fifty thousand dollars and
imprisonment for three years.

=]

With respect to the disclosure of information
the part of a FIU officer, Section 24 of Act No 1
of 2009 states that a FIU officer or other pers
who discloses the fact that an investigation int
suspicious transaction or suspicious acti
report has been recommended by the FIU or
an investigation has commenced, otherwise t
in the proper exercise of his duties, is guiltyaof
offence, and is liable on summary conviction,
a fine of two hundred and fifty thousand dollg
($ 250,000) and to imprisonment for three
years.

Section 22 (1) of the Financial Intelligence U
of Trinidad and Tobago Act No 11 of 2009 sta
that a FIU Officer who discloses information th
has come into his possession as a result of
employment in the FIU to a person otherwi
than in the proper exercise of his duties, comn
an offence and is liable on summary convicti
to a fine of two hundred and fifty thousan
dollars and imprisonment for three years.

No further action is to be taken under th
recommendation
15.Internal controls, compliance & PC The T&T authorities may wish to amend legislative

audit

Internal controls requirements are t
general and do not include FT.

No requirement for the designation of
compliance officer at management leve

No requirement for AML/CFT,
compliance officer and other approprig
staff to have access to releva
information

Employee training is limited to th
identification of suspicious transactions

No requirement for financial institution,
to place screening procedures wh

bo” ~ . | .
provisions for internal controls and other measuies

include the following:
a
|

Internal procedures, policies and controls to pmewdL
tand FT covering inter alia CDD, record retenti
Setection of unusual and suspicious transactiodstiae
Nteporting obligation.

. Appropriate compliance management arrangem
] should be develop to include at a minimum
designation of an AML/CFT compliance officer
management level.

en

>

ents
he

2]

t

These recommendations have been addressg
regulations 3 to 8 of the FOR.

Regulation 7 provides for the establishment g
compliance programme to include procedur
methods and guidelines covering CDD, rec
retention, identification of suspicious transacsiq
and suspicious activities and internal report
obligations.

Regulation 3(1) requires financig
institutions and listed businesses to designat

to
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hiring employees.

The AML/CFT compliance officer and othg

appropriate staff should have timely access

customer identification data and other CQO
information, transaction records, and other relev

information.

manager or official at managerial level as
Compliance Officer. Regulation 4 details the

functions of the Compliance Officer.

Regulation 8(2) requires financig

institutions and listed businesses to ensure that

the Compliance Officer and other employg

es

have timely access to customer identification

data and other records and relevant informa

ion

to enable them to produce reports in a timgly

manner. Regulation 6 requires training f
directors and all members of staff. Training
specified for obligations under the POCA, t
FIUTTA, the FOR, the ATA and guidelines d
the subject of money laundering issued
accordance with the FOR and understanding
techniques for identifying suspicious activit
Information on new developments in methg
and trends in money laundering and financing
terrorism is not included.

Regulation 5(1) requires financig
institutions and listed businesses to utilize
industry best practices in determining their st
recruitment policy in order to hire and retain t;
of the highest level of integrity and competen
The above provisions comply with a substan
number of the examiners’ recommendatiol
However, as noted the training obligation da
not cover new developments in method 3§
trends in money laundering and terror
financing.

Regulation 4 (1) of the Financial Obligatior
Regulations 2010 imposes obligations on
designated compliance officer to ensure that
necessary compliance programme procedures|
controls required by these regulations are in pl
with the financial institution or listed busines

Regulation 3 (1) of the Financial Obligatior

or
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Employee training should include information
new developments including current ML and
technigues, methods and trends, clear explana
of all aspects of AML/CFT laws and obligations a
requirements concerning CDD and suspici
transaction reporting.

by,
ET
ions
nd
us

Regulations 2010, addresses the setting up pf a

sound compliance programme within an
organization. Accordingly, a financial institution

or listed business shall for the purpose
securing AML/CFT compliance, designate
manager or official employed at managerial le

as the Compliance Officer of that institution p

business.

- With respect to the designation of the
compliance officer, the following criteria
must be satisfied.

- Where the financial institution or listed

a
el

=

business employs five persons or less, {the

employee who occupies the most sen
position, shall be the Compliance Officer.

- Where the financial institution or listed
business is an individual who neither
employs nor acts in association with

another person, that individual shall be the

Compliance Officer.

The Compliance Officer shall be trained by

the financial institution or listed business.

Regulation 4 (4) of the Financial Obligatiq
Regulations, 2010, requires that guidelines
financial institutions be issued. The guidelin
shall indicate the circumstances that may
considered, in determining whether a transaci
or activity is suspicious.

Regulation 6 of the Financial Obligatiq
Regulations, 2010, provides guidance on speq
training issues to be adequately covered
directors and by extension all members of st
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Financial institutions should be required to put
place screening procedures to ensure high stand
when hiring employees

These are as follows:

- the Proceeds of Crime Act No 55 of 2000;

the Proceeds of Crime (Amendment) Act

No 10 of 2009

- the Financial Intelligence Unit of Trinidaf
and Tobago Act, 2009;

- these regulations; and

- guidelines on the subject of money

laundering

In addition to this, Regulation 6 (1) (b) ensuratt
subsequent to the training staff should develop
overall understanding of the techniques for idgmg
any suspicious transactions or suspicious actsvitie

Regulation 6 (2) outlines the envisaged effect
training. The essential idea here is that emplogted
levels of the financial institution or listed busss
would become capable of detecting suspici
transactions and other suspicious activities.

Regulation 6 (3) requires that records of the inain|
programmes administered to its employees shall
kept.

The requirement that training in current ML and

should include information on new developme
technigues, methods and trends was included in
CBTT Guidelines 2011 for Financial Institutions.

Section 22.3 of the Guidelines requires Finan

Institutions to “Develop an appropriately tailored

ifraining and awareness programme consistent

atldeir size, resources and type of operation to len
their employees to be aware of the risks associ
with ML and TF. The training should also ensy
employees understand how the institution might
used for ML or TF; enable them to recognise a
handle potential ML or TF transactions; and to
aware of new techniques and trends in mo
laundering and terrorist financing”

an
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The AML/CFT compliance officer
appropriate staff should have timely access
customer identification data and other

information.

and othg

Ch
information, transaction records, and other reléev

Consideration will be given when the FOR is amen
to capture all supervised entities (financial tustbn
and listed business) as discussed above.

D
an

Regulation 5 (1) of the Financial Obligation
Regulations, 2010, requires that the best pract
of industry to be utilized with a view of
determining its staff recruitment policy. It is

intended that this approach ensures that staff of

the highest levels of integrity and competence
shall be hired and retained.

ed

ces

In an attempt to achieve high standards regarding

screening procedures of staff to be potentially
hired, Regulation 5 (2) requires the following
specific information to be maintained for a peri
of six years and made available to the Central
Bank, the FIU and any Supervisory Authority
when necessary:

- the name

- addresses

- position titles and

- other official information pertaining to staff
appointed or recruited by the financial institutio
or listed business.

bd

Regulation 8 (2) of FOR 2010 states that The

financial institution or listed business shall al
ensure that the Compliance Officer and ot
employees have timely access to custo

50
ner
mer

identification data and other records and relevant

information to enable them to produce reportg
a timely manner.

The Financial Obligations (financing of
terrorism) Regulations have been made by th
Honourable Minister of National Security an
have been laid in Parliament.

64
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The Financial Obligations

(financing  of

terrorism) Regulations applies mutatis mutandis

to the Financial Obligations Regulations and
such the requirements for internal controls g
other measures under the FOR now extend to
financing of terrorism.

16.DNFBP - R.13-15 & 21

NC

No SAR’s from DNFBP’s have bee|
submitted to the Designate
Authority/FIU.

No evidence that the DNFBP’s al
complying with legislated requiremen
of Rec. 15.

See section 3.7.3 for factors relevant
Recs. 13 and 14.

See section 3.8.3 for factors relevant
Rec. 15.

o

n O

The requirements of Recommendations 13 and 1

detailed in section 3.7.2 of this report should

imposed on all DNFBPs as stipulated in t

circumstances detailed in Recommendation 16.

The requirements of Recommendations 15
detailed in section 3.8.2 of this report should

imposed on all DNFBPs as stipulated in t

circumstances detailed in Recommendation 16

4as
be
he

as
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The first schedule of the Proceeds of Crime Act

No 55 of 2000 provides a limited list aof

businesses which conduct relevant business

activity to be subject to AML/CFT FATH

requirements. The relevant business activity fare

ascertained as follows:

= - Real Estate Business
= -Motor Vehicle Sales
= -Postal Services

= -Gaming Houses

= -Jewellers

-Pool Betting

-National Lottery On-line betting games

This list was later revised, by virtue of t
Proceeds of Crime (Amendment) Act 10 of 20

© D

to include a wider spectrum of listed businesses

to be subject to AML/CFT FATF compliance.

Accordingly, the following listed businesses [i

included for the purposes of compliance wijth

AML/CFT FATF requirements:

= - Money or Value Transfer Services
= - A Private Members’ Club

= -An Accountant, an Attorney-at-Law or othe¢
independent legal professional

65

S

=



Post-Plenary-Final

= -An Art Dealer

= -Trust and Company Service Provider

As previously stated listed businesses are sutgebe
same AML requirements as financial institutions g
as such the requirements detailed in Recommenda
13, 14 and 15 apply equally to DNFBP’s

Listed businesses are mandated to register with
FIU.

The FIU Regulations, 2011 came into force

February 2011 and was made under Section 27 o
FIU Act. Non-regulated financial institutions an
Listed businesses (Supervised Entities) are matd
to register with the FIU in accordance with regolat
28 of the FIU Regulations, 2011.

POCA Chap. 11:27 : Section 55 (5) states :

“Every financial institution or listed business Bh
develop and implement a written complian
programme approved by the FIU.”

FIU Regulations 2011 : Part IX

Reg. 31 (1) requires both financial institution and
listed business to submit a compliance programme
to the FIU.

For the period Jan — Jul 2013

191 compliance programmes were received by th
FIU from Financial institutions and Listed
Businesses.

Number of SAR’s submitted for the FIUs for th
reviewed period for financial institutions and didt
businesses, is shown in the table below.

Note: 2011 refers to the period: Oct %, 2010 to
Sept. 30" 2011. _2012 refers to the period: Oct. 01
2011 to Sept. 30 2012.

Financial Institutions : Breakdown of Submission
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Financial Institutions No. of | No. of

STR/ STR/

SARs SARs

2011 2012
Banks 151 154
Insurance Companies | 9 10
Investment 28 22
Companies
Mortgage Companies | 14 7
Securities Dealers 0 5
Total 202 198

Listed Businesses : Breakdown of Submission

Supervised Entities No. of | No. of
STR/ STR/
SARs SARs
2011 2012
Attorneys-at Law 2 1
Co-operative Societies | 5 16
Jewellers 0 1
Money/Value 90 38
Transfer
Motor Vehicle Sales 1 3
Postal 0 1
Real Estate 3 0
Total 101 60

Please see Appendix Il Please see attached Appe
for entities that have submitted STRs/SARs to thé
for the period Jan-Jul, 2013. Sixteen (16) STRESA
were received from DNFBPs.

Please see attached at Appendix IV Complia
Programmes sent to and examined by the FIUTT
the period Jan-Jul, 2013.

ndi

nce
for

17.Sanctions

NC

No provisions in legislation to withdra
restrict or suspend the license of t
financial institution for non-complianc
with AML/CFT requirements.

The requirements set out in Rec. 17

he

p

are

included in the POCA 2000, but there 3

re

The authorities should consider amending
provisions for sanctions in the POCA to allow f
penalties to be applied jointly or separately.

the The recommendation for considering
or amendment of the provisions for sanctions in
POCA to allow for penalties to be applied joint
or separately was due to the examiners’ cong
that all penalties in the POCA include both
term of imprisonment and a fine with n

he
the
ly
ern
a

indication that the penalties could be appl
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no provisions

in the

legislation

t

=]

withdraw, restrict or suspend the license

of the DNFBP.

The authorities should consider increasing theegn
of sanctions for AML/CFT non-compliance to

include disciplinary sanctions and the power |to

withdraw, restrict or suspend the
institution’s license, where applicable.

financ|al

separately. This raised questions as to |the
applicability of the penalties to legal personss |A
noted before, section 68(3) of the Interpretatjon
Act provides that where in any written law mo|
than one penalty linked by the word “and”
prescribed, the penalties can be impo
alternatively or cumulatively. This provisio
therefore allows for the imposition of th
stipulated fines in the penalties in PO(C
separately on companies.

> -85 o

g The Financial Obligation Regulations, 2010, ensyres

¢ Regulation 40 of

that any financial institution or listed businegs
which does not comply with any of its
obligations under these regulations commits|an
offence and is liable on summary conviction |or
on conviction on indictment, to the penalty
prescribed in section 57 of the Proceeds of Crjme
Act No 55 of 2000.

the Financial Obligations
Regulations allows the Supervisory Authority be
it the Central Bank, the TTSEC or the FIU to yse
the regulatory measures as outlined in the
legislation that governs the supervised entities to
bring about compliance with AML/ CFT
requirements. Therefore the FIA enhances [the
powers of the Central Bank to enfor¢ce

compliance with AML/ CFT legislation by
allowing for the issuance of complian
directions. Non-compliance with the compliance
direction can be enforced by court order and
restraining order or other injunctive or equitable
relief.

(¢']

Section 86 of the FIA gives the Inspector |of
Financial Institutions power to issue compliance
directions or seek restraining orders for actions
violating any provision of the FIA and associate
regulations, measures imposed by the Cerjtral
Bank or unsafe or unsound practice [in
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Section 23 of the FIA mentions the restriction g

conducting the business of banking. Unsafe and

unsound practice is defined to include withg
limitation any action or lack of action that
contrary to generally accepted standards

prudent operation and behaviour. This definition

allows for the Inspector of Financial Institutio
to exercise the above power with regard
AML/CFT breaches.

In addition, section 10 of the FIA gives th
Central Bank the power to issues Guidelines

e
t
inter alia aid compliance with the POCA, ATA
e

or any other written law relating to th
prevention of money laundering and combat
the financing of terrorism. Section 12 of the F
also allows the Central Bank to issue

compliance direction or take any other actipn

under section 86 for contravention of a guidel
referred to in section 10.

revocation of a license.

(1) The Board may revoke a license where—
(g) the licensee fails to comply with a directig

under section 24 or 27 or with a compliance

direction issued by the Central Bank und
section 86.

Section 65 of the Insurance Act was amended

by

section 8 of the Insurance Amendment Act 20D9.
The amendment allows the Central Bank to issue
compliance directions to a registrant, controller,

officer, other employee, agent of a registrant etc

under the Insurance Act where they have:-
o0 committed, is committing, or is about
commit an act, or is pursuing or is about

(0]
to

pursue any course of conduct, that is an unsafe

and unsound practice;

0 committed, is committing, or is about
commit, an act, or is pursuing or is about
pursue a course of conduct, that may directly
indirectly be prejudicial to the interest
policyholders;

o violated or is about to violate any of t

o

or

0]

provisions of any law or Regulations magde
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thereunder;

o0 breaches any requirement or failed to com
with any measure imposed by the Central Bg
in accordance with the Act or Regulations mg
thereunder.

* In addition to issuing compliance directio
the Central Bank may seek a restraining orde
other injunctive relief.

. Disciplinary sanctions for AML\CFT non
compliance have been included in the Securi
Act 2012.

. The Securities Act 2012 provides that f
Commission may refuse to register, renew
reinstate the registration of an applicant wh
such registration is not in the public interest.

. Section 52(2) of the SA2012 provides that
Commission may refuse to register, renew
reinstate the registration of an applicant wh
such registration is not in the public intere
Section 52(3) allows the Commission to use
discretion to place restrictions on a perso
registration. Under Section 57 the Commissi

may, where it considers to be in the public

interest, issue a warning, private reprimand
public censure or may suspend the registratio!
a registration for various reasons includi
prosecution for a breach of any law in relation
the prevention of money laundering a
combating the financing of terrorism. Section
goes on to allow the Commission to revoke
registration of a registration where it is in t
public interest or for reasons including convicti
for a breach of any law in relation to th
prevention of money laundering and combat
the financing of terrorism.

¢ Under the FIU (Amendment) (No. 2), 2011, Secti

ply
ank
de

n
[ or

ies
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or
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ng

15, creates Part IlIA — “The Supervisory Authofity.
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Section 18G creates administrative sanctions
compliance. It states:

18G. (1) Notwithstanding any other action

remedy available under this Act, if in the opinioin
the FIU, a non-regulated financial institution

listed business has violated or is about to vialaee
provisions of the Act, the Financial Obligatiol
Regulations, 2010, the Anti-Terrorism Act, 200
the Financial Intelligence Unit of Trinidad ar
Tobago Act, 2009, the Financial Intelligence Uit
Trinidad and Tobago Regulations, 2011 and

other guidelines issued by the FIU, it may issu
directive to such non-regulated financial instiati
or listed business to—

(a) cease or refrain from committing the act
violation, or pursuing the course of conduct; or

(b) perform such duties as in the opinion
of the FIU are necessary to remedy the situatio
minimize the prejudice.

18G (9) Where a non-regulated financial instituti
or listed business to whom a directive is issuéld fj
to comply with the said directive, the FIU may, in
addition to any other action that may be taken urj
this Act, apply to the High Court for an Ord
requiring the non-regulated financial institution
listed business to comply with the directive, tase
the contravention or do anything that is required
be done.”.

The FIU in January 2013 issued written warni|
letters to Private Members Clubs, Accountants

Jewelers registered with the FIU, concerning th
non-compliance with respect to Regulation 31 of
FIU Regulations 2011.

During the period Jan-Jul 2013 warning letters w
issued to Jewelers, Real Estate Agents, Pool Be
operators and Motor Vehicle Dealers for ng
registration in contravention of Regulation 28(
and non-submission of CPs in contravention
31(1) of the FIU Regulations.

for

any
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During Jan-July 2013, 14 entities were served
notices on non-compliance. After heari
representations the FIU issued 1directives.

Please see attached Appendix V for information
sanctions taken by the FIUTT for the period Jan-
2013.

Please see Appendix V and VI for information on
sanctions taken by the FIUTT and the CBTT for th
period Jul-Dec, 2012.

ith
g

on
jul

18.Shell banks

PC

There are no provisions to preve)
financial institutions to enter, o
continue, correspondent
relationships with shell banks.

There are no provisions to require t
financial institutions should satisf]
themselves thatrespondent financia
institutions in a foreign country do n
permit their accounts to be used by sh
banks.

banking

nt
r

at
y

Shell banks should be prohibited by law.

Financial institutions should not be permitted
enter into, or continue, correspondent bank
relationships with shell banks;

Financial institutions should be required to sati
themselves that respondent financial institutiona
foreign country do not permit their accounts to
used by shell banks.

(]

be

Trinidad and Tobago acknowledges that therg
no express prohibition in the Financi
Institutions Act 2008 against shell banks.

However, The Basel Committee on Banki
Supervision defines shell banks as banks

2 s
Al

ng
hat

have no physical presence (i.e. meaningful mind

and management) in the country where they
incorporated and licensed and are not affiliatec
any financial services group that is subject
effective consolidated supervision. Trinidad &
Tobago therefore contends that the provision
the FIA 2008 relating to the process of licensi
and supervision of banks, whether local
incorporated or branches of foreign internatio
banks implicitly prohibit shell banks. In thi
regard, we draw attention to the following:-

All licensed banks must have a physical prese|
in Trinidad and Tobago as a locally incorporat
bank or subsidiary or as a foreign branch. Fqg
foreign branch the principal representative m
be ordinarily resident in Trinidad and Tobago 4
must be the branch of an international bank t
is subject to effective supervision in its hon
country.

All licensed banks are subject to the sa
prudential requirements. A foreign branch m

are
1 to
to
nd
5 in
ng
ly
hal
IS

nce
ed
ra
ust
nd
hat
ne

me
st

satisfy the same capital and other requirements as

a locally incorporated bank or subsidiary.
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. The locally incorporated bank or foreign bran|
must maintain at its offices all records and bo
pertaining to its operations and must be able
immediately provide same to the Inspector uf
his request.

. All subsidiaries or foreign branches of ban|
must be subject to supervision of both ho
regulators in other jurisdictions and Trinidad al
Tobago as host regulator.

. Locally incorporated banks and foreign branc
must submit all returns and annual audi
financial statements to the Central Bank.

. Where a licensee is part of a financial group
financial group must be so structured 4

ch

ks
me
nd

es
ed

the
nd

managed that it may be supervised by the Central

Bank or by an equivalent supervisor in its ho
jurisdiction.

. Persons are prohibited from conducting bank
business or business of a financial nature with
a licence being issued in accordance with
FIA.

It is therefore our view that these provisions setw
prohibit shell banks in Trinidad and Tobago.

. Further regulation 22. (1) of the FOR states {
a bank shall not enter or continue a correspon
banking relationship with a bank—

(a) incorporated in a jurisdiction in which it has
physical presence; or

(b) Which is unaffiliated with a financial grou
regulated by a supervisory authority in a counthere
the Recommendations of the Financial Action T
Force are applicable.

. Regulation 22 (2) of the Financial Obligatig
Regulations, 2010, states that a finang

me

ng
out
the

hat
lent

ask

ial

institution or listed business shall ensure that

th
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No further action is to be taken under th
recommendation

respondent financial institution or business in
foreign country, does not permit a shell bank
use its accounts.

19.0ther forms of reporting

PC

No indication that the authoritig

Se

considered implementing a system where

financial institutions report  al
transactions in currency above a fix
threshold to a national central agen
with a computerized database.

No indication that when the Custon
Division discovers an unusug
international shipment of currenc
monetary instruments, precious metals
gems etc, it considers notifying, &
appropriate, the Customs Service
other competent authorities of t
countries from which the shipme
originated and/or to which it is destine
and co-operates with a view towa
establishing the source, destination, g
purpose of such shipment and toward
taking of appropriate action.

ed
cy

Ns
al

The authorities should consider the feasibility 3

utility of implementing a system where financigl

institutions report all transactions in currencyad
a fixed threshold to a national agency with
computerized data base.

When the Customs Division discovers an unus
international shipment of currency, monet3
instruments, precious metals or gems etc, it sh
consider notifying, as appropriate, the Custo
Division or other competent authorities of tl
countries from which the shipment originated and

to which it is destined, and should co-operate w&ith

view toward establishing the source, destinati
and purpose of such shipment and toward the tal
of appropriate action.

ne

a

ual
ry
uld
ms
ne
/or

on,
ing

As part of the normal investigations and

prosecutions involving unusual internatior

is

al

shipments of currency, monetary instrumepnts

etc., the Customs & Excise Division naotifies,

shares information and makes requests of Ig
and international agencies through the FIU &
Central Authority.

cal
nd

Regulation 31 and 32 of the FOR states that
financial institutions and listed businesses retain

records of all domestic and internation
transactions in electronic or written form.

The FIU is presently considering a regime
the systematic reporting of;

- Foreign exchange transactions
- Cash transactions

- Money transactions

The imposition of such a regime is outside 1

FIUs’ statutory remit. The spirit and intention pf

the AML/CFT law in this jurisdiction is or

reporting onsuspicionregardless of the amount

of money involved in the transaction. Ar
requirement to report otherwise will requi
legislative amendment.

The Customs and Excise Division is a mem
of the World Customs Organization which h
developed a global system for gathering data

74
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The Customs Division’s computerized database
subjec]

Customs Declaration Forms should be
strict safeguards to ensure proper use of
information that is recorded.

of
t to
the

information for intelligence purposes called t
Customs Enforcement Network. As an act
member of this network we regularly pog
information concerning unusual internation
shipment of currency and precious gems, etq
this database as the means of notifying

Customs service from which the shipme
originated and/or is destined with a view

taking appropriate action in accordance with e
country international obligations.

Additionally as members of the Caribbe
Customs Law Enforcement Council (CCLE
we regularly update the CCLEC’'s seizu
intelligence database (SID) for  th
aforementioned purposes, including establish
the source destination and purpose of s
shipments. Both databases rely on encryp
technology to protect communications and d
transfers.

All payment of duties and taxes to t
Comptroller of Customs and Excise on any d
day by any one consignee in excess
TT$5,000.00 can only be made by a certifi
Manager’s cheque.

The Customs and Excise database also relie|
encryption technology to protect communicati
and data transfer and access is limited to d
specific Officers

an
C)
re
e
ing
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Ata

e
ne
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ed

50N
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20.0ther NFBP & secure transacti
techniques

ncC

The only measure taken by the Governmen
Trinidad and Tobago to encourage
development and use of modern and sed
techniques  for conducting  financi

transactions that are less vulnerable to ML
been not issuing large denominati
banknotes.

of
he
ure

nas
bn

Authorities should consider applying the releva
FATF Recommendation to non-financial busines
and professions (other than DBFBP’s) that areeat]

risk of being misused for ML or TF.

nt
Bes

The AML/CFT regime in Trinidad and Tobago
applicable to financial institutions and liste
business. Listed business is defined in

POCAA to mean a business or profession lis
in the First Schedule. Section 35 of the POC
has amended the First Schedule to include
only DNFBPs but also motor vehicle sales g
the business of an art dealer which are n

5
d
the
ted
AA
not
nd
ow
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Measures should be taken to encourage
development and use of modern and seq

techniques for conducting financial transactioret th

are less vulnerable to ML

the
ure

subject to AML obligations. This provision

ion

satisfies the examiners’ recommended acf
above.
To further strengthen this system, the

Government of Trinidad and Tobago hps

requested technical assistance
International Monetary Fund to undertake a r
assessment of its relevant sectors to asce
their risk of being misused for ML or TF.

This was to be conducted in tandem with {
Fourth Round Mutual Evaluation which has beg
postponed.

The AML/CFT Compliance Unit of the Ministry
of National Security is currently conducting t
national risk assessment of the SIP framewd
The aim of this exercise is to measure the risk
non-financial businesses and professions bg
used for ML & TF.

21.Special attention for higher rig
countries

kNC

Financial institutions are not required to g
special attention to business relationships
transactions with persons (including le
persons and other financial institutions) frorm
in countries, which do not or insufficient
apply the FATF Recommendations.

There is no legal requirement for
background and purpose of transactions hal
no apparent economic or visible lawful purp
with persons from or in countries which do
or insufficiently apply the
Recommendations to be examined and wri
findings made available to assist compe
authorities and auditors.

Only the Central Bank circulates the NC(
list to the financial institutions it supervises.

FATE

ve
and
pal
or
ly

he
ving
Dse
not
ttén
ent

The POCA should be amended to require finangial

institutions to give special attention to busing
relationships and transactions with pers
(including legal persons and other financ|

institutions) from or in countries which do not pr

insufficiently apply the FATF Recommendations

Effective measures should be put in place to en
that financial institutions are advised of conce
about weaknesses in the AML/CFT systems of of
countries.

SLre
ns
her

Section 55 of POCA has been amended
POCAA by substituting section 55(2) (a)
which requires financial institutions and listg
businesses to pay special attention to all busi
transactions with persons and financ
institutions in or from other countries which @
not or insufficiently comply with thg
recommendations of the FATF

Section 17(1)(a) of the FIUTTA requires the F
to publish as frequently as necessary, by noti
in the Gazette and in at least two newspaper
daily circulation in Trinidad and Tobago, a list
countries identified by the FATF as no
compliant or not sufficiently compliant with the
recommendations. Section 55(2) (c) requi

from fthe

sk
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en

e
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The background and purpose of transactions hal
no apparent economic or visible lawful purpose
persons from or in countries which do not

should be examined and written findings m3

ing
ith

or
insufficiently apply the FATF Recommendations

de

available to assist competent authorities and
auditors.

That the Government Trinidad and Tobago have in
place arrangements to take the necessary
countermeasures where a country continues nat to
apply or insufficiently applies the FATF
Recommendations.

financial institutions and listed businesses |to
examine the background and purpose of |all
transactions which have no economic or visible
legal purpose under paragraph (a)(i) and make
available to the Supervisory Authority, writtg
findings after its examination where necessary

5

The FIU and the Central Bank of Trinidad apd
Tobago has published on their respectjve

websites, FATF's Public Statement dated:
. 16 Feb. 2012

. 22 Jun, 2012;
. 19 Oct, 2012
. 22 Feb, 2013

. 21 Jun, 2013

The current FATF Public Statement on
Improving Global AML/CFT Compliance: on}
going process statement is published on the F
website and can be found on www. fiu.gov.tt.

U

The Central Bank and the FIU have published
their websites the CFATF Public Statement
May 30, 2013.

on
of

The FATF Public Statement and Improving
Global AML/CFT Compliance: on-going
process statement -19 Oct. 2012 was published
on the FIU website and can be found on www.

fiu.gov.tt

Section 55 (2) C of POCA as amended states

55 (2) Every financial institution or listed
business shall-
(c) examine the background and purpose of|all
transactions which have no economic or visiple

legal purpose
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. The Financial Obligation Regulations, 2010, g
the Financial Intelligence Unit of Trinidad arn

nd

Tobago Act No 11 of 2009 both address the issue

of special attention.

Accordingly, special attention is afforded to besis
relationships and transactions with persons (inotyg
legal persons and other financial institutionsyfror
in countries which do not or insufficiently appliet

FATF Recommendations. These will be elaborated

upon.

Regulation 7 of the Financial Obligation Regulasion

2010, states that any ascertainable complig
programme shall contain measures which include
compilation of a listing of countries which are ng
compliant, or do not sufficiently comply with th
recommendations of the Financial Action Task Fo

Financial institutions have indicated that tranisest
from countries which are non-compliant, or do 1
sufficiently comply with the FATF Standards al
carefully scrutinized to ensure that the reasorsrg
for the transactions are valid before a decisiacaken
to permit the transaction. In some instan
transactions are stopped. In addition enhanced

diligence is also applied when dealing with

transactions involving severe risk territories.

Section 17 (1) of the Financial Intelligence Unit
Trinidad and Tobago Act No 11 of 2010, imposes
a) as frequently as is necessary, the obligat
of publishing notices in the Gazette and
at least two newspapers in daily circulati
in Trinidad and Tobago, a list of th
countries identified by the Financial Actig
Task Force, as noncompliant or n
sufficiently  compliant  with its
recommendations; and

b)  periodically, information on trends an
typologies of money laundering, locally al
internationally, as well as appropria]

78

nce
the

[]

ce.

es
due

ion
in
on

]

oo

e



Post-Plenary-Final

understanding of the nature of mon
laundering and its offences.

need for the FIU to set out measures t

listed business, against such countries
addressed. These measures may be se
by Order.

The FIU and the Central Bank website curren
contain a list of countries that do not sufficign
comply with FATF 40+9 Recommendations.

22.Foreign branches & subsidiaries

NC

No legal requirements for financi
institution to ensure that their foreig
branches and subsidiaries obse
AML/CFT measures consistent with FAT]
standards.

I The T&T authorities may wish to introduce legisbatior

nenforceable regulations to include the requireméats
rvinancial institutions to:

F

. pay particular attention that their branches andecommendation in practice.

subsidiaries in countries which do not
insufficiently apply the FATF Recommendatio
observe the AML/CFT requirements consist

with home country requirements and the FATPf the home country would also apply to the brainch
To the extent that the thps

Recommendations;

«  apply the higher standard, to the extent that lgcgIUSt comply the entity must also meet those staisdar
(ie. host country) laws and regulations permit‘l’herefore if the home country has higher AML/ C

where the minimum AML/CFT requirements
the home and host countries differ;

. inform their home country supervisor when

foreign branch or subsidiary is unable to observ

appropriate AML/CFT measures because this
prohibited by local (i.e. host country) law,
regulations or other measures.

There is currently no specific requirement in law
regulations that address this issue. However,

institution to ensure that at a minimum the Guidelis
also implemented in their branches and subsidig
abroad. Central Bank's AML/ CFT Guidelines g
considered other enforceable means. In additios,
Bank’s licensing procedures reflect th

or
NSA branch is not a separate legal entity from tlually
srincorporated financial institution and therefore taws

a foreign jurisdiction.
country also has laws with which the foreign bran

)fs'tandards, the branch would be required to meet
higher standard in the host jurisdiction to theeakt
that the local (i.e host country laws) permit.

it respect to foreign subsidiaries, there is ety
0 specific requirement in law or regulations tk
 Bddress this issue.

Py

- In Section 17 (2) of Act No 11 of 2000, the

may be utilized by a financial institution or

section 4.4 of the Central Bank’s AML/ CFT Guidelin
issued in October 2011 requires inter alia a firng

statistics and any other information that
would enhance public awareness gnd

24
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23.Regulation,
monitoring

supervision

an

dNC

Relevant supervisory agencies have
been designated as responsible
ensuring the compliance of the
supervised financial institutions wit|
AML/CFT requirements.

The TTSEC does not apply th
requirements of the IOSCO Principlg
for the supervision of the securitig
sector with regard to AML/CFT.

Only the financial institutions supervise
by the CENTRAL BANK OF T&T are
subject to AML/CFT regulation an
supervision.

Only financial institutions under the FIA
are subject to all measures necessary|
prevent criminals and their associate
from gaining control or significant
ownership of financial institutions.

The securities sector, credit union
money transfer companies and ca
couriers are not subject to AML/CFT|
supervision.

Money transfer companies and cag
couriers are not licensed, registered
appropriately regulated

hot
for
ir

[0}

S

[=}

2]

=5 -

Dr

Authorities should formally designate the releva
supervisory agencies with the responsibility

ensuring compliance by their
AML/CFT obligations.

licensees W

nt
or
th

(Cooperative Societies Act 1971).

With respect to (a) above the ambit of the CerBealk
is to supervise money transmission or remitta
business generally and is not limited to cash temgit
services.
Obligations Regulations and is in need of amendme

We have recognized that the above definition dags|
include the combating of terrorism, but this wik
addressed in the Anti-Terrorism Regulations. T

In POCAA, supervisory authority has bee
defined as the competent authority for ensur
compliance by financial institutions and listg
businesses with requirements to combat mo
laundering.

Regulation 2(1) of the FOR specifies t
supervisory authority for different types
financial institutions as follows;

a)

b)

)

d)

Central Bank - financial institution
licensed under the FIA, insuran
companies and intermediaries under

Insurance  Act, authorized deale
(cambios and bureaus de change) un
the Exchange Control Act, or a pers
who is registered to carry on ca
remitting services under the Central Bal
Act

TTSEC - persons licensed as a deale
investment advisor under the Securit
Industries Act.

FIU — other financial institutions an

listed business.

The Commissioner of Co-operatiy
Development has the powers of gene
supervision of the affairs of societies a
shall perform the duties of registrar

societies (including credit union societieg

This is a drafting error in the Finahd
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policy to guide the Anti-Terrorism Regulations |is
currently being drafted by the Compliance Unit loé {
Ministry of the National Security and will be
submitted to Parliament.

Trinidad and Tobago Securities and Exchange
Commission (TTSEC) is the supervisory body for th
securities sector. For the purposes of AML/ICFT
compliance in the securities sector, the Procetds o
Crime (Amendment) Act No 10 of 2009, provides a
definition of “security” as including the followin

- any document,

- instrument or

- writing evidencing ownership of, or

- any interest in the capital,

- debt property,

-profits,

- earnings or

-royalties of any person or

- enterprise and

- without limiting the generality of the foregoing,
includes any—

W

- bond, debenture, note or other
- evidence of indebtedness;
- share, stock, unit or unit certificate,

- participation, certificate, certificate of share
or interest;

- document, instrument or writing

- commonly known as a securitgocument,
instrument or writing evidencing an optiop
subscription or other interest in respect of—

- a financial institution;

(]

- a credit union within the meaning of th
Co-operative Societies Act; or

- aninsurance company;
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The TTSEC should apply the requirements of
I0SCO Core Principles for the supervision of
securities sector with regard to AML/CFT.

- investment contract;

- document, instrument or writin
constituting evidence of any interest
participation in—

- a profit-sharing arrangement or
- agreement;
- a trust; or

- (i) an oil, natural gas or mining least
claim or royalty or other mineral rights

The FIU is currently in the process of approvi
compliance programmes that are submitted by
financial institutions, and listed businesses m#ithat
it supervise. One hundred and ninety-one (1
compliance programmes have been submitted to
FIU for the period Jan — Jul 2013 and 193 exami
and reviewed.

See attached Appendix IV for Complian
hBrogrammes received and examined and reviewe(
héhe FIUTT for the period Jan — Jul, 2013.

In August 2011, the FIU completed its Compliar
Examination Manual and commenced Ong
examinations.

The examinations completed by the FIU are as fallo|
August 2011: 2 listed businesses (Attorneys at law)
October 2011: 2 (1 Motor Vehicles sales and 1 R
Estate)

December 2011: 2 Private member clubs

March 2012: 1 Attorney-at-Law

April 2012: 1 Jeweller

May 2012: 1 Co-operative Society/Credit Union
June 2012: 1 Motor Vehicle Sale

July 2012: 1 Motor Vehicle Sales

September 2012: 1 Money or Value Transfer Servic|
November 2012: Motor Vehicle Sales

December 2012: 1 Co-operative Society/Credit Unid
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The measures in the FIA to prevent criminals

their associates from gaining control or significal
institutions should b
duplicated in the relevant legislation governing t

ownership of financial

supervision of other financial institutions undee t
POCA.

.

oiThe FIU conducted 17 on-site inspections for
h period Jan-Jul. 2013. Please see attached App&hd|x
s for a summary of the Number of Onsite Visits

conducted by the FIU for the period Jan -Jul, 2013.

A person who—

Schedule, shall not act or continue to act as

The IOSCO Core principles have been included
in the Securities Act 2012 which was proclaimed.
Please see Appendix XVI for document which
sets out the sections of the Securities Act 2012
and their relationship to the IOSCO Principles.

The Securities Act 2012 contains several
references to AML/CFT supervision. In
particular Section 6(i) lists ones of the functions
of the Commission is to ensure compliance wjith
the Proceeds of Crime Act and any other written
law in relation to the prevention of money
laundering and combating the financing |of
terrorism.

Section 33(2) of the FIA state that;

a) has been convicted by a court for an offence
involving fraud, dishonesty, a contravention
of the Proceeds of Crime Act or any
regulationsmade thereunder or such other
statutory provision in relation to the
prevention of money laundering and th
combating ofterrorist financing as may be
in force fromtime to time;

[}

b) is or was convicted of an offence under this

Act; or
c) isnot afit and proper person in accordance

with the criteria specified iret8econd
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In May 2011 the FIU (Amendment) (No. 2), 201
Section 15, created Part IIIA — “The Supervisd
Authority,” which gives the FIU the authority torca

a director or officer of, or be concerned ir|
any way in the management oterlsed
Institution or financial holdirpmpany.

Insurance companies under the Insurance Act

are

also required to notify the Central Bank of any

change to controllers (i.e. controlling

shareholders or significant shareholders ownjing

33 1/3% of more, CEO etc). Controllers 4
required to be fit and proper on an ongoing ba
and must satisfy Central Bank’s requirementg

re
sis
n

this regard. Section 20 of the Insurance Act

refers.

Money or value transfer services are provided

as financial institutions and listed business i fth

for

first schedule of the Proceeds of Crime

(Amendment) Act No 10 of 2009. The Cent
Bank was given the power to supervise

al
he

operations of money transmission and remittance
business via an amendment to the Central Bank

Act in 2008.

The Central Bank with assistance from

technical expert from the Office of Technicgal

Assistance, United Stated Department

Treasury has developed a draft AML/ CF

Supervisory Framework for money remitters.
addition, the Central Bank is working Q@
converting  drafting Money  Remittang

Regulations into a Bill based on advice from the

Office of the Chief Parliamentary Council (CP(
A draft a licensing regime it's for the regulatid

and supervision of Money Remitters in Trinidad

and Tobago. Further, since December 2011
Central Bank has commenced meetings W
money remitters to discuss their AML/ CT|

regimes and advise on the regulatory regime

being developed by the Central Bank.
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The securities sector and credit unions should
subject to AMU/CFT supervision. Money transf
companies and cash couriers should be licen
registered, appropriately regulated and subjec
AML/CFT supervision.

out supervisory functions. This includes |
registration of all Listed Businesses and non-reigual
financial institutions, the supervision of supeeds
entities for AML/CFT, and the authority to app
administrative sanctions for compliance.

As part of the implementation of its supervisg
regime, the FIU has registered 1581 Listed Busg®e
and non-regulated financial institutior{See appendix
V for total registrants for Jan — Dec. 2012). Véhihe
FIU reported 1592 registrants as June 2012, a d
clean up exercise confirmed a variance of
registrants for 2011(Oct 2010 to Sept 2011). Thas
due to factors such as registration applicatio
received from businesses which did not fall witthie
ambit of the POCA and requests from registe
entities to de-register.

The total number of registrants for the period far)
Pail, 2013 is 80. See appendix VIl for total regists
pifor Jan — Jul. 2013).

sed,

IIghe FIU has also conducted 12 sessions in AML/C
Awareness /Training during the period Jul — Dec20
For Jan-July 2013 the FIU conducted 14 outreach
training sessions for approx. 1800 participantsafd
see Appendix VIII for updated information on tf
number of training sessions conducted by the FIU.

The FIU utilised ICT to inform and educate |

Supervised Entities on their requirement. Pulibicet

made thus far includes:

. Guide to developing an AML/CFT Compliang
Programme

. Notice to Supervised Entitites to register with {
FIU

. Guide to STR/SAR Reporting
. Customer Due Diligence Guide

. Guide to structuring an AML/CFT compliance
Programme;

ne
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. 3 Specific Guidelines for PMC, MV and Re
estate.

. Reporting forms (STR/SAR, FIU Registratig
form, Quarterly Terrorist Property Report forms

. Advisories
. Typologies reports
. List of NCCTs

. Model Compliance Programme .for Attorneys-
law

. Model Compliance Programme for Accountant:

. # 3 sector specific guidelines: Attorneys-at-law,

Accountants, and Jewelers

=}

~

at-

Further, the FIU reviewed 32 compliance programmes

and approved 2 compliance programmes for Finan
Institutions for the period July — Dec 2012. Reuse|
are on-going.

A feedback link has been established on the

website to encourage Supervised Entities and
public to  communicate  with the  FIU
(fiufeedback@gov.ttand fiucompliance@gov)tt

A draft framework for the regulation of mone
remitters is at an advanced stage of development.
Work is on-going on the development of t
framework for the regulation of money remitters

According to Section 36(cc) of the Central Bank ,A
the Central Bank of Trinidad and Tobago has

power to supervise the operations of payment syst
in Trinidad and Tobago generally, interbank Paym|
Systems in accordance with the Financial Institsi
Act and the transfer of funds by electronic me
including money transmission or remittance busing
Therefore, the Central Bank has supervisory authg
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of Money or Value Transfer Services.

24. DNFBP - regulation, supervisig
and monitoring

There is no legal requirement to ensy
that the gaming houses (or priva
member clubs), pool betting and t
national lottery on line betting games a
subject to a comprehensive regulatd
and supervisory regime that ensures t
are effectively implementing th
AML/CFT measures required under t
FATF Recommendations.

There are no legal or regulato
measures to prevent criminals or th
associates from holding or being t
beneficial owner of a significant g
controlling interest, holding E
management function in, or being

operator of a Gaming House (or Privg
Member Club), Pool Betting and th
National Lottery on line Betting Games

There is no designated competg
authority or SRO responsible fg
monitoring and ensuring compliance
DNFBPs with AML/CFT requirements.

Bir
.
ne

L
AN
te

Gaming houses (or private member clubs), p
betting and the national lottery on line bettingngs
should be subject to a comprehensive regulatory
supervisory regime that ensures they are effegti
implementing the AML/CFT measures requir
under the FATF Recommendations

Legal or regulatory measures should be taker
prevent criminals or their associates from holding
being the beneficial owner of a significant
controlling interest, holding a management funct
in, or being an operator of a gaming house
private member club), pool betting and the natio
lottery on line betting games.

A competent authority or SRO should be designa
as responsible for monitoring and ensuri
compliance of DNFBPs with AML/CFT|
requirements.

oel

and
el
ed

to

or
on
(or
nal

ted

Regulation 2(1) of the FOR specifies the FIU
the supervisory authority for other financi
institutions and listed businesses. List
businesses as defined in POCA include DNFB
The FIU is presently responsible for supervisi
DNFBPs but only for AML compliance

FIU (Amendment) (No. 2), 2011, Section 1
created Part IlIA — “The Supervisory Authority,
Section 18E (1) states:

The FIU shall effectively monitor non-regulate
financial institutions and listed businesses for
which it is the Supervisory Authority and shg

o

d

al

take the necessary measures to secure compliance

with this Act and the following written laws:

(a) the Proceeds of Crime Act;

(b) the Anti-Terrorism Act;

(c) the Financial Obligations Regulations, 2010
(d) the Financial Intelligence Unit of Trinidad ar
Tobago Regulations, 2011,

(e) the regulations made under
Terrorism Act; and

(f) any other written laws by which th
recommendations of the Financial Action Tq
Force are implemented as well as guidelines
issued in pursuance of this Act and the Ia
identified in paragraph@) to (e).

the An|

Section 2 of POCA has been amended
POCAA to include gaming houses (or privg
member clubs), pool betting and the natio
lottery on line betting games as listed busines
and thereby subject to AML requirements.

Under Section 34 of POCAA the FIU has be
named as the Supervisory Authority for list
businesses until regulations for the selection
Supervisory Authority are made. Th
Supervisory Authority has been defined in {
POCAA as the competent authority responsi

ti-

[¢]
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by
te
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for ensuring compliance by financial institutio

ns
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Competent authorities should establish guidelines

that will assist DNFBP’s to implement and comg
with their respective AML/CFT requirements

ly

and listed business with AML obligations.

The process of identifying and registering list
businesses has begun and is ongoing. The
advertisement mandating registration of list
businesses has been published in the |
newspapers. The |Inland Revenue VA
registration office and the Port of Spain Hi
Court is providing assistance in this process.

Once this has been completed an appropi
supervisory and regulatory regimes will
established and implemented.

Advertisement mandating registration of list
businesses was published in the local newspal
and placed on the FIU website.

The total number of registrants for the period |
to Jul, 2013 is 80.

The Financial Intelligence Unit Regulations 20
that have been enacted allows for the FIU to is]
guidelines accordingly.

Under Section 34 of POCAA the FIU has be
named as the Supervisory Authority for list
businesses until regulations for the selection

Supervisory Authority are made. Th
Supervisory Authority has been defined in {
POCAA as the competent authority responsi
for ensuring compliance by financial institutio
and listed business with AML obligations.

Regulation 2(1) of the FOR specifies the FIU
the supervisory authority for other financi
institutions and listed businesses. List
businesses as defined in POCA include DNFB
The FIU is presently responsible for supervisi

ed
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DNFBPs but only for AML compliance. In
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‘Every financial institution or listed business gh
develop and implement a written compliance progrg
approved by the FIU.Therefore all DNFB's arg
required to submit a compliance programme to the F
which they are to adhere and comply

The FIU has created detailed sector specific gunésl|
for the following supervised entities:

respect of Counter financing of terrorism
compliance this will be addressed in the Anti-

Terrorism Regulations.

The FIU (Amendment) (No. 2), 2011, Section 1

created Part IlIA gives the FIU the responsibiljty
for  supervising non-regulated  financial

o

institutions and listed businesses for AML and

CFT compliance.

Further section 55 of POCA states that

al
nm,

The Financial Intelligence Unit Regulations 2011
have been enacted. The Regulations mandate the

registration of listed businesses with the H

within three (3) months of the coming into effect

of the Regulations.

The Financial Obligations (financing @
terrorism) Regulations have been made by
Honourable Minister of National Security an

U

the

have been laid in Parliament. These Regulations
prescribe the policies that financial institutions

must require to have in place to pay attentior]

—+

(0]

any TF patterns that may arise as a result of hew

technological advancements.

Motor Vehicles Dealers
Real Estate
Private Members club

Attorneys-at-law
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These guidelines have been published on the
website www.fiu.gov.tt

Accountants

Jewellers

25. Guidelines & Feedback

NC

The Designated Authority/FIU does n
provide feedback to financial institutior]
that are required to report suspicio|
transactions.

The CENTRAL BANK OF T&T
AML/CFT Guidelines are applicabl

only to banks and insurance companies.

There are no guidelines to ass
DNFBPs to implement and comply wit
their respective AML/CFT]
requirements”.

=3

D

LS

=y

The designated authority/FIU should have

structure in place to provide financial institutso

that are required to report suspicious transacti
with adequate and appropriate feedback.

The CENTRAL BANK OF T&T AML/CFT

Guidelines should be enforceable and h

sanctions for non-compliance.

a
h
bns

ave

Section 10 of the Financial Intelligence Unit pf

Trinidad and Tobago Act No 11 of 2009, impos
a requirement on the FIU that feedback shall
provided in writing to the financial institution d

FIU

es
be
r

listed business regarding suspicious transaction
or suspicious activity report received from the

same.

For the period October 1st, 2010 to Sept" 3
2011, and Oct. 01, 2011 to JanS'3A012, the

0

FIU provided 403 feedback responses to finangial

institutions and Listed businesses upon th
submission of STRs/SARs. For the period Jy

Dec 2012 the FIU acknowledged all (170)

STR/SAR submitted to the FIU and 16 we
related to specific deficiency issues arising dut
STR/SAR submissions.

For the period Jan —Jul 2013 the FIU recei

329 STRs/SARs and gave feedback on all 329,

Section 8(3)(d) of the FIU Act requires the F
to set reporting standards to be followed
financial institutions and listed businesses

eir
| —

re
(o]

ed

U

by
in

furtherance of section 55(3) of the POCA. The

FIU has drafted the required standards and

has

published same on their website for stakeholders’

comments which was received and is curre
making amendments to the reporting stand
before seeking further stakeholder commel

tly
ard
ts.

The process has been completed and published

on the FIU website as “STR/SAR Reporting
Guideline.” The FIU also published guidelines
for Reporting Entities on the procedures for
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Guidelines similar to the CENTRAL BANK Of

reporting terrorist funds.

Section 10 of the FIA states that the Central B
may issue guidelines on any matter it consid
necessary to, inter alia, aid compliance w
POCA, the ATA, or any law relating t
AML/CFT. Although contravention of 4
guideline referred to in section 10 does I
constitute an offence, the Central Bank or
Inspector of Financial Institutions may ta
action under section 86 of the FIA. Section 86
the FIA gives the Inspector of Financi
Institutions power to issue compliance directig
or seek restraining orders for actions violati
any provision of the FIA and associg
regulations, measures imposed by the Cen

ank
ers
ith

D

ot
he
e
of
al
ns
ng
te
tral

Bank or unsafe or unsound practice in conducting

the business of banking. Unsafe and unso
practice is defined to include without limitatig
any action or lack of action that is contrary

generally accepted standards of prudent operg
and behaviour. The Insurance Act also allows
compliance directions to be issued for unsafe

unsound practices.

While the above provisions create a legal ba
for the enforceability of the CENTRAL BANK
OF T&T AMLU/CFT Guidelines, effective
implementation of this enforceability still has
be demonstrated by the Central Bank.

Please see Appendix VI for information (¢
Sanctions taken by the CBTT for the peri
January- July, 2013.

Further it should be noted that many of
present requirements in the Central Bank’s 2
Guideline have been codified in law in the F(
2010. The Central Bank issued a revised AM
CFT Guideline in October 2011. The Guidelin
provide clarification to banks, insuran
companies, insurance intermediaries, mol

und
n

to
tion
for
and

Sis

o]

=}

nd

remitters, bureau de change etc on what
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T&T AML/CFT Guidelines should be issued by tf
relevant authorities for all financial institutioasid
persons engaged in relevant business acti
stipulated in the POCA.

e required to fulfill the requirements of the FOR,
ATAA, POCAA and FIUATT etc.
vity

The Central Bank guidelines have been revised
and reissued as of October 2011.

. This Financial Intelligence Unit Regulatior)
2011 deals with this issue.

2]

. Central Bank’s revised AML/ CFT Guideline
also include money remittance businesses.

. The Board of Commissioners of the TTSEC has
approved guidelines for the Securities Industry|
and these will be issued shortly.

The TTSEC guidelines were publicly launched on
April 23, 2012. These guidelines are availablehmirt
website at www.ttsec.org.tt

Institutional and other measures

26.The FIU

NC

There is no (legally established) FI
that receives, analyses and dissemin

financial information (FIU legislation nof
introduced to clearly indicate the powers

of this entity).

The FIU lacks the legal authority to

obtain and
information.

disseminate financi

Operational independence and mare
(reconsider

autonomous structure
“designated authority structure) of tl
FIU is needed

The FIU does not prepare and publi
periodic  reports  of  operation
typologies, trends and its activities f
public scrutiny

tes required Legislative framework should |
implemented with the view to gain membership
the Egmont Group of FIUs.

ish

g

U* Proceed quickly to enact FIU legislation. The

The FIUTTA has been enacted. Part Ill of the
e FIUTTA provides for the functions and powers
to of the FIU. These include the collection, analysis
and dissemination of financial intelligence and
information among local and foreign law
enforcement authorities, the ability to request
necessary financial information from reporting
entities, the ability to share financial intelligen
with local and foreign authorities, the
establishment of reporting standards and [the
publication of annual and periodic reports.

On July 3, 2013 at the 21Egmont Group of]
FIUs Plenary in Sun City, South Africa th
Financial Intelligence Unit of Trinidad an
Tobago was admitted as an Egmont Grg
member by the Heads of FIUs.

c o

p
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. Introduce Periodic reports prepared by the FIU| in
relation to its operation in order to test its gtiow
and effectiveness. This report should also sesve t

show ML and TF trends.

. Consider strengthening and restructuring the staff
the FIU so as to encourage self-sufficiency and
operational independence.

In order to demonstrate its growth and effectiveng
checks and balances are installed at three (3)sle

Section 18(1) of the FIUTTA requires th
Director of the FIU to submit an annual report
the Minister of Finance on the performance of

FIU, including statistics on suspicious activity

e
to
he

reports, the results of any analyses of these

reports, trends and typologies of mongy

laundering activities or offences.

On January 27, 2012 the FIU annual reports
2010 and 2011 were laid in the parliament
Trinidad and Tobago in accordance with sect

for
of
on

18(2) of the FIU Act and made available to the
public. The reports are also published on the FIU

website_www.fiu.gov.tt. The FIU 2012 Annual

Report is completed and should be availablg
the public and also electronic copies of the H
Annual Reports for 2010, 2011 and 2012 can
sourced on the FIUs’ website (www.fiu.gov.tt).

With regard to staffing, section 3(2) of th
FIUTTA states as follows:

- The FIU shall consist of such humb
of suitably qualified public officers
including a Director and Deput
Director as may be necessary, for {
performance of its functions and mg
include-

- public officers, appointed, assigne
seconded or transferred from anoth
Ministry or statutory corporation t
the FIU; and

- Officers and other persons appoint
on contract by the Permane
Secretary of the Ministry of Finance.

to
9]
be

0]

er
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Four levels
a) Maintenance of Statistics

Section 9 of the Financial Intelligence Unit of Aidad
and Tobago Act No 11 of 2009, specifically requires
the FIU to implement a system for monitoring the
effectiveness of its anti-money laundering polidiss
maintaining comprehensive statistics on—

(a) suspicious transaction or suspicious acti\efyorts
received and transmitted to law enforcement;

(b) money laundering investigations and convictong
(c) property frozen, seized and confiscated; and

(d) International requests for mutual legal asaistaor
other co-operation
The above statistics will provide information regdjag
ML and TF trends.

b) The Installation of a Reporting Mechanism
within the FIU

Section 18 (1) of the Financial Intelligence Unit [0
Trinidad and Tobago Act No 11 of 2009 requires that

annual reports be prepared to capture the above
information. Accordingly, the Director of the Flal
submit within sixty days of the end of the finarc|a
year an annual report to the Minister on the
performance of the FIU. This includes statistics |on
suspicious transaction and suspicious activitipsnts,
the results of any analyses of these reports, srand
typologies of money laundering activities or offeac

c) Accountability to Parliament
Subsequently, Section 18 (2) imposes an obligatio

the Minister to lay the report in Parliament withj
thirty days of receipt of a report from the Diractp

=

Section 17 (1) of the Financial Intelligence Unit |0
Trinidad and Tobago Act No 11 of 2009, imposes|an
obligation on the FIU to publish a list of the ctiigs
identified by the Financial Action Task Force, ps
noncompliant or not sufficiently compliant with its
recommendations.
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This exercise shall be undertaken as frequentlis g
necessary, through the use of Notices placed in

S
the

Gazette and in at least two newspapers in daily

circulation in Trinidad and Tobago

d) Autonomy and Independence

Section 22A (1) states, “The Director shall 1

ot

disclose or cause to be disclosed to the Minister

(Finance) or to any other person, except in accmea

with this Act, the personal or financial detai
pertaining to an individual or business.

The FIU budget is allocated by the Ministry of Fice
for the year October 2010 to September 20
Disbursement of funds is at the FIU’s discretion.

From the budget year 2011 to 2012 the FIU’s bud
will be reflected as a separate item in the Budgéte
Ministry of Finance and the Economy. Disbursem
of funds is at the FIU’s discretion. This will stigthen
the FIU independence and autonomy.

With regard to the strengthening and restructutireg
staff of the FIU, Permanent positions of Directadg
Deputy Director have been advertised by the Pu
Service Commission (PSC), an independent b
which has completed interviews at the end of J
2011. The PSC selection of FIU Director was vet
and a Director has been seconded to the positio
Director of the FIU for the extended period froms8
October 2011 to April 30 2012. On November 8, 2(
the PSC appointed a Deputy Director to FIUTT. T|
PSC has appointed a Director of the FIU retroabti
from February 14, 2011.

Job descriptions for the new positions of Direc
Analyst, Intelligence research specialist and Asial
have been approved by the Public Service Commis
(PSC). As at January 14, 2013 the full complemén|
officers (6) were appointed to the Analytical Dieis
of the FIU which comprise of (1) Director Analy$t;)
Intelligence Research Specialist; and (4) Analysts.
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The FIU should consider publicizing period
reports for the wider public.

Job description and job questionnaire for the Se
Legal Officer have been completed as well as the
descriptions of Director; Supervisor and Complial
Officers for the Compliance & Outreach divisiontbé
FIU has been completed and submitted to the Mini
of Finance and the Economy in January 20

nio
jo
ce

str

Appointments were made during the period July| to
December 2012 to the positions of (1) Senior Legal

Officer and compliance and Outreach Division

7

inclusive of Director, Supervisor and Compliance

Officers.

The Compliance and Legal Divisions will be further
augmented by the recruitment of 5 contract offigers

cAugust 2013.

In July and August, 2011 an Information Syste

Manager and the Network Administrator were

appointed to the FIU respectively. The Datab

ms

Ase

Manager was appointed by the PSC in May 2012 tq the

FIU. The IT Division of the FIU is now fully stafe

. Section 17 (1) (b) enhances public awareness

and

understanding of the nature of money laundering

and its offences. This section imposes

obligation on the FIU to publish, periodicall
information on trends any typologies of mon
laundering, locally and internationally, as well

appropriate statistics and any other informatior).

an
2%
As

The FIU published its 2010, 2011 and 20{2
Annual Reports which are available to Finangial

Institutions and Listed Business and is a
available on the FIUs' website for the gene

S0
ral

public. The report contains trends and typologies
and statistics on the operations of the FIU. The

FIU 2012 Annual Report is completed and sho

be available to the public within the first quarter

uld

of 2013.In addition, there are trends and

typologies of money laundering both local a
foreign are also on the FIUs' websi

nd
e
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www.fiu.gov.tt

27.Law enforcement authorities

LC

The lack of resources is hampering f
ability of Law enforcement authorities
ML and FT

properly
offences.

investigate

h
0

e

Pay more attention to pursuing Money-Launder
offences based on received and analysed SAR's,

The effectiveness of the system to combpat o Confiscation investigation (1)

AML(/CFT) offences should be improved.

ng Every detection of currency declarations abqg

Excise Division (FINCED)

. The FIB post passage of POCAA in Octol
2009:

o0 Money laundering investigations (2)

®)

On-going Money laundering and confiscati
investigations 2010

On-Going ML | On-going
Investigations Confiscation Investigations
9 1

Production Orders, Search Warrants and Confiscd
orders obtained from 1st September 2010 t&§
December 2010

0 Search Warrants obtained under POCA (1)

ve

the threshold triggers an investigation by the
Financial Investigations Unit of the Customs and

0 Production Orders obtained under POCA

DN

tion
Lo

Production Search Warrants
Orders
18 Nil

On-going Money Laundering and Confiscation
Investigations 2011

On-going ML | On-going
Investigations Confiscation

Investigations
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Enact the Police Service Reform Bill quickly |n
order to reform the Police Service with the view
improve efficiency and restore public trust.

1 2

Production Orders, Search Warrants and

Confiscation orders obtained for 2011

Production Orders | Search
Warrants
16 3

On-going Money Laundering and Confiscation
Investigations 2012

On-going ML | On-going
Investigations Confiscation
Investigations
4 0
Production Orders, Search Warrants and

Confiscation orders obtained for 2012

Production Orders | Search
Warrants
24 9

On-going Money Laundering and Confiscation
Investigations January 2013- July 2013

to

On-going ML | On-going
Investigations Confiscation
Investigations
0 0
Production  Orders, Search Warrants and

Confiscation orders obtained for January 2013-
July 2013

Search
Warrants

Production Orders
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Increase involvement of the Customs and Ex
Division in combating money laundering al
terrorist financing

The Customs and Excise Division should consi

reviewing its policy in relation to the sharing
data.

The DPP office should continue to implement
special project on ML prosecutions.

40

ise
d
See Appendix IX for statistical information frometh
FIB.

Please see Appendix IX for the Investigatid
conducted and currently on-going by the FIB for {
period January 2013- July 2013.

money laundering offences and other offences fi
which proceeds are generated. To this end a mawyd
template has been created
information of all persons charged with a specif
offence as defined in POCA. This can be accesseqg
a direct online database by the Financial Investiga
Branch.

A formal administrative review of the law
institutions and human resource needs of
security community is being undertaken to arr
at an assessment of where assets and pers
should be deployed. This review taken
conjunction with this Recommendation would
used to strengthen the resources needed by
enforcement.

der
Of

. The AML/CFT Compliance Unit of the Ministry
of National Security is currently conducting
assessment of the AML/CFT architecture
Trinidad and Tobago by the use of the S
framework. The aim of this exercise is
measure the risks of institutions being used
ML & TF as well as what crime types are mg
likely to lead to ML and TF threats.

its

. The Financial Investigations Branch is tl
designated Unit to investigate AML/CF

within the Trinidad and Tobago Police Service
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The Police Service Act was amended in 2006

(Police Services (Amendment) Act, 2007). The
amended Act helps improve the efficiency within

the Police Service.

The enactment of the Police Complaints

Authority Act, 2006, establishes the Poli
Complaints Authority to regulate the members

ce
of

the police service against corruption ahd

misconduct and is an attempt to restore pu
trust.

blic

Throughout the year members of the Custgms

and Excise Division have been invited a
attending workshops, training and conference:

understand their role in the AML/CFT regime

nd
5 to

and also increase their involvement in combating

money laundering and terrorist financing.

- GovRisk Conference'13" August 2010

- UNODC Workshop 24-2'7 August.

- Strategic Implementation Plannin
Framework Workshop held on 12-1
October 2010

In addition, the Comptroller of Customs al

o Q

nd

Excise is currently a member of the National

AML/CFT Committee. This allows the Custon
and Excise Division to have a great input into
structuring, organizing and implementation
Trinidad and Tobago’'s AML/CFT Regime.

The policy of the Customs and Excise Divisi

includes the sharing of information and

intelligence with approved law enforceme)

agencies nationally, regionally and

7]

he
of

DN

nt

internationally. The sharing of data is governed

by existing laws and best practice, including
forwarding to the Financial Intelligence Unit for
analysis, all data collected from arriving

passengers who have declared currency

and
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bearer-negotiable instruments in excess of
specified sum.

Under Law enforcement authorities The DPP
office has implemented its special project
Money Laundering prosecutions. The office
the DPP is engaged on an on-going basis in
prosecution of money laundering matters.

Subsequent to the change in government in 2
there has been a change in the policy of
business plan for the DPP which includ

Proceeds of Crime/ Money Laundering Unit.

However, having regard to the need to adva
investigations and prosecutions related

financial crime /money laundering, the DPP is|i

the process of setting up a financial crime/mo
laundering unit within the Office of the DPP.

This unit will inter alia, act as a point of contg

and advice for the police in respect of finandi

investigations and will conduct applicatio
under POCA. The unit will consist d
approximately six officers and will be formed &
the end of the first quarter of 2012.

The DPP Office is in the process of organizi
with CPS UK (ie the Criminal Prosecutig
Services of the UK) to have their experts as
us in April 2013 with setting up of the Financi
Crimes/Proceeds of Crime Unit and assist
with training in the same area between April g
August 2013.

The DPP's office is currently in the process of

the

on
of
the
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organization. As indicated previously the DPP's

office Steering Committee has formulated a p
for re-structure which contemplates the sett|
up of Units such as the Financial /Proceeds
Crime Unit.
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In keeping with the move towards re-structyre

the Cabinet has approved the creation of a furth

er

one hundred legal posts in the DPP's Office.
These posts are soon to be advertised. This |will

allow for the training and allocation af

prosecutors within specialist areas such |as
Proceeds of Crime. Further it is anticipated that

the Unit will be set up within the next 3-¢4

months when the DPP's Office has completed|the

installation of a new case management system.

The DPP's Office at this time is prosecuting gn

person for money laundering. This matter is| at

the stage of committal proceedings. Furthe

there is one other fraud matter being prosecuted

in which it is anticipated that a further money

laundering charge would be laid

29.Supervisors

NC

The Credit Union Supervisory Unit dpe
not have the power to compel productipn

of or to obtain access to all record
documents or information relevant
monitoring compliance.

The CUSU do not have the authority o

conduct inspections of relevant financi

institutions including on-site inspection

to ensure compliance.

Supervisors do not have adequate pow
of enforcement and sanction agair
financial institutions and their directo
or senior management for failure
comply with AML/CFT requirements.

The CUSU should have the power to com
production or to obtain access to all recor
documents or information relevant to monitori
0 compliance

»

hel
ds,
g

The draft Credit Union Bill is being considered tie
Legislative Review Committee of Parliament.

The FIUTT has indicated that it has registe
approximately 175 entities within the Cooperative

The decision has been made for the supervision
of Credit Unions to fall under the remit of the

Central Bank of T&T. A Credit Union Bill has

been drafted and is under review. It is envisaged

that once this has occurred the Central Bank
T&T will have the power :

0  To compel production or to obtain access t

all records, documents or informatign

relevant to monitoring compliance.

o  To conduct inspections of relevant financjal

institutions including on-site inspection 1o
ensure compliance.

Until the Credit Union Bill is passed, Credit
Unions fall under the purview of FIUTT.
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The CUSU should have the authority to cond
inspections of relevant financial institution

including on-site inspection to ensure compliance|.

ucgociety which includes Credit Unions and onsitet v|
sis scheduled.

The CUSU ceased operation in 2006. Howe
the FIU Act as amended gives the F
supervisory powers for Credit Unions. The F
pursuant to this mandate has undertaken two|
training seminars specifically for Credit Unio
for the period Jan — Jul 2013 and conducted
(2) onsite inspections. Please see attad
Appendix VIII.

Progress has also been made by the Securiti
Exchange Commission with the drafting of t
Securities Bill and will specifically address th
absence of adequate powers of enforcement
sanctions and an effective AML/CFT supervisd
compliance regime of the TTSEC (This Bill w:
previously scheduled for debate in Parliame
however given the change in government,
Bill lapsed and was then revised and it is n
before the Technical Committee of the Minist
of Finance).

Similar to Section 86 of the FIA, Section 90
the Securities Act 2012 (SA2012) gives the C
of the Commission the power to iss
compliance directions for actions violating al
provision of the Act, guidelines made thereun
and any law in relation to the prevention
money laundering and combating the financ
of terrorism or unsafe or unsound practice
conducting the business of securities.

Unsafe and unsound practice is defined
include without limitation any action or lack g
action that is contrary to generally accept
standards of prudent operation and behaviour.

Compliance reviews conducted under Section
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All supervisors should have adequate powers|
enforcement and sanction against finan
institutions and their directors or senior managen
for failure to comply with the AML/CFT
requirements.

. Section 2(1) of the FOR,

of
ial

. Section 34 of POCAA identifies the FIU as t

of the SA2012 include a review to ensy
compliance with any law in relation to th
prevention of money laundering and combat
the financing of terrorism.

2010 defin
Supervisory Authority as Central Bank of T&|
responsible for financial institutions and persq
licensed under the FIA, IA, Exchange Cont
Act and Central Bank Act; T&T Securities ar
Exchange Commission for persons liceng
under the FIA and the FIU responsible for ot
financial institutions (Credit Unions) and liste
business. This is for AML/CFT compliance.

supervisory authority for Credit Unions and
such, 164 Co-operatives has since registered
the FIU. Ten (10) Outreach sessions w
conducted. See table below.

. For Compliance programmes received by
FIU from credit unions, see appendix IV. Sin
the enactment of the FIU Regulations, 20
Compliance programmes are still being recei
from credit unions. The FIU has conducted t
(2) onsite inspections of credit unions for t
period Jul-Dec. 2012.

OUTREACH SESSIONS FOR CO-OPERATIVI
SOCIETIES

PERIOD | No. of | No. of Sessions
Attendees
2011 318 6
Jan. 2012 | 242 4
Feb —| 432 5
Dec 2012
TOTAL 992 15
. Please see Appendix VIII for information on t
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ne
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All supervisory authorities of financial institutie
need to have systems in place for combating

and FT and should review the effectiveness of th

systems.

ese

number of sessions conducted for credit uni
for the period Jan-Jul 2013.

The FIU Amendment Act (FIU Act (No. 2) 8 qf
2011) PART IlIA created a supervisory regime

for listed businesses and non-regulated finan
institutions (May 5, 2011). In July 2011, tl
FIUTT began supervision of its supervis

bDNsS

cial
e
ed

entities by reviewing Compliance Programmes
and preparing for onsite examinations. The
FIUTT has issued guidelines to its superviged

entities such as: Compliance program
guidelines, CDD guidelines and proposed a d
STR/SAR reporting standards in the consultat|
stage. In August 2011, the FIUTT completed
Compliance Examination Manual
commenced onsite examinations. The FIUTT

and

me
aft
on
its

nas

for the period August 2011 to December 2012

conducted fourteen (14) onsite examinations|
Listed Businesses. Based on the on-site findin

of
gs,

recommendations are issued to the Supervisge to

address the deficiency found within the giv
timeframe. The FIU’'s Enforcement Manual w;
finalized in July 2012.

During the period Jan — Jul 2013, a total of
warning letters (1 and 2¢ warnings) were sen
for failure to register, failure to submit
compliance programme and failure to subr
Quarterly Terrorist Property Report
Additionally, notices were served on a total of
entities and hearings were held and 14 directi
were issued in accordance with Section 18G
the FIU Act.

Regulation 40 of the Financial Obligatio
Regulations allows Supervisory Authorities, (t
Central Bank, the TTSEC or the FIU) to use 1
regulatory measures as outlined in the legislaf
that governs the supervised entities to br|

en
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about compliance with AML/ CFT requirements.

Therefore the FIA enhances the powers of the
Central Bank to enforce compliance with AML/
CFT legislation by allowing for the issuance pf
compliance directions. Non-compliance with the
compliance direction can be enforced by court
order and restraining order or other injunctive|or
equitable relief.

Section 86 of the FIA gives the Inspector |of

Financial Institutions power to issue compliance
directions or seek restraining orders for actions
violating any provision of the FIA and associate

regulations, measures imposed by the Central
Bank or unsafe or unsound practice [in
conducting the business of banking. Unsafe and
unsound practice is defined to include withgut
limitation any action or lack of action that |s
contrary to generally accepted standards | of
prudent operation and behaviour. This definition
allows for the Inspector of Financial Institutions
to exercise the above power with regard |to
AML/CFT breaches.

Regulation 10 (1) of the Financial Obligations
Regulations inter alia requires an external audjtor
to review the compliance programme and in|so
doing evaluate compliance with relevan
legislation and guidelines. The Central Bank has
issued six (6) warning notices and two (2)
compliance directions for failure to submit
external audit reports.

=3

The Central Bank has a range of sanctipns
available for ensuring AML/ CFT compliance.
For example, the FIA enhances the powers of|the
Central Bank by providing for administrative
fines; the enforcement of directions by couirt
order and restraining order or other injunctive|or
equitable relief. Section 86 of the FIA gives the
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Inspector of Financial Institutions power to isspe

compliance directions or seek restraining ord
for actions violating any provision of the FlI
and associate regulations, measures impose
the Central Bank or unsafe or unsound prac
in conducting the business of banking. Uns
and unsound practice is defined to inclu
without limitation any action or lack of actio
that is contrary to generally accepted standard
prudent operation and behaviour. This definiti
allows for the Inspector of Financial Institutio
to exercise the above power with regard
AML/CFT breaches. In addition, section 10
the FIA gives the Central Bank the power
issues Guidelines to inter alia aid compliar]
with the POCA, ATA or any other written la
relating to the prevention of money launderi
and combating the financing of terroris
Section 12 of the FIA also allows the Cent
Bank to issue a compliance direction or take g
other action under section 86 for contraventiory
a guideline referred to in section 10.

Sections 23 and 24 of the FIA pertain to {
restriction and revocation of a license.

(1) The Board may revoke a license where—

(9) the licensee fails to comply with a directi
under section 24 or 27 or with a complian
direction issued by the Central Bank und
section 86.

Section 65 of the Insurance Act was amended
section 8 of the Insurance Amendment Act 20
The amendment allows the Central Bank to is
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compliance directions to a registrant, controller,

officer, other employee, agent of a registrant
under the Insurance Act where they have:-

- committed, is committing, or is abol

etc

—

to commit an act, or is pursuing or

2]
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about to pursue any course pf
conduct, that is an unsafe and

unsound practice;

- committed, is committing, or is abol

to commit, an act, or is pursuing or s

about to pursue a course of condu
that may directly or indirectly be

prejudicial to the interest of

policyholders;

- violated or is about to violate any ¢
the provisions of any law o
Regulations made thereunder;

- breaches any requirement or failed

comply with any measure imposed by

the Central Bank in accordance wi

the Act or Regulations made

thereunder.

In addition to issuing compliance direction, then@al

Bank may seek a restraining order or other injwlcii

relief. It should also be noted that complian
directions can also be issued to directors

shareholders of the banking institution or insueanc

company or insurance intermediary. Alternativéhe
Central Bank can take action through the Court.

. The Central Bank conducts on-site examinat]
of licensed financial institutions under the F
and insurance companies under the IA to ve
inter alia their compliance with AML/ CF1
requirements as mandated in law (ie. FOR
POCA) and Central Bank’s guidelines. Sin
2008 the Central Bank has increased its focus
AML/ CFT compliance of licensed an
registered financial institutions and an AM
CFT scope exam has been included in all on-|
examinations. Based on the on-site findin
recommendations are issued to the fi

108
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institution to address the deficiency found. The
Central Bank is of the view that a penalties
regime should be instituted for AML/ CFI
compliance and is working through the National
AML/ CFT Committee to determine where sugh
a regime should be placed in law.

30.Resources, integrity and training

PC

Resources of the FIU, DPP, Customs and
Police Service are not sufficient for the
agencies to perform their respective functio
More and continuous training is needed

these entities,
service.

The strength and structure of the FIU
inadequate to meet its needs.

including the Immigratig

Staff resources of the TTSEC and CU$
are insufficient for their task.

AML/CFT training available for
supervisory staff is insufficient.

Ongoing training is necessary.

tHe
se

=

sU

is

Introduce provisions for continuous training foetl
Designated Authority, the Training Officer a
other staff within the FIU.

Consider establishing a training program for stéff
the FIU. Coordinating of workshops/ seminars.

h

o

The Customs & Excise Division has continugd
ongoing training of officers in the detection and
investigation of ML & FT offences. This is
evident in the recent participation of officers fin
IPIS - International Passenger Interdictipn
System hosted by the CBP in August 2013,
Advance Anti-Money Laundering Workshagp
hosted by Arthur Lok Jack University in June
2013 and training at Redtrac

The FIU has a training policy (documented)
which was created in December 2010 gnd
updated annually. Additionally, financial
provisions are made in the FIU's budget
estimates for 2010 to 2011, 2012, 2013 and 2014
for staff training, conferences and seminars.

Since the establishment of the FIU on February 9,
2010 members of staff have attended training
workshop and training seminars:

()Market Oversight in the Caribbean by
CARTAC, US SEC and T&T SEC|
March 2010.

(i)  IMF-CFATF Pre Assessment Workshop
July 2010.

(i)  Governance, Regulation and Financjal
Crime Prevention Forum for th
Caribbean Region August 2010.

D

(iv) Catastrophic Computer Fraud and Busingss
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Technology, August 2010.

=]

(v) Specialized Training Workshop 0o
Prevention and Fight Against Terroris
Financing, August 2010.

3

(vi) In  April 2011 4 staff members attended a
Forensic and Fraud Seminar

(vii)In May 2011 the Director attended |a
Tactical Analysis Course sponsored py
Egmont.

(viii) In July 2011 training commenced for FIU staff
in Ownership and Control of businegs
structures.

(ix) In August 2011, the IT Manager attended a
National Cyber Security Assessment
Workshop hosted by CICTE and the
Ministry of National Security.

(X) In August 2011 an Analyst attended |a
Financial  Investigations  Course at
REDTRAC, Jamaica

(xi) Commonwealth  Regulatory  Workshgp
Caribbean Countries and Global Finangial
Regulation forum, August 2011, Trinidgd
and Tobago.

Scheduled Training: In September 2011, seven (/)
FIU officers will attend a Financial Crimes traigin
course in T&T to be hosted by the Fedefal
Investigation Bureau.

Additionally, in September 2011, four (4) office
participated in training hosted by Trinidad and agb
Securities and Exchange Commission in collaboration
with  United States Securites and Excharnge
Commission.

()

. Improve budgetary, staffing and physiqg
accommodation of the FIU in order to improve

L tﬁn November 2011, four (4) FIU officers were paft|o
capabilities.

an awareness session on the Anti-Gang and Data
Protections Acts, held by the Law Association |of
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More resources (law enforcement staff) should

Trinidad and Tobago. Further, two (2) officg
participated in Symantec Endpoint awareness sessi

In December 2011, two (2) FIU personnel wg
exposed to awareness sessions relating to Infam
Technology.

In July 2012, four (4) FIU officers attended an iAn
Money Laundering Training Seminar hosted by
CBTT/Office of Technical Assistance, US Treasury.

In March 2013, the Senior Legal Officer attend
GovRisk Training on Confiscation and Civil Forfeitu
in Belize City, the Compliance Supervisor and Dgp
Director attended an AML/CFT conference

Barbados hosted by CFTAF, the Complian
Supervisor attended a Conflict management traiimin
May, 2013. A number of training sessions wg
attended by the IT and Administrative staff.

Autonomy

The FIU budget is reflected as a separate iteninen
2011/2012 budget of the Ministry of Finance whi
establishes its autonomy.

A Director has been seconded to the position
Director of the FIU on February13, 2011 until Oaol]
30, 2011 in the first instant, and was extendethéir
until April 30, 2012 by the PSC after which
permanent appointment would be made by the P
The PSC made a permanent appointment of Dire
FIU retro-active from February 13, 2011.

rs
pn

—

of

SC.
tor,

In July and August, 2011 an Information Systems
Manager and Network Administrator was appointed.
Also three (3) Compliance Assistant have been

contracted. During the period Jul-Dec, 2012

he

following appointments were made to the FIU: The

Analytical division of the FIUTT now comprises s
(6) Analysts which are as follows: (i) Director (i)
Intelligence Research Specialist (1); and (i) Asa
(4). The Analytical division is now fully staffedA
Senior Legal officer was also appointed during

tJ;veeriod.

x
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dedicated to investigation of ML offences.

Pending :

An estimated cost for renovation works has been
obtained and a Cabinet Note will be prepared for
consideration and allocation for the next budgét129
2012. This project has begun and is almost comple|

The FIU is located at the Level 25, Tower P

International Waterfront Complex, 1A Wrightsg
Road, Port-of-Spain. Cabinet approval

——

S

presently being sought for the organisatiopal

structure and staffing compliment of FIU (M3
2010).

There has been a change in government

and

consequently the organizational structure and

staffing complement of the FIU is bein
reviewed. It is estimated that the structure

g
ill

be approved by November 2010. On R5
November 2010, Cabinet approved the
organizational structure and staffing complement

of the FIU.

In August 2011 Cabinet approved the
strengthening of staffing complement of the FI
with the creation of a Compliance and Outreac
Division which has a staff complement of seve
(7). The Analyst division of the FIU has an
approved structure of six (6) analysts.

The Financial Investigations Branch of t
Special Anti-Crime Unit of Trinidad and Tobad
has a current complement of seven investiga
and one manager dedicated to the investigatio|
money laundering offences. Administratively, tl
FIB is an integral part of the Special Anti-Crin
Unit of Trinidad and Tobago (SAUTT). SAUT]
is a highly specialized and technologica
advanced organization tasked with investigat
crimes of National Significance which inclug

=
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Immigration should also be included in AML/CH
training or awareness programs.

Provide training to specific Customs Officers f
future attachment to the FIU.

Address quickly the current shortage of staff at
Customs Division to enhance efficiency.

Provide further training to Prosecutors, Magissa
and Judges to broaden their understating of
relevant legislations.

or

th

te
the

Give considerable attention to Staffing constraints

faced by the Magistracy and the Office of the DPP.

money laundering and terrorist financing.

This strategic administrative arrangement allo
the FIB to have access to the technical

financial resources that it
effective discharge of its functions.

There has been a change in Government
consequently the organizational structure &
staffing complement of the FIB is bein
reviewed. It is estimated that the structure

be approved by November 2010.

The Financial Investigations Branch has bg
now transferred to the Trinidad and Tobal
Police Service. The FIB is currently housed at
old SAUTT Headquarters and the resources
the former unit are now being used by the
established FIB.

There is currently 20 staff members within t|
FIB, 10 are regular serving officers with th
highest rank being Superintendent, there ar
special reserve officers and 2 civilians (1 anal
and 1 clerk).

Financial Investigations Course delivered by
Office of Technical Assistance of the U
Embassy in conjunction with the Executive of t
TTPS and the Ministry of National Security.

Three (3) FIB personnel completed a two
week training on Money Laundering an An
Terrorist Financing at REDTRAC IN Jamaica.

Ten (10) FIB personnel completed a Unit
States Department of State, Internatio
Narcotics and Law Enforcement Bureau, Fedg
Bureau of Investigations in collaboration with t
TTPS Training in Gang Investigation arj
Practicum.
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The TTSEC and CUSU should review their staffi
requirements and consider appropriate AML/C
training in the event of being designated {
AML/CFT authority for their licensees.

ng
FT
he

The Deputy Director attended the DEA's™9
Annual Drug Commanders Conference in Aruba,
March 3-7, 2013.

The Immigration Division was invited to attend|a
course in Financial Investigations at the
Financial Intelligence Unit from March 3 to 16,
2012.

At present, staff members at the Customs and
Excise Division have access to Certified Frgud
Detection and Investigations training and a|so
training on financial investigating.

The Customs and Excise Division currently has
the adequate training and internal capacity| to
carry out their functions.

A specialized workshop on the Prevention gnd
fight against Terrorism Financing hosted te
United Nations Office on Drugs and Crime
(UNODC) was held from 24 to 27 August 201
this was attended by prosecutors and judges.

o

During March 2008, a business plan for reform|in
the DPP’s office which contemplated the setting
up of a specialist Proceeds of Crime/Money
laundering Unit. This was submitted to the
Attorney General and is receiving favourable
consideration.

In May 2010 there was a change in government
and there is now a review of the staffing
requirements and appropriate training needed. It
is expected to be completed by December 2010.

=3

The DPP's office has been invited to participate

114



Post-Plenary-Final

in training to be conducted by the US Department

of Treasury, OTA. Training of the prosecutors

S

expected to take place during the court vacat|on.
The DPP has agreed that prosecutors who have

been selected to form the financial crimes yn
will be assigned to participate in this training
course.

t

Please see Appendix X for information on the

staffing of the Magistracy as of 2013.

In keeping with the restructure and re-
organization of the office ALL staff members
are currently receiving training

relative to Proceeds of Crime . This training was
with a view to exposing the prosecutors to the
financial component of crime and the need|to

pursue the confiscation of assets.

In this regard all Prosecutors in the DPP's Office
received training in the Proceeds of Crime

matters in the week of 12 to 16 August, 2013.

This training was arranged by the Crimina
Justice Advisor from CPS, UK and is being

conducted as part of the Criminal Justice Project

funded by the Government of Canada.

The DPP's office has also been in contact with

a

representative from the DPP, Jamaica and |has
offered assistance to the DPP's office, Trinidad.
Permission from the DPP Jamaica has bgen

granted to invite two prosecutors from Trinidad

to attend a Financial Crime/Proceeds of Crime

training course in Jamaica in March 2012.

The TTSEC is currently reviewing its

organizational structure. A staffing assessment
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and training recommendations will flow from th
exercise and will take into account the duties
the Commission as a Supervisory Authority

Some of the members of staff of the TTSEC h
been trained to perform on-site inspections.

0

of

ave

The TTSEC is governed by a Board of Commissioners

exercising independent judgement over all matt

ers.

The Commission is currently engaged in a strategic
planning exercise which will address issues such as

staffing and structure. Members of staff recei
training from various sources on AML-CFT and t
US Office of Treasury has approached the Commis
with an offer of Technical Assistance which is fgpi
further explored. Technical ability is being deyedd.

In 2012 the Commission made arrangements for $i
members of staff to attend AML/CFT training.
April 2012 the Commission also launched
AML/CFT Guidelines. The Enforcement arm of tl
Division of Legal Advisory and Enforcement has ft
members with AML/CFT training. In addition th
Commission has established a cross functional wgr
group for AML/CFT issues and intends to begin
development of a compliance unit during the cowfsg
this year.

The mandate of maintaining AML/CFT complian
with the FATF Recommendations was transferred f

the Strategic Services Agency to the AML/CK

Compliance Unit of the Ministry of National Secwyri
in March 2010. This unit is staffed with a Directa
Deputy Director, Legal Officer, Research Officerdal
Operations officer.

Members have completed training in ACAMS and &
attained the Florida International Bankers Assomiat
(FIBA) Anti-Money Laundering Certified Associat
(AML CA) qualifications.

The following training conferences were attended

members of the Unit:

. UNODC workshop on international cooperati
and terrorist financing, October 201®ontego
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Bay

Caribbean AML/CTF
Conference: A PRACTICAL APPROACH

February 3-4, 2011, San Juan, Puerto Rico

ACAMS 10th Annual AML & Financial Crime
Conference ARIA Las Vegas, Nevad
September 19-21, 2011

7th  Annual AML/Compliance and Financi
Crime Conference Grand Cayman Marri
Beach Resort, George Town, Grand Cayn
OCTOBER 13-14, 2011

In addition, the Compliance Unit of the Ministry
National Security in collaboration with the US @#i
Technical Assistance hosted and attended the Ralal
Investigation Training Course for public AML/CF
stakeholders in March 2012.

AML/CFT Compliance Unit staff training:-

. Member of the AML/CFT Compliance Uni
of the Ministry of National Security
attended the ACAMS mone
laundering.com 18 Annual International
AML & Financial Crime Conference.

. The Legal Executive attended the Trinid
and Tobago Transparency Institute An
Corruption
“Regulating Against Opportunities fa
Corruption which was held on March'§
2013.

Financial Crime

Conference entitled:

it
Dtt
an

=

=

y

ad
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31.National co-operation

PC

NAMLC is not yet fully operational.

No MOU's for cooperation between
supervisors and other competent authorities,
which affects the level of cooperation.

The T&T authorities should consider instituting t
legal framework necessary to formalise the Natiq

Anti- Money Laundering Committee.

Committee should be given legal responsibility
gather competent authorities regularly in order
develop and implement policies and strategieg

he
nal
s
to
0

—

Since its inauguration in May 2006 th
AML/CFT committee has been reportir
periodically to Cabinet on steps being tak
during intercessional meetings to implement
Recommendations made in Trinidad al

en
he
nd
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combat ML and FT. The Committee should also
given responsibility for sensitising the gene
public about T&T ML measures and encourd
compliance with the relevant legislations.

be

ge

Tobago’s Mutual Evaluation Report.

During 2007 the focus of the Committee was

the area of legislative drafting with support frqm

the Chief Parliamentary Office. Additionally, th
FIU reported to the Committee on a regular b3

in

e
sis

on its outreach initiatives with banks, insurarjce

companies and other members of the regulg
sectors.

In 2008 the Chair presented to the Committee
adoption and subsequent ratification by Cabine

i A suggested text for a Nation
AML/CFT Policy

ii. A suggested text for a Nation

AML/CFT Strategy comprising the
elements of public outreach, nationa
risk base

awareness and training,

approach, strengthening of la

enforcement, promoting relationships

with the CFATF and regional an
international affiliates etc.

ted

for

—

Al

Al

w

d

The policy was approved by Cabinet and has been
published.

. Canvassing with the relevan
Ministerial Team for Government policy an
legislative enactment.

. Advocating on the committee’s behg
with the Prime Minister and Prime Contact f
expediency in recommendation implementation.

. Making representations to Cabinet f
the full staffing of the Prime Contact's Secretar]
so that the Committee’s work could K
appropriately buttressed by a full time team
legal research experts.

o =
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The AML/CFT Committee have been reconstituted
which includes a broader cross-section of stakesl
within the AML/CFT community. The Committee’
terms of reference have been revised. This istatth
for consideration.

The AML/CFT Committee has conducted t
following activities since being reconstituted
November 4th, 2010:

Making appropriate representations with lihe

Ministries for the strengthening of representati
on the AML/CFT Committee.

Negotiating with the CFATF assistance frg
international bodies such as the IMF/World Ba|
and CARTAC.

Engagement of a full time legal drafting expert
promote the committee’s legislative agenda
accordance with the Strategy priorities.

Contributed to the SIP framework which wi
assist by prioritising and sequencing f{
implementation of mutual evaluation repd
recommendations, on the basis of identif
money laundering risks/vulnerabilities

Attended monthly Committee meetings whe
issues are addressed on implementation
Trinidad and Tobago AML/CFT regime.

Discussed and strategized on ways to deal
emerging money laundering trends.

Formed three working groups (Legd
Implementation/Analysis and Supervision)
coordinate and complete specified proje
highlighted by the National AML/CFT
Committee as agreed to in their month
meetings.

on

m
nk

to
in

O W

he
in

Il
he
r

ed

re
of

vith

to
cts

ly

Reviewed the Financial Intelligence Unit (FIY

—
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Trinidad and Tobago should consider introduci
MOU’s between the Central Bank Of T&T, th
TTSEC and the Designated Authority / FIU

Trinidad and Tobago, which would enable them
cooperate, and where appropriate, coordir]
domestically with each other concerning t
development and implementation of policies g
activities to combat money laundering and terro
financing

Co-operation amongst law enforcement and o
competent authorities could be improve
Competent authorities need to be more proactiv
their approach as contact is presently maintaine
a haphazard manner, in particular when a n
arises.

he
nd
ist

her
d.
e in
di
eed

Discussions on the formulation of the MOU are g

on-going with both patrties.

Act, The Anti-Terrorism Act, and The Financia
ns

Obligations (Financing Terrorism) Regulatio
2011

Reviewed the Financial Obligations Regulatig
through the Committee Supervisory Worki
Group to discuss concerns raised by finan
institutions and listed businesses and formu
guidance and policy where necessary.

Secured AML/CFT technical assistance from

ns
g

cial

ate

he

U.S. Treasury's Office of Technical Assistantce

(OTA) Economic Crimes program.

Considered a draft policy for the adoption of
civil forfeiture regime in Trinidad and Tobag

o

which was prepared by its Technical Arm, the

AML/CFT Compliance Unit.

Section 8(2) of the Financial Institutions Agt

2008 allows the Central Bank Of T&T to sha
information with the designated authorities un
the POCA, as part of the fight against morj
laundering and terrorist financing. This w
address the recommended action of setting
MOU'’s among the designated authorities.

Section 8(3) of the FIA also stipulates that
Central Bank may enter into a Memorandum
Understanding (MOU) with the Depos|
Insurance Corporation, other regulatory bod
and the designated authority (FIU) with respec
information sharing. The Central Bank alrea
has in place a multilateral MOU in order to sha
information with other regional regulators. T!
Central Bank is also currently considering a d
MOU between the Central Bank and the FIU.

120
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NB.

Law Enforcement Authority in the FIU Act of 2009.

The Securities Act 2012 (SA2012) provides for
information sharing between the TTSEC and
Central Bank or any other agency which
exercises regulatory authority under law. It also
permits information sharing with specifigd
foreign entities.

Section 19 of the SA2012 provides for
information sharing between the Commission and
Central Bank, FIU or any other agency which
exercises regulatory authority under law. It also
permits information sharing with specifigd
foreign entities. Discussions and drafting are| in
the advanced stages with a view towards
finalizing MOUs with the Central Bank and FIU.
In December 2012 the Commission submitted| its
re-application to I0SCO to become an A-List
signatory to the I0SCO MOU which governs
information sharing with appropriate measutes
for confidentiality. The Commission is currently
awaiting feedback on the status of its application.

With the enactment of FIU (Amendment) (N
2), 2011, the definition of “law enforcement
authority” has been expanded to include:

o

Comptroller of Customs and Excise
Chairman of the Board of Inland Revenue (BIR)

Chief Immigration Officer

The Commissioner of Police was identified |as

Consultations have been held with the
Comptroller of Customs and Excise, Chairman
BIR and Financial Investigations Branch (FIB)
with a view to holding regular monthly meeting
The first of such meetings was held in August
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The composition of the FIU could be expanded
include personnel from different relevant entiti
which would not only strengthen cooperation £
also enhance the human resource capability of
FIU.

2011, with the FIB. The last Wednesday of ev
month has been set aside for this meeting. At
last meeting of the LEAs in January 2012
decision was taken to have the monthly meeti

Arrangements are being made to meet with
Chief Immigration Officer.

For the period July to December 2012, the F
Customs, Immigration, DPP, FIB, Criminal T3
Investigations Unit and BIR held 4 meetings in vbhi
they discussed SARS and the coordination of work.

MOU's/Letters of Exchange between Ig

enforcement authorities, have been drafted.

The FIU and the Central Bank held its fi
meeting in August 2011 to discuss the apprg
of compliance programme of Financi
Institutions and has commenced quartg
meeting of Supervisory Authorities with the mq
recent meeting being held in July 2013.
2S,

ut

the In May 2010 the FIU signed an MOU with th

Criminal Tax Investigation (CTIU). In April
2011 one (1) request for information w;
received from CTIU and the request was satisf
In  January 2012 the FIU receive
correspondence from the Chairman of the B
outlining the standard operating procedures
the receipt of analysed reports from the FIU g
the investigation and subsequent feedback by
BIR.

In October 2010 the Permanent Secretary of
Ministry of Finance approved the Exchange
Letter whereby the Customs & Excise Divisi
will exchange relevant data with the FIU ¢
cross-border currency declaration and c
seizures in accordance with the laws of Trinid

on the first Wednesday of every month.

Bry
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and Tobago. The structure and format

122



Post-Plenary-Final

receiving the information is currently being
addressed. In November 2010 the FIU under this
agreement made a request for data on all ¢gash
seizures at Customs and Excise for 2010 and|this
request is currently being processed.

An MOU was drafted with a view to allowing the
FIU to obtain access to information held at the
Registrar General's Department.

An MOU was established between the FIU and
Registrar Generals Department (RGD) |in
February 2011. As a consequence the FIU has
direct access to information on all busingss
entities, property ownership and personal Hio-
data.

Section 15 of FIU Act requires the Director pf
FIU to submit a report to the CoP after analysis
of STR/SARs. A policy directive was established

by the CoP via departmental order being isstied
in November 2010 for the investigation of all
reports sent to the CoP from the FIU. A breach
of the Departmental Order is an offence ungder
the Police Service Act and the Financjal

Intelligence Unit Act.

Section 3(2)(a) and (b) of the FIU Act identifies
the staff composition of the FIU as public
officers, appointed, assigned, seconded | or
transferred from another Ministry or statutory
corporation to the FIU; and officers and other
persons appointed on contract by the Permanent
Secretary of the Ministry of Finance.

Members of the Counter Drug and Crime Tgsk
Force have been transferred to the FIU and FIB.
At present the FIU is carrying out the
administrative role (collection, analysis and
dissemination of intelligence and informatioh)
and  supervising non-regulated financjal
institutions and listed business for compliance
with ML/FT while the FIB is currently dedicated
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to the investigation of all financial crimes, |n
particular, money laundering and terror|st
financing.

32.Statistics

PC

There is no Review of effectiveness
AML/CFT systems on a regular basis.

of*

Review of the effectiveness of the FIU systems
combat ML and FT should be more thorough 4
should produce more tangible results also W
regard to other relevant stakeholders involved.

Measures should be instituted to review
effectiveness of T&T's money laundering a
terrorist financing systems.

Once all other supervisory authorities of finang
institutions have implemented  AML/CF
supervision, they should maintain comprehens
statistics on on-site examinations and requests
assistance.

to

ith

he
nd

ial

r
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for

Section 9 of the FIUTTA for the FIU t
implement a system for monitoring th
effectiveness of its anti-money laundering
policies by maintaining comprehensive statistjcs
on suspicious transaction or suspicious actiyity
reports received and transmitted, morley
laundering investigations and convictions
property frozen, seized and confiscated and
international requests for mutual legal assistahce
or other cooperation

(0]

Under the Miscellaneous Provisions (Finandial
Intelligence Unit of Trinidad and Tobago and
Anti-Terrorism) Act, Act no. 14 of 2012 sectign
10 of the FIU Act has been amended to allow the
FIU to receive suspicious transaction [or
suspicious activity reports or information from
financial institutions or listed businesses under
the Act or under the Anti-Terrorisms Act. By the
inclusion of STRs and SARs on the Anti-
Terrorism Act, the statistics on the financing |of
terrorism will be included and as such the HU
will be able to review the effectiveness of its
systems to combat ML and FT.

Please see attached at Appendix Xl for the
Miscellaneous Provisions (Financial Intelligence
Unit of Trinidad and Tobago and Anti-Terrorisnn)
Act, Act no. 14 of 2012

=

The Central Bank maintains statistics on on-si
examinations and requests for assistance.

e
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T&T should also review the effectiveness of

system with regard to AML (CFT) extradition cas|

based on statistics and on a regular basis.

The FIU Act (amendment No. 2) established
supervisory powers and sanctions to be exerc
by the FIU in May 2011. The FIU developg
procedures for examinations for AML/CH
compliance and began onsite examination of]
Supervised Entities in August 2011. For t
period August 2011 to February 2012 the H
has conducted six (6) onsite examinations
AML/CFT compliance. For the period Mar — D¢
2012, the FIU has conducted 8 ong
examinations of listed businesses. For period J
July 2013, the FIU has conducted 17 on-g
examinations.

STR/SARs received: For the period Oct 1st, 201d
Sept. 30th 2011: 303 were received. For the per
Oct. 01, 2011 to Sept. 30 2012: 258 STRs/SARS v
received, making a total of 672 STRs/SARSs receive

ts
es

For the period Jan-July 2013 the FIU receiy
329 STRs/SARSs.

July to Dec 2012 a total of 171 STRS/SARs wi
received, 90 were from Financial Institutions (K
and 129 81 from Listed Businesses (Supervi
Entities). Of the 171 received, all STRs/SA
were subject to preliminary analysis, 19 we
passed to Law Enforcement for investigatig
and 104 Closed. Comprehensive analysis is b
done on STRs/SARSs presently.

Please see Appendix I, Il, Ill, IV, V and VI fg
statistical information on the work of the FIUT]
and CBTT.

Please see Appendix XI for information (¢
Mutual Legal Assistance requests sent g
received for the period January- July, 2013.

Please see Appendix XIl- XV for statistic
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information on the work of the Customs a
Excise Division.

nd

33.Legal persons — beneficial ownefs  PC Competent authorites have access [to It is recommended that Trinidad and Tobage Under Legal persons — beneficial owners, Input
information stored by the Registrar of authorities undertake a comprehensive review| to  from the registrar of companies is being sought in
Companies, however it could not be determine ways in which it can ensure itself that  considering the way forward.
ascertained if adequate, accurate and current adequate and accurate information on beneficial
information on beneficial ownership afd  ownership may be available on a timely basis. | The FIB is able to access the Registrar GenerdiseOf
control of legal persons is maintained [in for information by virtue of a MOU which was agregd
Trinidad and Tobago. upon by the FIB and the Registrar General.

. The FIU and the Registrar General's Office have
entered into an MOU making the exchange| of
information in respect of beneficial owners eadier
and accessible on a timely basis. Furthermore, the
Registrar General's has computerised their
information system thereby making access|to
information easier.

34.Legal arrangements — beneficlaNC There is no mechanism to prevent the unlawful ~ The T&T authorities should take steps to implement  In the Financial Obligations Regulations 2010

owners use of legal arrangements in relation to money  a mechanism to prevent the unlawful use of legal “beneficial owner” means the person who
laundering and terrorist financing by ensuripg arrangements in relation to money laundering and  ultimately owns and controls an account, or who
that its commercial, trust and other laws terrorist financing by ensuring that its commercial exercises ultimate control over a legal person or
require adequate transparency concerning|the trust and other laws require adequate transparéncy legal arrangement; and ‘“legal arrangement”
beneficial ownership and control of trusts and concerning the beneficial ownership and controll of  includes an express trust.

other legal arrangements.

trusts and other legal arrangements.

. Section 12 (1), (2), (3) & (4) of the Financi
Obligations Regulations set out a mechanisn
order to capture information on benefici

to the FIU in the case of suspicious activity

It is proposed that:

Under the interpretation section referring to

Legal Professional, the following will be include
when the Schedule is amended :-
. management of securities account and

owners, maintain records and a reporting functi

A
in
jal

ion

Accountant, an Attorney-at-Law or other independgnt

the

creation,

126
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be included in amendments to the First Schedulg
POCA as discussed above.

persons or arrangements by accountants,

attorneys at law and independent le
professionals, and

under Trust And Company Service Provide|
acting as (or arranging for another person to
as) a trustee of an express trust

International Co-operation

35.Conventions

NC

The relevant international conventions
have not been implemented extensively.

The T&T authorities may wish to continue takinge
steps towards enacting an Anti-Terrorism Bill and
sign and ratify the United Nations Internatiorjal
Convention for the Suppression of the Financing of
Terrorism.

The UN Convention against lllicit Traffic i

yal

s,
act

2 of

For this Amendment to be done on the First Scheglule
of POCA, the Minister may by Order subject to
affirmative resolution of Parliament, amend the
Schedule. The Compliance Unit is preparing thecyoli
for the approval of Cabinet. This will be submitted
Cabinet by November 2012.

an

Narcotic Drugs and Psychotropic Substances was

Ratified on 17 February 1995

The United Nations International Convention for
the Suppression of the Financing of Terrorism

has been acceded on the 3 September 2009.

Trinidad and Tobago signed the United Natigns
Convention against Transnational Organized

Crime (the “Palermo Convention”) on Septemi
26, 2001and ratified in November 6, 2007.

er

Trinidad and Tobago acceded to the Internatignal
Convention for the Suppression of the Financjng

of Terrorism (the “Terrorist Financing
Convention”) on September 23, 2009.

Trinidad and Tobago signed the Inter-American
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Convention against Terrorism on October 2, 2002
and ratified it on November 14, 2005b.

The Anti-Terrorism (Amendment) Act,2010 wg
assented to on the 21st January 2010 and effect of
criminalizing the financing of terrorism

7]

No further action is to be taken under this
recommendation
36.Mutual legal assistance (MLA) Lc There are no mechanisms currently in place  T&T Should introduce legislation that deals with® ~ 1"€ concern of the examiner in respect of dual
that deals with conflicts of jurisdiction. conflicts of jurisdiction. Also, dual criminalitjs crm&mahtytls tlhlat dlual c'rlinmallty 's reqwre:_toth
PSR N required in order to render mutual legal assistance render muiual legal assistance and as such m ine
Also, dual criminality is required in order to a absence of the criminalization of the financing|of
render mutual legal assistance. This wold terrorism this is impossible. This concern is now
make mutual legal assistance on TF almost addressed given the fact that the financing| of
impossible terrorism is an offence by virtue of the Ani-
Terrorism Amendment Act 2010.
37.Dual criminality LC Mutual legal assistance is not generetly Dual criminality is required in order to render® ~ This concem is now addressed given the fact that
rendered in the absence dual criminality.  mutual legal assistance (TF not available). the financing of terrorism is an offence by virtjie
However the authorities try and assist if thiey of the Anti-Terrorism Amendment Act 2010.
are able to obtain a voluntary statement.
38.MLA on confiscation and LC . . L . Trinidad & Tobago should strongly considere Terrorist Financing is an indictable offence and
£ ; Financing of terrorism is not an offence and . - ST . L .
reezing implementing legislation that would give greater the powers of seizing and freezing sets out urjder

therefore not a predicate offence2.

effect to confiscation, seizing and freezing apil
with regard to requests for assistance from forg
countries.

The asset forfeiture fund should be cled
established and utilized in T&T.

t
ign

y

POCA amendment 2009 will apply

A Seized Assets fund is prescribed in POCA.
This Fund is already in existence and |is
maintained by the Comptroller of Accounts. The
outstanding implementation aspect is that of the
administration of the Fund by the Seized Assets
Committee.

In accordance with the provisions of POCA, the

2 ldem note 1
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Minister with responsibility for Finance i
engaged in the process of making regulations|
the appointment of a seized assets commi
which will administer the seized asset fund
accordance with POCA.

D
for

ftee

in

The policy to guide the Seized Assets Committee

regulations has been approved by Cabinet.

The

Attorney General's Office is scheduled to begin

drafting soon.

an

39.Extradition LC T&T would be unable to extradite @, Dual criminality is required in order to affe¢t® As previously indicated, piracy is a common law
fugitive for an offence relating to terrorist extradition (TF not available). offence and the financing of terrorism is
financing and piracy as such offences offence by virtue of the Anti-Terrorism
don't exist in T&T legislation. Amendment Act 2010.

40.0ther forms of co-operation PC The FIU has not established any effectivé The' T&T authorities may wish to impleme '1t- Se.:cFion 8 of the Financial Intelligence Unit
gateways to facilitate the prompt amd Legislations to enable Law Enf_orcement Agenmes Trinidad and Tobago A.Ct No. :_Ll of 2009
constructive exchange of informatidn and other competent authorities to provide h_e empowers the FIU to provide the widest range of

directly with its foreign counterparts.

T&T has not established any MOU's
other mechanism to allow financi
supervisory bodies to cooperate with th
foreign counterparts.

al
eir

widest range of international cooperation to th
foreign counterparts in a timely and effecti
manner.

e
e

r

international cooperation to their
counterparts in a timely and effective manner.

Section 8 (3) (e) of the Financial Intelligen
Unit of Trinidad and Tobago Act No. 11 of 200

foreign

ce

©

empowers the FIU to engage in the exchange of

financial
Egmont Group

intelligence with members of the

On the 4th March 2010, the Trinidad and Tobago

FIU applied for membership with the Egmo
Group. The application is being processed
will follow its due course.

Section 8 (3) (f) of the Financial Intelligence

Unit of Trinidad and Tobago Act No. 11 of 200

nt
and

allows the FIU to disseminate at regular intervals,

financial intelligence and information to loc

and foreign authorities and affiliates within the
includes the
recent morney

intelligence community.  This
dissemination of statistics on
laundering practices and offences
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Under the Miscellaneous Provisions (Finandial

Intelligence Unit of Trinidad and Tobago and Anti-

Terrorism) Act, 2012 provision has been made
amend Section 10 of the FIU Act to allow the FIU
receive suspicious transactions or suspicious igct
reports or information from financial institutions

to

<

listed businesses under the Act or under the Anti-

Terrorisms Act. By the inclusion of STRs and SARs
the Anti-Terrorism Act, the statistics on the ficarg
of terrorism will be included.

Under the current legislative regime -the Secugitie
Industry Act, 1995(“SIA 1995”), the Commission can

co-operate with foreign regulators in connectiorth
the investigation of a contravention of SIA 1995ay
“similar written law” whether the activities in gstion
occurred in or outside of Trinidad and Tobago.

The Securities Act 2012 makes explicit provisioos
the co-operation and sharing of information witbab
and foreign regulators by way of MOU or otherwise|

order to satisfy the purposes of that Act or anyteng

under that Act.

Section 19 of the Securities Act 2012 ( “SA2012")

allows the Commission to cooperate with, prov
information to , receive information from and en
into a memorandum of understanding with b

f

de
er
bth

domestic and foreign regulatory agencies and

government agencies. This in effect overrides

existing law regarding disclosure of informationdan

ensures that the FATF recommendations can
implemented without inhibition.

Furthermore, with the passage of the Act,
Commission will make its application to IOSCO
become an A-List signatory to the IOSCO MOU whi

governs information sharing with appropriate meesur

for confidentiality.

The TTSEC is currently drafting an MOU which it il

sign with the FIU.

In August 2011 the FIU and the FID of Jama
commenced the process of entering into an M

any

be

he
to
ch

ca
ouU
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agreement for the exchange of information. Th

MOU is expected to be signed soon.

The MOU between the Jamaica FID and
Trinidad and Tobago FIU was signed

November 13, 2012 at the CFATF XXXl

Plenary held in the BVI.

During the period Jan-July 2013 the FIUTT
entered into MOUs with 3 more FIUs, namsly

St. Vincent, Montserrat and Guyana. A dr.

S

bn

aft

MOU has also been agreed upon with HRIU

Suriname and the intention
document signed at the next CFATF Plenary.

is to have the

In addition a draft MOU has been agreed wjth

FINTRAC and expected to be signed before

he

next Egmont Plenary in February 2014. The RIU

is also in negotiations with several other Fore
FlUs to sign MOUs.

gn

For the period Jan-July 2013, the FIU has

received 8 requests from foreign FIUs and |
enforcement agencies. Please see atta
Appendix | which will highlight the FIU’s
cooperation and interaction with foreign FIU
and LEA's.

Also, Appendix IX will highlight the FIB's
assistance in external investigations for
period January- July, 2013.

aw
thed

)

Nine Special Recommendations

Summary of factors underlying rating

SR.I Implement UN instruments

NC

¢ The essential criteria have not been adhere

as Trinidad & Tobago do not have t
relevant legislation in place in order
comply with SR.1.

d <o

]

The T&T authorities may wish to continue takipgTrinidad and Tobago acceded to the 1999 Un
Convention for the

steps towards enacting an Anti-Terrorism Bill &
sign and ratify the United Nations Internatior]
Convention for the Suppression of the Financing
Terrorism.

nd
al
of

Nations International
Suppression of the Financing of Terrorism
September 03, 2009.

Implementation of UN Security Cound|

ted

on

Resolutions: S/RES/1267 (1999), S/RES/1269

(1999), S/RES/1333 (2000), S/RES/1373 (20
and S/RES/1390 (2001) has been captured u
the Anti-Terrorism (Amendment) Act, 2010 (It
to be noted that the Act was passed with

131
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majority) in Section 22 C (1) which states that:

Where a financial institution or listed business

knows or has reasonable grounds to suspect|that
funds within the financial institution or listed
business belong to an individual or legal entity
who —

(a)commits terrorist acts or participates in |or
facilitates the commission of terrorist agts
or the financing of terrorism; or

(b)is a person or entity designated by the Uni
Nations Security Council

The financial institution or listed business shafbort
the existence of such funds to the FIU".

SRL.II Criminalise terrorisf NC ¢ There is no legislation in T&T criminalising ¢ Introduce diligently the proposed legislatione To capture the financing of terrorism Sectipn

financing terrorist financing criminalising the financing of terrorism, terrorist 22A. (1-4) has been added to the Anti-Terrorism
acts and terrorist organizations and make such (Amendment) Act,2010 at section 5(c) gas
offences money laundering predicate offences. follows:

22A. (1) Any person who by any means, directly|or
indirectly, willfully provides or collects fundsyrqg
attempts to do so, with the intention that they
should be used or in the knowledge that they |are
to be used in whole or in part-

(a) in order to carry out a terrorist act; or

(b) by a terrorist; or

(c ) by a terrorist organisation, commits the offerof
financing of terrorism.

(2) An offence under subsection (1)
committed
irrespective of whether -
(a) the funds are actually used to commit or atteimp
commit a terrorist act;
(b) the funds are linked to a terrorist act ; and
(c) the person alleged to have committed the offéad
in the same country or a different country frgm
the one in which the terrorist or terrorist

S
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organisation is located or the terrorist &
occurred or will occur.

(3) A person who contravenes this section comamit
offence and is liable on conviction on indictme

(a)in the case of an individual, to imprisonment
twenty five years; or

(b) in the case of a legal entity, to a fine of tmdlion
dollars.

(4) A director or person in charge of a legal tgntiho
commits an offence under this section is liable
conviction on indictment be to imprisonment f
twenty-five years.

It is to be noted that the financing of terrorissnan
indictable offence and as such it is a predig
offence for the purpose of money laundering.

. Section 2 of the Anti-Terrorism Act 2005 h
been amended in Anti-Terrorism (Amendme
Act,2010 to define funds as follows:

“property” or “funds” means assets of any kir
whether tangible or intangible, moveable
immovable, [whether from legitimate d
illegitimate sources or] however acquired [an
legal documents or instruments in any for|
including electronic or digital, evidencing title, t
or interest in, such assets, including but
limited to bank credits, travellers cheques, b3
cheques, money orders, shares, securities, bg
drafts, letters of credit whether situated
Trinidad and Tobago or elsewhere, and inclu
a legal or equitable interest, whether full
partial, in any such property”;

No further action is to be taken under th
recommendation

o
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SR.II

Freeze and confiscal
terrorist assets

eNC

There is no legislation that deals wi
freezing or confiscating terrorists’ funds
accordance with the

he

n
el

Introduce diligently the proposed legislati

criminalising the financing of terrorism, terrori

acts, terrorist organizations and make such offe

ne Trinidad and Tobago through Section 9 of {

ce has included a new Section 22 B to address

Anti-Terrorism (Amendment) Act 2010 (ATA

he

the
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Nations Resolutions

money laundering predicatenafés.

Essential Criteria of SRIIl: These laws and

procedures:

o] Freeze terrorist funds or other assgts

designated by the United Nations Taliban

Sanction Committee (S/RES/1267/199
22B(1)

o0  Freeze terrorist funds or other assets
persons designated in the context
S/RES/1373/2001 (Section 34(1) ATA)

o  Ensure that freezing mechanisms extend

funds or assets wholly or jointly owned or

other assets derived or generated from
other assets owned or controlled directly
indirectly by designated persons; Sectior
(c) and 22B(1)

—

(o]

or

0 Communicate actions taken under the

freezing mechanisms to the financial sec
and the public upon taking such acti
(22B(5) ATA)

o Provide clear guidance to financi
institutions and other persons or entities t
may be holding targeted funds other asg
concerning their obligations in taking actig
under freezing mechanisms;(22B(5)ATA)

The Anti-terrorism Act Amendment 2011 Secti
22AA and 22AB sets out the procedure for
distribution of the local list and the UNS
consolidated list of designated entities.

Ensure that there are legal procedures

tor
bn

Al
hat
ets

=

bn
he

~
—

for

considering de-listing requests and for unfreez
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the funds or other assets of de-listed persons or

entities in a timely manner consistent with

international obligations;(22B(6) ATA)

. Ensure that a legal procedure exists [for
unfreezing, in a timely manner, the funds or other

assets of persons or entities inadvertently afte:
by a freezing mechanism upon verification th
the person or entity is not a designat
person;(22B(6) ATA; 22 B(9) ATA)

. Ensure that a legislative procedure exists
authorising access to funds or other assets

ed

for
that

were frozen pursuant to S/RES/1267(1999) and

that have been determined to be necessary|
basic expenses; (22B(4) ATA)

. Ensure that there is an appropriate proced
through which a person or entity whose funds
other assets have been frozen can challenge
measure with a view to having it reviewed by
court.(22B(6)ATA; 22B(9) ATA)

As a compliment to this process, Section 14 of
Financial Intelligence Unit Act allows th
Director of the FIU the power to suspend
processing of a transaction for a period
exceeding three working days pending {
completion of the analysis of a SAR.

Section 22E(1) of the ATAA 2 of 2010 states:
The FIU may instruct a financial institution ortéd

business in writing, to suspend the processin
a transaction for a period not exceeding th

working days, pending the completion of an

evaluation and analysis of a suspicig
transaction or suspicious activity report.

(2) Where those instructions are given, a finan
institution, listed business or any other aggrie

for

or
that
a
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Sign and ratify the Terrorist Financing Conventio

person may apply to a judge to discharge

instructions of the FIU and shall serve notice
the FIU, to join in the proceedings, save howe
that the instructions shall remain in force uriti {|
Judge determines otherwise.

the

(3) After the FIU has concluded its evaluation and

The

Although

analysis of a suspicious transaction or suspici
activity report, and where the Director of the F
is of the view that the circumstances warr,
investigation, a report shall be submitted to
Commissioner of Police for investigation

determine whether an offence of financing
terrorism has been committed and whether
funds are located in Trinidad and Tobago
elsewhere.

definition of “terrorist act” in section 2 ohg

Anti-Terrorist Act, 2005 (the Act) refers also

section 35(1) of the Act which makes provisi
for forfeiture.

there is no explicit provision fq
“confiscation”, It is to be noted the commissi
of a terrorist act is an indictable offence and
such the confiscation process as outlined
POCA applies mutatis mutandis to t
commission of a terrorist act or any oth
indictable offence in respect of terrorism und
the Anti-Terrorism Act.

.It is also to be noted that by virtue of the Intetption

Act Chapter 3:01 the attempt to commit
terrorist act is also included in the offence
committing a terrorist act and as such althoug
is not stated in the text of section 22B (b) it

included by virtue of the application of our lawsg.

1999 United Nations International Conventi
for the Suppression of the Financing
Terrorism (Terrorist Financing Convention w.
ratified on September 3,2009

Trinidad and Tobago ratified the Inter-Americ

ous
U
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0
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the
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a
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Under the Miscellaneous Provisions (Finand
Intelligence Unit of Trinidad and Tobago and An
Terrorism) Act 2012, Section 22AB(c) of the Ant
Terrorism Act, is deleted from the Act. Th
amendment seeks to rectify one of the deficien
identified by the FATF and remove the perceiv
exception to the freezing of terrorist assets with
delay.

Convention against Terrorism on December P2,

2005

SR.IV
reporting

Suspicious transactio|

nNC

There are no requirements for financ
institutions to report to the designat
authority/FIU when they suspect or ha]
reasonable grounds to suspect that fu
are linked or related to, or to be used
terrorism, terrorist acts or by terrori
organisations, regardless of the amount
the transaction and including attempt

transactions or if tax matters are involved.

The Anti-Terrorism Bill should be enacted as sd
as possible to require financial institutions tpae
to the designated authority/FIU when they susp
or have reasonable grounds to suspect that fued
linked or related to, or to be used for terrorig
terrorist acts or by terrorist organisations, retgss
of the amount of the transaction and includ
attempted transactions or if tax matters are ireal

on

The obligation of financial Institution and listg
business to report STR's/SAR’s which relate
terrorist financing, terrorism acts or by terror
organisations or those who finance terrorism

captured in section 22 C (3) in Anti-Terrorism

(Amendment) Act,2010 as follows:

Where a financial institution or listed busine
knows or has reasonable grounds to suspect
funds are linked or related to, or to be used
terrorism, terrorist acts or by terrori
organizations or those who finance terrorism,
financial institution or listed business shall ma
a suspicious transactions or a suspicious acti
report to the FIU in the forms as set out in f{
Third Schedule to the Proceeds of Crime Act.

Financial Institutions and listed businesses h
not reported Terrorist Financing SARS to t
FIU. Financial Institutions have declared th
there are no terrorist assets within th
institutions in in accordance with Section 33
of the Anti-Terrorism Act No 26, 2005.
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SR.V International co-operation

NC

Financing of Terrorism is not an offence
T&T and therefore not an extraditab)

5

offence 3.

Terrorist-Financing legislation should 1
implemented.

Part VI (Section 28 to 31) of the Anti-Terroris
Act 2005 deals with Information Sharin

s

3 Idem note 1
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Financing of terrorism and Piracy should be m
an offence in T&T and therefore an extradital
offence.

Extradition And Mutual Assistance

. Disclosure and Sharing Information.

Part VII Sections 32-33 of the Anti-Terrorism Af

2005

The Anti-Terrorism (Amendment) 2010, criminalises
the financing of terrorismPart IlIA Section 22A (1)
states:

. Any person who by any means, directly lor

indirectly, wilfully provides or collects funds, g

attempts to do so, with the intention or in the

knowledge that such funds are to be used
whole or in part—

(a) in order to carry out a terrorist act;

(b) by a terrorist; or

(c) by a terrorist organization, commits the offence
financing of terrorism.

. The Anti-Terrorism Act §s amended by Ad
16/2011), Part VII Section 33 (1), directs tha
every person shall forthwith disclose to t
authority, and has a duty to disclose informat
relating to property used for the commission
offences under the Anti-Terrorism Act.

. Part VII Section 33 (3) directs that eve
financial institution shall report, every thrg
months, to the FIU,:

. (a) if it is not in possession or control
terrorsit property, that it is not in possession
control of such property; or

. (b) if it is in possession or contol of tersd
property, that it is in possession or control
such property, and the particulars relating to

de persons, accounts and transactions involved

ble  the total value of the property
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Part VII 33 (6) states: “Every person who fails [to
comply with subsection 1 or 3, commits an
offence....”

With regard to piracy, section 2 of the Crimina

Offences Act Chapter 11:01 states that every

offence which if done or committed in England,

would amount to an offence in common law

shall, if done or committed in Trinidad and

Tobago, be taken to be an indictable offence
shall be punished in the same manner as it wi

and
uld

be in England, under or by virtue of any spegial

or general statute providing for the punishmen
such offence, or if there be no such statute,

common law. In the UK, piracy is criminalized
as the common law offence of piracy jure

of
by

gentium and under section 2 of the Piracy Act

1837 as noted in the UK MER.

these provisions make piracy an indictal
offence in Trinidad and Tobago. Additionall
section 6 of the Civil Aviation (Tokyq
Convention) Act Chapter 11:21 provides for t

jurisdiction of a Court in Trinidad and Tobago

with respect to piracy committed on the high s
to be extended to piracy committed by or agai
an aircraft.

In accordar|ce
with section 2 of the Criminal Offences Adt,

ble

he

pas
nst

the
ess.
he

No further action is to be taken under this
recommendation
SR VI AML requirements fo NC None of the requirements are included|in A competent authority should be designated|to  Money value transfer services are, pursuant to|
money/value transfer services legislation, regulations or other register and/or licence money transfer companies POCA 2000 as amended in 2009, listed busin
enforceable means. and maintain a current list of their names gand As listed business they are subject to all
addresses and be responsible for ensuring requirements of the FIU Act 2009, POCA and the
compliance with licensing and/or registration FOR 2010.

requirements.

All MVT service operators should be subject to {

he

applicable FATF Forty Recommendations 4

nd

In addition, the Central Bank currently licenses

money changers such as cambios or bureal
change.

139
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FATF Eight Special Recommendations.

. A system for monitoring money transfer compan
and ensuring that they comply with the FAT

Recommendations should be implemented.

mission also recommends that the CENTR
BANK OF T&T issue the AML/CFT Guidelines t
the cambios and test compliance during on

inspections.

. Money transfer companies should be required
maintain a current list of its agents, which must
made available to the designated compe

authority.

. The measures set out in the Best Practices Papg

es
[F
The
AL
D
Site

(=

ent

r fo

requirements is one of the conditions of t
license.

Moreover, the Central Bank revised its guidelin
on AML/ CFT to include sector specific guidan
to cambios. The Central Bank was given

power to regulate and supervise money remit

via an amendment to the Central Bank Act|i

2008.

The Central Bank has acquired the services
technical expert from the Office of the Technig
Assistance, United States Department of
Treasury to assist with the finalizing a
implementation of an AML/ CFT Supervisor
framework for money remitters, insuran
brokers, cambios and money remitters.
addition, the Central Bank has developed d
AML/CFT regulations and licensing guideling
for money remitters.

The Central Bank conducts AML/ CFT on-sit
examinations on cambios. The Central Bank
revising its guidelines on AML/ CFT and th
revised Guidelines will also be issued to camb
and money remitters.

The Central Bank licenses cambios and bureal

changes under the Exchange Control Act. T

licensing and regulatory framework for mon
remitters is not yet in place. However, mon
remitters are currently registered with the FIU
the POCA names remittance business un
financial institutions and listed business.

An amendment to the Central Bank Act 20|
gave the Central Bank the ability to superv
money remitters and an appropriate regulat
and supervisory framework has been drafted.

This initiative is at an advanced stage
development. (on-going)
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SR.VI should be implemented and Trinidad
Tobago authorities should take FATF R. 17 i
account when introducing system for monitori
money transfer companies.

nd During the period Jan-July, 2013 the F
to conducted one (1) onsite visit at a Money
ng Value Transfer Service & Bureau De Change.

Unit of the Ministry of National Security wil
take into consideration the guidance in the B

money remitters’ framework.

SR VII

Wire transfer rules

NC

The requirements in place are n

o®

mandatory and are applicable only to the

financial institutions supervised by th
Central Bank.

e

The T&T authorities may wish to impose mandat
requirements on financial institutions dealing w
the measures of SR VII covering domestic, crg
border and non-routine wire transfers, intermedi
and beneficial financial institutions handling wi
transfers and the monitoring of compliance W
stipulated requirements.

SS-  states:
ary
€33. (1) The information listed in regulation 3

domestic and cross border wire transfers.

participates in a business transaction via W

transferred, to any other financial instituti
participating in the transaction.
(3) Where the originator of the wire transfer does

transaction shall not be effected and a suspic
activity report shall be submitted to the FIU.

34. (1) Domestic and cross-border wire transfeedl g
be accompanied by accurate and meanin
identification data on the originator of th
transfer, which shall be kept in a form
determined by

the FIU.

(2) Information accompanying a cross-border tran
shall consist of—

(&) the name and address of the originator of
transfer;

(b) a national identification number or a passp
number where the address of the originator of
transfer is not available

(c) the financial institution where the accountséi

(d) the number of the account and in the absenea

The AML/CFT Committee and the Compliance

practice Paper for SR VI when formulating the

th concerning the originator and recipient of the
funds transferred, shall be included on fall

(2) A financial institution or listed business thiat

est

ry  The Financial Obligations Regulations 2010
th sections 33-35 deal with wire transfers which

4

ire

transfer shall relay the identification data abgut
the originator and recipient of the funds

n

supply the transfer identification data requested
by the financial institution or listed businesse th

ous

gful
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account, a unique reference number; and

(3) Information accompanying a domestic wire trans
shall be kept in a format which enables it to
produced immediately, to the FIU.

(4) The financial institution or listed businesaiput
provisions in place to identify wire transfe
lacking complete originator information so th|
the lack of complete originator information sh
be considered as a factor in assessing wheth
wire transfer is or related transactions
suspicious and thus required to be reported to
FIU.

35. A wire transfer from one financial institutido
another, is exempted from the provisions of t|

are financial institutions acting on their o
behalf.
. This requirement has been satisfied

amendments contained in the Proceeds of C
(Amendment) Act No. 10 of 2009. Section 5C
the amendment defines listed business a
business listed in the First Schedule. Under
First Schedule, a listed business is defined
include money remittance entities. The list
businesses are therefore now subject to
Financial Obligations Regulations 2010.

S
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Part, where both the originator and beneficiary
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SR.VIII Non-profit organisations

NC

There are no requirements in legislatig
regulations or other enforceable means
comply with this recommendation.

Authorities should review the adequacy
laws and regulations that relate to non-pr
organizations that can be abused for
financing of terrorism.

Measures should be put in place to ensure
terrorist  organizations cannot pose
legitimate non-profit organizations.

Measures should be put in place to ensure
funds or other assets collected by

transferred through non-profit organizatio
are not diverted to support the activities

of . The Anti-Terrorism (Amendment) Act,201]
fit will address Non-Profit Organisations
he follows :

thadC. (1) A police officer above the rank

26f sergeant may apply, ex parte to a judge
for a monitoring order directing a financial
institution, listed business or non-profit

th@fganization to provide certain information.

105E3) A monitoring order shall—

AS

of
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terrorists or terrorist organizations.

(a) diredirancial institution, listed business or nop-
profit organization to disclose information
it obtained relating to transactions conducted ugho
an account held by a particular
person with the financial institution, listed busss or
non-profit organization;

=3

Special Societies act will be amended to incorgora
the provisions for non-profit organisations.

SR.IX Cross Border Declaration
Disclosure

Countries should havi
measures in place to detect t
physical cross-borde
transportation of currency an

bearer-negotiable instruments,
including a_declaration system

or other disclosure obligation.

Countries should ensure th
their competent authoritie

have the legal authority to stgp

or restrain currency or beare
negotiable instruments that a
suspected to be related
terrorist financing or mone
laundering, or that are falsel
declared or disclosed.

& NA

ne

d

i. The Customs Act, Chapter 78:01, requires |all
arriving and departing passengers to make a
declaration to Customs with respect to currency
and bearer-negotiable instruments above| a
specified sum of US$5,000.00 or its equivalent in
any other foreign currency and any sum in excess
of TT$20,000.00

. In addition to the powers under the Custom Act
Chapter 78:01 to stop or restrain currency or lyeare
negotiable instruments, The Anti-Terrorism
(Amendment) Act,2010 deals with the issue |of
seizing and detention of cash or other bearer
negotiable instruments under subsection 38A|(1)
which states;

Any customs officer or officer above the rank (of

sergeant may seize and detain part of or |the

whole amount of any cash or other beafer
negotiable instruments where there are
reasonable grounds for suspecting that it is —

(a) intended for use in the commission of an aféen
under this Act; or
(b) is terrorist property

. The following definitions of cash and beargr
negotiable instrument under section 38A (10)| of
Anti-Terrorism (Amendment) Act, 2010 are as
follows:
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Countries should appl

effective, proportionate and

dissuasive _sanctions to de
with persons who make falg
declarations or disclosures.
cases which are related
terrorist financing or mone

laundering, countries should

enable _confiscation of suc]
currency or instruments

35S 0D

=

(a) “cash” includes coins, notes and other be

(b) “bearer negotiable instrument” includes monet

Please see Appendix Xl to XV for statistical upgat

negotiable instruments in any currency;

arer

ar

instruments in bearer form such as travellers
cheques, negotiable instruments (including
cheques, promissory notes and money ordgrs)
that are either in bearer form, endorsed withput

restriction made out to a fictitious payee,

or

otherwise in such form that title thereto passes

upon delivery; incomplete instruments including

(cheques, promissory notes and money orders)

signed, but with the payee’s name omitted.

The Customs and Excise Division has alwa
applied effective, proportionate and dissuag

Vs
ive

sanction in every instance where the arriving and

departing passenger makes false declaratio

or

disclosure of cash or bearer-negotiable

instruments.

Notwithstanding the fact that we have never

identified cases of false declarations or disclse¢

linked to terrorist financing, the penalty

includes confiscation of the subject currency of

instrument without the need of a criminal
conviction
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